SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#56
S2-070496 (S2-070211, S2-063784)
15 - 19 January 2007

Florence, Italy

Source:
Telcordia, Comverse, BT, ETRI, GET
Title:
Security Requirements for Service Brokering
Document for:
Discussion / Approval
Agenda Item:
9.12
Work Item / Release:
ISB_ST2_SDY
Abstract of the contribution: Submission to Section 4.2 (Security Requirements) 

Discussion

This contribution provides text to be added to section 4.2 in TR 23.810, which addresses security requirements for a service brokering function. The text here presented was already submitted as part of contribution S2-062370 in Lisbon. The text here proposed was not discussed during the meeting as S2-062370 was meant to provide only a skeleton. 
Detailed proposal

4.2
Security

· The solution must take into account that Application Servers may reside in different domains or are hosted by different service providers.  The solution must provide adequate security mechanisms if these application servers reside in different domains or are hosted by different service providers.

· The solution must take into account that Application Servers and the network entities performing the Service Brokering function may reside in different domains or are hosted by different service providers.  The solution must provide adequate security mechanisms if Application Servers and the network entity/entities performing the Service Brokering function reside in different domains or are hosted by different service providers.

Requested disposition 

We request that the text as presented in the ‘security’ subsection is incorporated into section 4.2 of TR 23.810
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