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****** First change ******
Annex A (informative):
IMS emergency services using GPRS Network
Editor's Note:
The content of this Annex is a place holder until such stage that they are moved to appropriate TS (i.e. TS 23.060 [2]). After these contents are moved, this annex will be removed from this specification..

A.1
Requirements on the GPRS network as an IP-CAN
For an emergency call over the GPRS, the requirements on the IP-CAN, as described in subclause 4.3, are covered by the following GPRS specific requirements:

-
It shall be possible to access the PS domain without a UICC

-
It shall be possible to reject requests from a UE without a UICC to establish bearer resources

-
A globally dedicated emergency APN shall be used to support emergency services for roaming UEs in VPLMN and for anonymous emergency calls by a UICC-less terminal. The globally dedicated APN may be configured in the SGSN and GGSN. The GGSN may use filter rules applicable to the globally dedicated emergency APN to ensure that only certain IP addresses (e.g. IP addresses of the emergency P-CSCF) can be reached.

-
The PS domain may support the download of emergency numbers to the UE via the procedures defined in TS 24.008 [13].

A.2
UE specific behaviour for emergency calls over the GPRS
For the specific case of an emergency call over GPRS the UE shall follow the following procedures:

-
If not already PS attached, the UE shall perform a PS attach with an indication that this is for emergency use.

-
UEs that need to do IMS emergency registration or UICC-less terminals that are used for an anonymous emergency call shall request PDP context activation to a globally dedicated emergency APN.

-
The UE shall include the Cell Global Identification (CGI) in the INVITE request establishing the emergency call.

A.3
GPRS specific aspects of High Level Procedures for IMS emergency calls

For the high level procedures (as described in subclause 7.1.1.) the following statements apply for emergency calls when GPRS access is used:

-
the bearer resource request is the PDP context activation procedure, and the globally dedicated emergency APN is used to indicate the emergency request.

-
the release of reserved bearer resources is the release of a PDP context.

-
the bearer registration to the IP-CAN is the PS attach procedure

A.4
Location handling for GPRS
For access in the PS domain, the UE shall include the access type and cell identity as specified in TS 24.229 [19], clause 7.2A in the SIP INVITE request, when it initiates an emergency session using GPRS bearer. It is noted that the UE normally is not aware of SAI and therefore SAI cannot be used as location information in SIP signalling.

For regions (e.g. North America) in which an interim location may be required to assist routing to the correct PSAP and/or where accurate initial and updated location information may be required, the PS-NI-LR and PS-MT-LR procedures defined in TS 23.271 [5] are applicable as well as use of SUPL defined in OMA AD SUPL: "Secure User Plane Location Architecture" [15], or OMA TS ULP: "User Plane Location Protocol" [16].

NOTE:
The use of SUPL procedure is depended on the UE capabilities.
A.5
Open Issues on GPRS specific aspects

Editor's Note:
This section will be used to capture and develop open issues that need to be resolved for GPRS access in relation of Emergency calls before the contents are moved to TS 23.060 [2].

1)
How to support an MS in Limited Service state?


It is assumed that a blocked MS, e.g. an MS camping in a Forbidden Location Area or Forbidden PLMN, see TS 23.122, should be able to initiate the IMS emergency service request. Such an MS may be in the so-called limited service state. When the UE is in GMM-DEREGISTERED state, it shall execute the Attach procedure and when the UE is in GMM-REGISTERED state, it shall perform the RAU procedure. Note that main states have several sub-states as defined in TS 24.008 [13] e.g. GMM-REGISTERED.LIMITED-SERVICE (the UE shall do RAU) and GMM-DEREGISTERED.LIMITED-SERVICE (the UE shall do Attach).


Conclusion: when the UE is DEREGISTERED it shall do Attach with the emergency indication included and when the UE is REGISTERED it shall do RAU with the emergency indication included.

2)
When shall the MS request Emergency APN?


The MS requests the Emergency APN in order to ensure that the access point is in the same network as the UE itself. From GGSN the MS gets the address of the P-CSCF within the same network and this P-CSCF knows which E-CSCF serves the location of the MS.  In this way it is possible for IMS and E-CSCF to determine the correct PSAP to which IMS shall route the emergency call.


An MS without a valid UICC needs to request an anonymous IMS emergency call and the only way for such an MS to get access is to request the Emergency APN. An MS in limited service state shall always do IMS emergency registration first and therefore starts by requesting the Emergency APN.


Conclusion: The MS shall request Emergency APN whenever it needs to perform IMS emergency registration. UICC-less terminals that are used for an anonymous emergency call shall also request Emergency APN.

A)
How to convey emergency indication in RAU procedures (Intra and Inter)?


The MS may have done the emergency attach earlier and already included the emergency indication in that procedure. There are 2 alternative solutions how to carry on the emergency information in the following RAU procedures;

1.
the MS includes the emergency indication also in RAU signalling or

2.
the SGSNs use the Emergency APN information.


For intra SGSN RAU the SGSN is already aware of the Emergency APN and possibly also emergency indication in case the mobile performed emergency attach. In the inter SGSN case the Emergency APN information and the emergency indication is delivered inside the MM and PDP context information across the Gn/Gp interface (TS 29.060 [2]). According to question 1), however, the MS in Limited Service state shall include the emergency indication in RAU.


Conclusion: The MS shall include the emergency indication in RAU signalling (Intra and Inter).

B)
In TR 23.867 for a few procedures e.g. RAU and Serving RNS relocation, there is an editor's note stating that "It is FFS whether CAMEL procedures are performed if the MS is emergency attached or if the MS has active PDP context(s) for an emergency use".


The CAMEL TDPs seems to be applicable, but most probably there is no real need for any CAMEL functionality in those cases.


Working Assumption: Keep the CAMEL TDPs as is and let operator configuration decide whether the TDPs are invoked or not.

C)
What level Emergency calls will work with pre-REL-7 SGSNs?


The Rel‑7 MS that supports IMS emergency services shall be able to insert the emergency indication (new Rel‑7 information) in the PS attach, RAU and combined procedures and to request Emergency APN (new in Rel‑7). The Rel‑7 GPRS network that supports IMS emergency services shall be able to interpret and handle these new emergency indications from the UE.


Conclusion: Pre-Rel‑7 SGSNs do not support IMS emergency services.

D)
Are combined procedures applicable if IMS emergency services are in use (Attach and RA/LA Updating)?


This issue is related to the requirement that "a CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain." Clause 6.1 of the present document states that "If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls."


The GPRS network may send an indication that the combined PS+CS procedures are to be used by all MS in that network. If the operator in addition has decided that the MS shall use the PS domain for IMS emergency calls instead of CS emergency calls, the MS shall still use the combined procedures. Therefore the combined procedures Attach and RAU shall contain the emergency indication for IMS emergency calls, if applicable.


Conclusion: The combined procedures (Attach and RA/LA Updating) shall support IMS emergency services.

NOTE 1:
It is FFS if a new message type for combined emergency Attach is needed.

NOTE 2:
It is FFS if a new message type for Routing Area Update is needed.

NOTE 3:
A UICC less UE that initiates an emergency access does not use combined procedures.

E)
Procedures for UICC-less IMS emergency Attach


Principles to be followed during Attach are described in subclause A.6 Selection of method for UICC-less emergency calls.


Conclusion: The UICC-less UE is always DEREGISTERED by default. Thus, when the UICC-less UE initiates an emergency access, it shall do Attach with the emergency indication included.

NOTE 4:
It is FFS: whether a new message type for emergency Attach is needed.

F)
Selection rules for Emergency APN


In order to handle the Emergency APN it is necessary to modify the decision logic of Annex A in TS 23.060 [2] in Rel‑7, such that the SGSN supports the special Emergency APN for all users explicitly, without any need for the user to subscribe to the Emergency APN. This is useful in cases where e.g. the user tries to make the emergency call even though his or her MS is barred from all PS services. Further, this removes the necessity to store the Emergency APN in every single subscriber's subscription in the HLR, thus saving a great deal of memory in the HLR.


Conclusion: The APN decision logic specification in TS 23.060 [2], Annex A, has to be modified for Rel‑7.

G)
Impacts on Intra and Inter System change in case not all access systems support IMS emergency services (A/Gb mode, Iu-mode)


Changes in the specifications are needed in order to handle Intra and Inter system GPRS changes for IMS emergency services in Rel‑7. It is not seen possible to have any IMS emergency interworking with access networks that do not support IMS emergency services.


Conclusion: IMS emergency services needs to be supported during Intra and Inter System changes in Rel‑7 access networks that support IMS emergency services. The IMS emergency service has to be released during an Intra or Inter system change to an access network that do not support IMS emergency services.

H)
In TR 23.867 the statement that the security functions are optional is repeated for a number of procedures, even though the function already is optional.
It is seen that the existing security functions should be applied as specified in 23.060 when a “normal” UE (not in limited-service-state) equipped with a valid UICC is used for making the IMS emergency call. It is noted that the SGSN handling of the emergency APN in VPLMN allows emergency calls to be supported in VPLMN even in case the UE would not get any normal PDP context in that VPLMN. The security related functional requirements for UICC-less terminals are specified in A.6.2 below.

Using PCC methods it is possible for the PS core to ensure that the UE or terminal does not use the PDP context established for the emergency call for any other purposes.

Conclusion: This issue will be resolved when the TS 23.060 [2] CRs are prepared based on the security related functional requirements and with guidance from SA3.

I)
Treatment of a UE that is not registered and GPRS network selection


The assumed scenario where this question applies is for example when the UE is powered on for the first time in a country and the user simultaneously initiates an IMS emergency call. In this case the UE could try to request an anonymous IMS emergency call immediately in any detected PLMN, but that would probably not be the best solution since the network may reject anonymous IMS emergency calls.


Conclusion: When the UE with a valid UICC is powered on and the user simultaneously requests an IMS emergency call, the UE shall perform PLMN selection according to TS 22.011 and TS 23.122 and request GPRS emergency attach in the selected network based on network mode of operation. The user may do a manual network selection anytime and in such a case the UE shall follow the manual PLMN selection requirements of TS 22.011 and TS 23.122. If an emergency call is made prior to attach to that network, the UE shall request emergency attach.


TS 23.122 seems to apply as such for UEs with valid UICC requesting IMS emergency services. However, TS 23.122 needs to be revised to allow IMS emergency services for UEs without a valid UICC and for UEs in "forbidden Location Areas", "forbidden PLMN", etc. The following clauses of TS 23.122, version 7.5.0, seem to be affected: 3.4.2, 3.5, 4.4, 5, table 2, and so on.

J)
Continued support of location (where required) following handover to a new SGSN


If the emergency session is handed over to a new SGSN – e.g. according to the A/Gb PS mode handover procedure defined in TS 43.129 or the UMTS procedure defined in TS 25.936 and TS 23.060 [2], then some further refinements to support the PS-NI-LR procedure may be needed when this procedure is used. For example, if the initial location of the UE was already sent to a GMLC by a previous SGSN using a PS-NI-LR, the new SGSN should not re-invoke another PS-NI-LR. On the other hand, the GMLC needs to know the address of the new SGSN in case an updated position estimate is required using a PS-MT-LR. This might be solved by adding both the GMLC address and an indication of whether an initial location estimate was already sent to the GMLC to the emergency PDP Context Information included in the Forward Relocation Request (defined in 3GPP TS 29.060) which is sent from the old SGSN to the new SGSN when a handover is started. The inclusion of the GMLC address avoids the possibility that based on different location information (e.g. new cell ID), the new SGSN selects the wrong GMLC for a PS-NI-LR. The indication of initial location performance tells the new SGSN whether besides sending its address to the GMLC (e.g. using a PS-NI-LR), it should also obtain and send a location estimate. During the handover itself, the old SGSN can refrain from performing location to ensure that the information sent in the Forward Relocation Request remains correct. These impacts affect core GPRS speciications.


Answer: Enable transfer of an indication as to whether a PS-NI-LR procedure was already performed or not together with the GMLC address from an old to new SGSN during handover of an emergency session.


Exact mechanism for information transfer to the new SGSN is FFS.

A.6
Selection of method for UICC-less emergency calls
A.6.1
GPRS considerations for IMS Emergency sessions
In GPRS, before IMS emergency session establishment, the UE performs an emergency attach if the UE is not attached to the network. The UE indicates the emergency attach by including an emergency indication to the Attach Request message. The network applies special treatment in case of the emergency attach procedure. After a successful emergency attach, only PDP context requests for emergency use shall be accepted by the SGSN. It is assumed that an already GPRS attached UE does not detach and re-attach for emergency services. If the UE is not equipped with an UICC, the UE performs the Emergency Attach using the IMEI. In this case the SGSN checks whether such an anonymous Emergency Attach is allowed. If this is not allowed, the Emergency Attach is rejected.

At GPRS level the mechanisms for establishing a bearer for emergency use should not differ much from the normal GPRS bearer establishment currently specified by 3GPP. In fact there is only a need for the network to be able to detect the emergency use and to be able to give special treatment to these bearers.

As a minimum emergency sessions and bearers for them should not be dropped, so emergency bearers may require enhanced QoS, e.g. higher priority than subscription based priority.

The UE establishes a bearer for emergency use by including the globally dedicated emergency APN during PDP context activation. PDP context modification and PDP context deactivation procedures are not affected.

A.6.2
Emergency Calls in absence of UICC for GPRS Access
The UE shall follow the procedures described below using the IMEI as the identity to access GPRS in the absence of an UICC.

The UICC-less MS is DEREGISTERED by default and shall therefore do Attach including the emergency indication when requesting access for the IMS emergency service When the UICC is not present or the UICC is not valid, the ME shall identify itself in the Attach signalling by the IMEI in the same way as in the CS domain (the CM Service Request), see TS 24.008 [13] for more details.

NOTE 1:
A UICC that is not valid is a UICC that in spite of being inserted is blocked for use, e.g. due to attempted access by a wrong pin-code or lack of roaming agreements.

NOTE 2:
It is FFS how to use the EIR to blacklist certain IMEIs with frequent junk emergency calls.

NOTE 3:
TS 23.122 needs to be revised to allow IMS emergency services for UICC-less MS.

NOTE 4:
It is FFS: whether a new message type for emergency Attach is needed.

As neither authentication nor ciphering functionality can be performed there is no need to communicate with any HSS. After successful attach, the mobile shall continue with emergency session establishment. The above ensures that the existing GPRS procedures can be used without any major system impacts both in the network and the UE.

The UE shall not accept other numbers than the numbers stored in the ME as valid number for an emergency calls.

The emergency call application determines whether the CS emergency call or the IMS emergency call shall be used in the same way regardless whether the UICC is valid or not.
In order to support emergency calls from UICC-less terminals and UEs in limited-service-state (see TS 23.122) there is a need to specify a method for the UE to get emergency access to GPRS, otherwise such terminals will not be accepted in the network. There are also benefits if the emergency access method is used by “normal” UEs in PMM-idle mode. The requirements related to the emergency access method are specified below with additional comments.

Functional requirements for the emergency access method:

1. The emergency access method should be the same for UICC-less terminals, UEs in limited-service-state and for UEs in PMM-idle mode.
2. Existing security functions should apply when possible
UEs with valid UICC are able to support standard security functions even when roaming in a forbidden PLMN or forbidden area. But in some scenarios the network will not be able to initiate the security functions. E.g. a non-roaming partner VPLMN is probably not able to get the authentication credentials and keys from the HSS of the UE in a forbidden area (i.e. in limited-service-state).

3. The level of security for UICC-less terminals and UEs in limited-service-state making a IMS emergency call shall not be any different from that of a UICC-less terminal or UE in limited service state making a CS emergency call.

4. Pre-Rel-7 SGSNs cannot support the emergency access method for UICC-less terminals and UEs in limited-service-state and the attempted emergency call from terminal should be rejected as soon as possible.

5. After the emergency call is cleared, the terminal should resume normal idle mode behaviour.
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