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Abstract of the contribution: 

This contribution proposes update of the Attach procedure flows based on the new assumption on the multiple flavours for S5a. The update is proposed to the TR and also to the TS. 
Introduction

Based on the recent decision from SA plenary, S5a may be used at attachment. S5a supports multiple flavor protocol (GTP, PMIP…). As a consequence the Attach signaling flows shall consider these different possibilities. This contribution highlights some particularities of the PMIP protocol that shall be considered when agreeing the Attach procedure.

The goal of this contribution is not to describe or argue on the need for PMIP, nor on the signaling used by the UE to gets its IP address; this shall be done as part of discussions on 23.402. 

This contribution focuses on clarification of the Attach procedure that shall be common whatever the S5a flavor, so shall take into account some PMIP needs.
The contribution proposes new text for the TR 23.882. It suggests also updating the TS 23.401 accordingly, as the Attach procedure is a common procedure. Update is also proposed for 23.402 as the updates are mostly for the PMIP usage and would need further detail in 23.402.
Discussion

The current Attach procedure (described in TR 23.882 Annex H2) keeps open whether a default bearer is established at UE attachment or not and is also vague regarding QoS information needed from the HLR at Attachment as Dedicated Bearer procedure promotes QoS information available from the PCRF.

With PMIP use over S5a, IP address allocation will be done via direct signaling with the UE over a default bearer. As this IP address will be used for the binding with the SAE GW, the default bearer needed to transport the signaling which allocated the IP address has to be established as soon as possible during the Attach procedure, at least before the UPE sends the binding request to the SAE GW.

The consequence of PMIP usage on Attach procedure is then:

· a default bearer is established at Attachment

· this default bearer is established before interaction with the SAE GW

· default QoS needed for the default bearer can only be obtained from the HLR

Conclusion

We propose new text for the TR 23.882 Annex H.2 according to the above proposal. The procedure proposed below shows separated MME and UPE for easier reading as we think it is simpler to simplify flows if MME / UPE split is not agreed, instead of splitting the flows latter.

We also suggest updating the TS 23.401 accordingly, as the Attach procedure is a common procedure. 

Update is also proposed below for 23.402 as the updates are mostly for the PMIP usage and would probably need further detail in 23.402

Proposed text for the TR 23.882
It is proposed to update the description of the Attach procedure Proposal C I Annex H2, in order to allow support of  PMIP use over the S5a interface. Proposal B can also be updated in the same way..
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Note: The NAS ciphering algorithm can be negotiated during Authentication procedure, the UP ciphering algorithm can be negotiated during bearer establishment procedure. The details of the UP ciphering algorithm negotiation are FFS.

Figure H.2.3: Alternative C allowing PMIP over S5a
1)
The UE discovers the SAE/LTE access system(s) and performs access system and network selection. The UE sends an attach request to the MME. The E-NodeB selects the MME.

2)
Authentication procedure takes place.

3 to 6)
The MME registers itself as serving the UE in the HSS. The HSS confirms the registration of the new MME. Subscription data regarding the Default IP Access Bearer is transferred.
7 to 10) The user plane is established with default QoS configuration obtained from the HLR for the Default IP Access Bearer.
11;12)The MME accepts the UE's network attachment and allocates a temporary identity to the UE. If PMIP is not used, the determined user IP address is transferred to the UE.
13)
The UE acknowledges the success of the network attachment.

14)
If PMIP is used, UE gets its IP address via signalling over the default bearer.

15)
Bearer plane is established between UPE and SAEGW, either via GTP or via PMIP protocol

Proposed text for 23.401

It is proposed to add the same flows in the appropriate section of 23.401 (section 6 “Mobility Management Functionality”) as the Attach procedure is common to the two flavour of S5a.
Proposed text for 23.402

For more detail for the PMIP flavour of S5a, it is also proposed to add these flows to TS 23.402 in section 7.2 as following:
7.2
Procedures related to IETF based S5a Interface

<This section specifies procedures related to the IETF based S5a Interface, eg UPE relocation>

7.2.3 Attach procedure
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Note: The NAS ciphering algorithm can be negotiated during Authentication procedure, the UP ciphering algorithm can be negotiated during bearer establishment procedure. The details of the UP ciphering algorithm negotiation are FFS.

Figure X: Attach procedure with PMIP over S5a
1)
The UE discovers the SAE/LTE access system(s) and performs access system and network selection. The UE sends an attach request to the MME. The E-NodeB selects the MME.

2)
Authentication procedure takes place.

3 to 6)
The MME registers itself as serving the UE in the HSS. The HSS confirms the registration of the new MME. Subscription data regarding the Default IP Access Bearer is transferred.

7 to 10) The user plane is established with default QoS configuration obtained from the HLR for the Default IP Access Bearer.

11;12)The MME accepts the UE's network attachment and allocates a temporary identity to the UE. If PMIP is not used, the determined user IP address is transferred to the UE.

13)
The UE acknowledges the success of the network attachment.

14)
If PMIP is used, UE gets its IP address via signalling over the default bearer.

15)
Bearer plane is established between UPE and SAEGW, either via GTP or via PMIP protocol
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