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Abstract of the contribution:

This contribution performs an analysis of different flavours of Mobile IPv6, depending on the mechanism used to protect the signalling messages, and proposes to add two different "Mobile IPv6 protocols" in the IP mobility protocols comparison.
1. Introduction
In the current version of TR 23.882 section 7.8.3.3 deals with the comparison of different mobility management schemes. In this section IP mobility protocols are grouped in host-based and network-based approaches and a comparison table is provided. Moreover, in the same section a more detailed analysis of different IP mobility protocols is done: in this comparison Mobile IPv6 is considered as a single protocol, without going into the details of how Mobile IPv6 signalling is secured. Since the method used to secure Mobile IPv6 signalling may have strong impacts in terms of deployment, other than in terms of the security level achieved, we believe it is important to consider this aspect from the beginning of the analysis.
2. Discussion

2.1 Two methods to secure Mobile IPv6 signalling
There are two different ways of securing Mobile IPv6 signalling: one is based on IPsec and the other on a Mobile IPv6 specific authentication protocol.

IPsec-based Mobile IPv6 architecture
The first one is the default solution defined in IETF and is based on IPsec [1]: the MN and the HA share an IPsec Security Association and use either Authentication Header (AH) or the Encapsulating Security Payload (ESP) to provide authentication and integrity protection for binding updates and binding acknowledgements. 
Since in a mobile operator network it would not be feasible to statically pre-configure IPsec Security Associations between any MN and the assigned HA, there is a need for a dynamic solution to set-up the Security Associations between MNs and HAs. Several solutions can be defined for this purpose; the MIPv6 WG is working on a dynamic bootstrapping solution so that the MN can dynamically set-up the IPsec SA with the HA. This solution is based on the usage of IKEv2, similarly to what is specified in 3GPP between MN and PDG: the credentials of the MN are carried using EAP within IKEv2 so that the HA can verify such credentials getting in touch with a backend AAA server via RADIUS or Diameter. 
The IPsec-based architecture is shown in Figure 1: it is worth noting that the authentication and authorization steps are performed before the binding update message is sent. The issues raised by this will be discussed in section 2.2.
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Figure 1 – IPsec-based Mobile IPv6 architecture
RFC4285-based Mobile IPv6 architecture
The second solution is described in RFC 4285 [2] and is based on MIPv6-specific mobility message authentication option that is added to MIPv6 signaling messages. The solution is very similar to what has been previously defined for Mobile IPv4: the MN and the HA share a security association that is not based on IPsec but on a shared key: such a Security Association consists of a mobility Security Parameter Index (SPI), a shared key, an authentication algorithm, and the replay protection mechanism in use. Basically the MN and the HA share a key that is used to authenticate binding messages through an option named MN-HA Mobility Message Authentication Option.
As for IPsec, there is a need to define a way to dynamically set-up the security association between MN and HA. This is accomplished by the usage of a key that is shared between MN and the home AAA server, as depicted in Figure 2. The Binding Update sent by the MN includes MN-AAA Mobility Message Authentication Option and is forwarded by the HA to the AAA server via a Diameter or RADIUS exchange; the AAA server authenticates the Binding Update and sends to the HA the output of the authentication step. Moreover, a direct Security Association between the MN and the HA can then be set-up leveraging the Security Association shared by the MN and the AAA server: see for example the mechanism described in [3]. 
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Figure 2 – RFC4285-based Mobile IPv6 architecture
2.2 Comparison between IPsec-based and RFC4285-based Mobile IPv6 in SAE

As described in the previous section, the method chosen to secure Mobile IPv6 signalling has strong impacts on the overall protocol architecture and therefore should be taken into account when analyzing pros and cons of Mobile IPv6 protocol. 
Comparison based on the resources needed on the SAE GW
One key aspect is the amount of state needed in the network to handle Mobile IPv6 capable UEs. To analyze this aspect, let's assume that the same IPv6 addressing model specified in TS 23.060 is used: based on this model, a 64 bits prefix is advertised over the point-to-point link shared by the SAE GW and the UE. The UE can auto-configure any global IPv6 address based on that prefix if stateless configuration is allowed; the SAE GW is not aware of the addresses auto-configured by the UE. Since the link-local address of the UE is built from an interface identifier provided by the SAE GW, there is no need for any DAD (Duplicate Address Detection) procedures for both link-local and global addresses. 
From a MIP perspective, the current assumption in TR 23.882 is that the UE is at home in MIP terminology when attached to a 3GPP access, so that MIP is used only when the UE is moving towards a non 3GPP access. However, this statement must be carefully evaluated: the correct statement is that there is not any MIP binding cache entry at the SAE GW for UEs that are attached to LTE, since the point-to-point links between SAE GW and UE are considered as home links. Nonetheless there may be the need to execute some bootstrapping procedures when the UE is still attached to LTE system.
As described in section 2.1, if IPsec is used to protect MIPv6 signalling, the MIPv6 authentication and authorization steps, that may involve several message exchanges between the HA and the AAA server, are performed before the Binding Update message is sent. It is clearly not acceptable to perform those steps after having moved from LTE to a non 3GPP access, since that would increase the handover latency and prevent the achievement of seamless mobility. There are two possible approaches to cope with this issue:

· non-3GPP capable UEs perform the bootstrapping procedure proactively (e.g. after the LTE attach). This implies that MIPv6 bootstrapping is performed while in the home link: this means that, while connected to LTE, the UE, though not sending any Binding Update message, already has the address of the designated Home Agent (i.e. IP address of the SAE GW) and shares an IPsec SA with it. This approach implies that the SAE GW has to maintain several (millions?) active IPsec SAs, most of which may even remain unused, since the UEs may never move to a non-3GPP access; 

· non-3GPP capable UEs perform the bootstrapping procedure right before moving to a non 3GPP access. This requires that the UE receives a hint when it is about to move. Moreover, since the bootstrapping procedure may take a fairly large amount of time, it is necessary that the UE receives such a hint quite in advance, which clearly involves additional complexity to achieve proper synchronization between MIPv6 bootstrapping and UE movements. It is definitely not clear whether a hint with these properties will be available for SAE UEs and therefore the actual applicability of this approach to SAE is quite uncertain.
The result of these considerations is that the usage of IPsec to protect MIPv6 signalling implies that the SAE GW has to maintain several active IPsec SAs that may be never used. This clearly represents a waste of network and processing resources. To avoid this issue, additional system complexity is needed in order to provide UEs with a proper hint for MIPv6 bootstrapping. 
On the other hand, if RFC4285 is used, as described in section 2.1, the MIPv6 authentication and authorization steps are performed by the HA when it receives the Binding Update. This implies that there is no need for the SAE GW to manage any Security Association while the UE is still in the home link. In this case, the statement that MIPv6 is used only when the UE is in a non-3GPP access is definitely correct.
Comparison based on the signalling overhead over the air interface
The approaches are different also in the number of messages needed over the air interface. Due to the importance of the radio resources in a system, it is worth considering also this aspect in the comparison between the IP mobility protocols proposed so far.
Figure 3 shows the message exchange to bootstrap Mobile IPv6 operation if IPsec is used to protect MIPv6 signalling. The procedure is defined in [4] and it is assumed that Diameter is used between the SAE GW and the AAA server (i.e. Diameter EAP Application), as when EAP-AKA is used for network access (e.g. I-WLAN). Note that the actual message exchange between SAE GW and AAA server to authenticate the user and authorize MIPv6 service is still work in progress in IETF DIME WG; however, the number of messages between UE and SAE GW (i.e. the number of messages over the air interface) is not affected by that.
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Figure 3 – Mobile IPv6 bootstrapping based on IKEv2

As depicted in Figure 3, the UE and the SAE GW exchange at least six IKEv2 messages: two messages are related to the IKE_SA_INIT procedure, four messages are used for EAP-AKA authentication and the last two messages are used for Home Address configuration. In addition to these, the UE may need to perform an additional EAP Identity exchange if it uses an identity different from the one provided as IDi in IKEv2 exchange. 
After the IKEv2 exchange, the IPsec SA is successfully established and the UE sends a Binding Update message. In all, at least 8 messages over the air are exchanged between the UE and the SAE GW to bootstrap Mobile IPv6 and perform the initial registration. It is worth noting that the message exchange depicted in Figure 3 occurs only at the initial phase and subsequent registrations only take two messages (i.e. BU and BA). Nonetheless, in addition to this, additional IKEv2 message exchanges may be needed to refresh the keys used to authenticate the MIPv6 signalling and to update the IPsec SA (i.e. set-up of a child SA): how often this is performed depends on the lifetime of the IKE SA, that is usually a configuration parameter. Anyway, two additional messages over the air sometimes may be needed to perform such a rekeying operation. 
If RFC 4285 is used, the Mobile IPv6 bootstrapping procedure and initial registration are depicted in Figure 2. In this case the assumption is that there is a shared key between the UE and the AAA server and that key is used to derive a Security Association between the UE and the SAE GW. Therefore an IKEv2 exchange and an EAP authentication are not needed if RFC 4285 is used. The result is that only two messages are needed, compared to the eight messages needed if IPsec is used.
Comparison based on security properties
One aspect to be considered when comparing the two approaches is the security degree achievable by each solution based on the treat model considered. There has been a lot of discussion about this topic during the publication process of RFC 4285; this discussion leads to the inclusion of the following text in RFC4285 (excerpt): 

   The mobility message authentication option specified in Section 5 is

   applicable in certain types of networks that have the following

   characteristics:

   - Networks in which the authentication of the MN for network access

   is done by an authentication server in the home network via the home

   agent.  The security association is established by the network

   operator (provisioning methods) between the MN and a backend

   authentication server (e.g., Authentication, Authorization, and

   Accounting (AAA) home server).  MIPv6 as per RFCs 3775 and 3776

   relies on the IPsec SA between the MN and an HA.  In cases where the

   assignment of the HA is dynamic and the only static or long-term SA

   is between the MN and a backend authentication server, the mobility

   message authentication option is desirable.

[...]
   - Networks that expressly rely on the backend AAA infrastructure as

   the primary means for identifying and authentication/authorizing a

   mobile user for MIPv6 service.

[...]
   - Networks that are bandwidth constrained (such as cellular wireless

   networks) and for which there exists a strong desire to minimize the

   number of signaling messages sent over such interfaces.  MIPv6

   signaling that relies on Internet Key Exchange (IKE) as the primary

   means for setting up an SA between the MN and HA requires more

   signaling messages compared with the use of an mobility message

   authentication option carried in the BU/BA messages.
   One such example of networks that have such characteristics are CDMA

   networks as defined in [3GPP2].

Therefore it seems that the security degree achieved by RFC 4285 is acceptable also in SAE framework. However, since there is still a debate on this issue in IETF (see for example [5]), the purpose of this paper is not to compare the approaches from a security perspective, since this is in the scope of SA3. 

3. Proposal

Based on the analysis performed in this paper, we propose that the comparison between different MM protocols takes into account two flavours of Mobile IPv6, depending on the mechanism used to secure MIPv6 signalling. Indeed, the differences between these two modes of operation of Mobile IPv6 are important enough to list them separately. 
In Annex A we propose two changes:

· the inclusion of section 2.2 of this paper in a new section of TS 23.402;

· the modification of section 7.8.3.3 of TR 23.882 to include the two flavours of Mobile IPv6 in the comparison table based on the analysis performed in the discussion section.

Note that changes have been done based on the version 1.6.1 of TR 23.882 and not on the updates of this paragraph that have been discussed last month in the SA2 reflector.
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6.7.1
Comparison of different Mobile IPv6 flavours

The method chosen to secure Mobile IPv6 signalling has strong impacts on the overall protocol architecture. This section discusses the benefits and drawbacks of the two existing methods. 

Comparison based on the resources needed on the SAE GW

One key aspect is the amount of state needed in the network to handle Mobile IPv6 capable UEs. To analyze this aspect, let's assume that the same IPv6 addressing model specified in TS 23.060 is used: based on this model, a 64 bits prefix is advertised over the point-to-point link shared by the SAE GW and the UE. The UE can auto-configure any global IPv6 address based on that prefix if stateless configuration is allowed; the SAE GW is not aware of the addresses auto-configured by the UE. Since the link-local address of the UE is built from an interface identifier provided by the SAE GW, there is no need for any DAD (Duplicate Address Detection) procedures for both link-local and global addresses. 

From a MIP perspective, the current assumption in TR 23.882 is that the UE is at home in MIP terminology when attached to a 3GPP access, so that MIP is used only when the UE is moving towards a non 3GPP access. However, this statement must be carefully evaluated: the correct statement is that there is not any MIP binding cache entry at the SAE GW for UEs that are attached to LTE, since the point-to-point links between SAE GW and UE are considered as home links. Nonetheless there may be the need to execute some bootstrapping procedures when the UE is still attached to LTE system.

If IPsec is used to protect MIPv6 signalling, the MIPv6 authentication and authorization steps, that may involve several message exchanges between the HA and the AAA server, are performed before the Binding Update message is sent. It is clearly not acceptable to perform those steps after having moved from LTE to a non 3GPP access, since that would increase the handover latency and prevent the achievement of seamless mobility. There are two possible approaches to cope with this issue:

· non-3GPP capable UEs perform the bootstrapping procedure proactively (e.g. after the LTE attach). This implies that MIPv6 bootstrapping is performed while in the home link: this means that, while connected to LTE, the UE, though not sending any Binding Update message, already has the address of the designated Home Agent (i.e. IP address of the SAE GW) and shares an IPsec SA with it. This approach implies that the SAE GW has to maintain several active IPsec SAs, most of which may even remain unused, since the UEs may never move to a non-3GPP access; 

· non-3GPP capable UEs perform the bootstrapping procedure right before moving to a non 3GPP access. This requires that the UE receives a hint when it is about to move. Moreover, since the bootstrapping procedure may take a fairly large amount of time, it is necessary that the UE receives such a hint quite in advance, which clearly involves additional complexity to achieve proper synchronization between MIPv6 bootstrapping and UE movements. It is definitely not clear whether a hint with these properties will be available for SAE UEs and therefore the actual applicability of this approach to SAE is quite uncertain.

The result of these considerations is that the usage of IPsec to protect MIPv6 signalling implies that the SAE GW has to maintain several active IPsec SAs that may be never used. This clearly represents a waste of network and processing resources. To avoid this issue, additional system complexity is needed in order to provide UEs with a proper hint for MIPv6 bootstrapping. 

On the other hand, if RFC4285 is used, the MIPv6 authentication and authorization steps are performed by the HA when it receives the Binding Update. This implies that there is no need for the SAE GW to manage any Security Association while the UE is still in the home link. In this case, the statement that MIPv6 is used only when the UE is in a non-3GPP access is definitely correct.
Comparison based on the signalling overhead over the air interface
The approaches are different also in the number of messages needed over the air interface. Due to the importance of the radio resources in a system, it is worth considering also this aspect in the comparison between the IP mobility protocols proposed so far.

Figure 3 shows the message exchange to bootstrap Mobile IPv6 operation if IPsec is used to protect MIPv6 signalling. The procedure is defined in [4] and it is assumed that Diameter is used between the SAE GW and the AAA server (i.e. Diameter EAP Application), as when EAP-AKA is used for network access (e.g. I-WLAN). Note that the actual message exchange between SAE GW and AAA server to authenticate the user and authorize MIPv6 service is still work in progress in IETF DIME WG; however, the number of messages between UE and SAE GW (i.e. the number of messages over the air interface) is not affected by that.
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Figure 3 – Mobile IPv6 bootstrapping based on IKEv2

As depicted in Figure 3, the UE and the SAE GW exchange at least six IKEv2 messages: two messages are related to the IKE_SA_INIT procedure and four messages are used for EAP-AKA authentication and the last two messages are used for Home Address configuration. In addition to these, the UE may need to perform an additional EAP Identity exchange if it uses an identity different from the one provided as IDi in IKEv2 exchange.
After the IKEv2 exchange, the IPsec SA is successfully established and the UE sends a Binding Update message. In all, at least 8 messages over the air are exchanged between the UE and the SAE GW to bootstrap Mobile IPv6 and perform the initial registration. It is worth noting that the message exchange depicted in Figure 3 occurs only at the initial phase and subsequent registrations only take two messages (i.e. BU and BA). Nonetheless, in addition to this, additional IKEv2 message exchanges may be needed to refresh the keys used to authenticate the MIPv6 signalling and to update the IPsec SA (i.e. set-up of a child SA): how often this is performed depends on the lifetime of the IKE SA, that is usually a configuration parameter. Anyway, two additional messages over the air sometimes may be needed to perform such a rekeying operation. 

If RFC 4285 is used, the Mobile IPv6 bootstrapping procedure and initial registration are depicted in Figure 2. In this case the assumption is that there is a shared key between the UE and the AAA server and that key is used to derive a Security Association between the UE and the SAE GW. Therefore an IKEv2 exchange and an EAP authentication are not needed if RFC 4285 is used. The result is that only two messages are needed, compared to the eight messages needed if IPsec is used.
Comparison based on security properties
One aspect to be considered when comparing the two approaches is the security degree achievable by each solution based on the treat model considered. There has been a lot of discussion about this topic during the publication process of RFC 4285; this discussion leads to the inclusion of the following text in RFC4285 (excerpt): 

   The mobility message authentication option specified in Section 5 is

   applicable in certain types of networks that have the following

   characteristics:

   - Networks in which the authentication of the MN for network access

   is done by an authentication server in the home network via the home

   agent.  The security association is established by the network

   operator (provisioning methods) between the MN and a backend

   authentication server (e.g., Authentication, Authorization, and

   Accounting (AAA) home server).  MIPv6 as per RFCs 3775 and 3776

   relies on the IPsec SA between the MN and an HA.  In cases where the

   assignment of the HA is dynamic and the only static or long-term SA

   is between the MN and a backend authentication server, the mobility

   message authentication option is desirable.

[...]
   - Networks that expressly rely on the backend AAA infrastructure as

   the primary means for identifying and authentication/authorizing a

   mobile user for MIPv6 service.

[...]
   - Networks that are bandwidth constrained (such as cellular wireless

   networks) and for which there exists a strong desire to minimize the

   number of signaling messages sent over such interfaces.  MIPv6

   signaling that relies on Internet Key Exchange (IKE) as the primary

   means for setting up an SA between the MN and HA requires more

   signaling messages compared with the use of an mobility message

   authentication option carried in the BU/BA messages.
   One such example of networks that have such characteristics are CDMA

   networks as defined in [3GPP2].

Therefore it seems that the security degree achieved by RFC 4285 is acceptable also in SAE framework. However, since there is still a debate on this issue in IETF (see for example [5]), the purpose of this paper is not to compare the approaches from a security perspective, since this is in the scope of SA3.
<<< END OF SECOND CHANGE to TS 23.402 >>>

<<< BEGIN OF CHANGE to TR 23.882 >>>

7.8.3.3
Comparison of different mobility management schemes
The following alternatives are currently considered for mobility between 3GPP and Non-3GPP systems:

Host-based Mobility Management Solutions
1.
MIPv4 with FA-CoA [23]

2.
MIPv4 with Co-CoA [23]

3.
MIPv6 [24]
4.              MIPv6 with RFC 4285
5.
HMIPv6 [31]

6.
DSMIPv6 [27]
7.
DSMIPv4 [32]
Network-based Mobility Management Solutions
8.
NETLMM [12]

9.
PMIPv4 [26]

10.
PMIPv6 [17, 33]
The main SAE requirements listed in clause 5 for the evolved 3GPP Mobility Management are applicable for mobility between 3GPP and Non-3GPP systems as follows:

Requirement 1: The Evolved 3GPP Mobility Management solution shall be able to accommodate terminals with different mobility requirements (e.g.: fixed, nomadic and mobile terminals).

Requirement 2: The Evolved 3GPP Mobility Management should allow optimized routing for user-to-user traffic (including communication towards Internet and PSTN users, e.g.: via local break-out) and in all roaming scenarios (e.g.: when both users are in a visited network).

Requirement 3: The Evolved 3GPP System shall support Ipv4 and Ipv6 connectivity. Interworking between Ipv4 and Ipv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions should be supported.

Additional SAE requirements listed (not specific to mobility management) in clause 5 that should be considered: 

Requirement 4: Transport overhead needs optimization, especially for the last mile and radio interfaces.
Editor’s Note: The above list is not complete and further requirements can be added.
The advantages and disadvantages of different schemes are tabulated below:

	Scheme
	Advantages
	Disadvantages
	Requirements Satisfied
	Requirements Not Satisfied Natively

	MIPv4 FA-CoA
	· Mature mobility management protocol (in IETF)
· Need to allocate only one CoA for all UE

	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 
· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminal need to necessarily implement MIPv4 stack

· Inefficient routing (triangular routing)

· Core network elements need to support FA functionality
	Requirement 1 

Requirement 4
	Requirement 2 

Requirement 3

	MIPv4 Co-CoA
	· Mature mobility management protocol (in IETF)
· Lesser impact on core network terminals as FA functionality need not be implemented

· Need to allocate one CoA for each UE leading to limitation in availability of IP address


	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 
· Additional overhead in the air due to tunnel between HA and UE

· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminals that desire IASA mobility need to necessarily implement MIPv4 stack

· Inefficient routing (triangular routing)
	Requirement 1
	Requirement 2 

Requirement 3

Requirement 4 Note: This can be achieved based on additional mechanisms

	MIPv6
	· Mature mobility management protocol (in IETF)
· Can support route optimization

· Supports optimizations like FMIP [9] and HMIP

· Less impact on core network terminals since FA functionality need not be implemented

	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 

Note: Optimizations such as FMIP [9] and HMIP can be used, to enable fast handover
· Additional overhead in the air due to tunnel between HA and UE or Home Address Option

· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminals that desire inter access mobility need to necessarily implement MIPv6 stack

· Additional signalling overhead over the air due to the long bootstrapping procedure used to set-up the IPsec Security Association (at least 8 messages)
· Large amount of state in HA needed also for UEs that may never move to a non-3GPP access during the session (unless a hint for handover is available in advance)
	Requirement 1 

Requirement 2
	Requirement 3

Requirement 4 Note: This can be achieved based on additional mechanisms

	MIPv6 with RFC 4285
	· Mature mobility management protocol (in IETF)
· May support route optimization (only if a mechanism to provide confidentiality to return routability messages is introduced)
· Supports optimizations like FMIP [9] and HMIP

· Less impact on core network terminals since FA functionality need not be implemented
· Less messages in the bootstrapping phase if compared to MIPv6 if IPsec is used
· MIPv6-related state is installed in SAE GW only when UE moves to a non-3GPP access
	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 

Note: Optimizations such as FMIP [9] and HMIP can be used, to enable fast handover
· Additional overhead in the air due to tunnel between HA and UE or Home Address Option

· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminals that desire inter access mobility need to necessarily implement MIPv6 stack
	Requirement 1 

Requirement 2
	Requirement 3

Requirement 4 Note: This can be achieved based on additional mechanisms

	NetLMM    


	· Little mobility signaling over the air interface for inter-access mobility 

· Since mobility signaling is handled locally (only involving network entities), the HO interruption time is potentially smaller

· UE does not need to implement MIP stack
	· Impact on core network elements as they need to implement NetLMM stack 

· Cannot support Ipv4 only core network in initial release
	Requirement 1

Requirement 2 

Requirement 4
	Requirement 3 

	Proxy MIP
	· Little mobility signaling over the air for inter-access mobility 

· Since mobility signaling is handled locally (only involving network entities), the HO interruption time is potentially smaller

· UE does not need to implement MIP stack
	· Impact on core network elements as they need to implement proxy mobility agent is needed

· Specification status for Ipv6 unclear (solution not accepted by IETF NetLMM WG)

· Proxy agent needs to run at least as many instances of MN client as the number of UE’s.
	Requirement 1 

Requirement 2 (for PMIPv6 alone)

Requirement 4
	Requirement 3 

	DS-MIPv6
	· Supports mobility of Ipv6 terminals in Ipv4 networks

· Supports both private and public Ipv4 visited access networks
	· Cannot support Ipv4 only terminal

· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows
	Requirement 1 

Requirement 2 

Requirement 3 (for Ipv6 capable terminals)
	Requirement 4 Note: This can be achieved based on additional mechanisms


Editor’s Note: The above table is not complete and more requirements and mobility management options can be added.

<<< END OF CHANGE to TR 23.882 >>>
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