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Abstract of the contribution:  This contribution proposes that the S9 interface be agreed for the reference model for both 23.401 and 23.402.
1. Introduction
3GPP agreed on an overall reference model for the Evolved 3GPP System at the TSG-SA plenary #34 in December.  However, the agreement did not address policy and charging control (PCC).  One aspect of PCC is the question of whether an S9 interface between PCRF elements in the home and visited networks is needed in the roaming scenario.  This contribution discusses why an S9 interface is especially necessary for the case of local breakout and other scenarios.  
2. Network Reference Model for the Roaming Case

The SAE architecture agreed at the SA plenary and documented in SP-060925 is shown in Figure 1 below.  
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Figure 1:  Reference Architecture Agreed at SA #34
Figure 2 below extends the architecture to illustrate the addition of an S9 interface for policy peering between the home and visited PLMNs.  The figure also shows an S7 interface from the PCRF in each network to the SAE GW in that network.  Further discussion of the S7 interface is warranted, but that topic is not addressed in this contribution.  

[image: image2.emf]Combined Architecture Picture

 S8b/S2 based on current or future IETF RFCs (e.g., PMIPv4/v6)

 S8b, S2a/b and the IETF variant of S5a are based on the same protocols

and differences should be minimized

 The SAE GW in the picture should be interpreted as encompassing the SAE

anchor as well as the 3GPP anchor

S8b

S2a/b

SGi

MME UPE

non-3GPP

legacy

S2a/b

S8a

SGi

HPLMN

VPLMN

S5a

(GTP or IETF)

vSAE GW

hSAE GW

hPCRF

vPCRF

S9

S7

S7


Figure 2: Agreed SAE Architecture Extended to Illustrate Policy Peering
Without an S9 interface, there would still be a PCRF in the visited network that could install network policies in its SAE GW.  However, since that visited PCRF would not have any connection back to application functions back in the home network, no policy from the application or from the home network would be installed in the visited SAE GW.  
3. Justification (of S9 Interface)

Some examples of static policy in which the use of an S9 interface would be useful include:
· User A from Network Operator X has registered in my network.  
· Network Operator X is a friendly operator.  What QoS marking should I apply to this user’s packets?  
· Policy in the home network indicates which services are allowed for a particular user.  The SAE GW in the visited network needs to know which IP addresses should be allowed or blocked, and which should be local routed.  A policy interface between the home and visited PLMNs is needed to convey this policy to the visited network.  
Examples of dynamic policy in which the use of an S9 interface would be useful:
· User A from Network Operator X has registered in my network.  

· User A has tried to invoke a specific application requiring specific network resources.  Should my network allow this?  In this situation, there is benefit in the visited network also applying an appropriate policy.  For example, if the application is not allowed, uplink packets for the application should be discarded as soon as possible upon entering the network.

In each of these examples, the service provided to an end user by a visited network can be enhanced by allowing the visited network to receive policy from the home network.  Without an interface supporting the transfer of policy between home and visited networks, only static network policy can be applied by the visited network.  No dynamic policy can be applied.  No user-specific static policy can be applied at network attachment.
Use of the S9 interface is the most efficient means of communicating policy between visited and home networks

· Use of an S9 interface between the PCRFs of networks minimizes the number of security associations between the visited and home networks.  Only the PCRFs of a pair of networks require security associations, as opposed to between a PCRF in the home network and all the associated SAE GWs in each visited network.  
· Policy and charging enforcement points in a network need only communicate with the PCRF in their network.  No additional logic for selecting from a set of PCRFs across network operators is required.  This is especially important when a pull model is used, such as with the case of UE-initiated bearers.

4. Summary

The existence of an S9 interface between the visited and home networks is beneficial under a variety of scenarios.  
5. Proposal for text in 23.401 and 23.402

We propose that the changes introduced in Figure 2 in this contribution be adopted in the reference architecture for the roaming scenario in section 4.2.2 of 23.401 and section 5.1.2 of 23.402.   
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