SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#56
S2-070269

15 - 19 January 2007

Florence, Italy

Source:
Intel, Starent Networks, NTTDoCoMo

Title:
3GPP to Non-3GPP Handover Procedure (TS 23.402)
Document for:
Approval 

Agenda Item:
8.6

Work Item / Release:
SAE / Non-3GPP

1 Introduction

This contribution proposes a procedure for handover from 3GPP Access to PMIP-based Non-3GPP Access. 

2 Proposal

The adoption of following text into TS 23.402 Procedure Section.

*** Start of Change *****

X. Procedures
X.1 Procedures Related to Non-3GPP Accesses
X.1.y Handover from 3GPP Access to Non-3GPP Access
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Figure X.y: 3GPP to PMIP-based Non-3GPP Handover Procedure
1. The UE detects the preferred Non-3GPP Access and triggers the handover procedure;

2. The initial Non-3GPP L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
3. The EAP authentication procedure is initiated and performed involving the UE, Non-3GPP Authenticator and the 3GPP AAA Server (there may be several AAA proxies transparently involved in roaming cases). The 3GPP AAA Server also informs the Non-3GPP Authenticator of the selected SAE GW IP address and MIP-related security keys;
4. After successful authentication, the UE sends a DHCP Discover for IPv4 or DHCPv6 Solicit message for IPv6 to obtain an IP address and host configuration options;

5. Upon receipt of DHCP Discover/Solicit message, the Non-3GPP DHCP Function triggers the Non-3GPP Proxy Mobile Agent (PMA) Function to initiate the Proxy Mobile IP Registration (for Proxy Mobile IPv4) or Proxy Binding Update procedure (for Proxy Mobile IPv6) towards SAE GW;
6. The SAE GW requests the authorization and Mobile IP related security keys for the UE by sending a AAA Access Request to 3GPP AAA Server if necessary;

7. Upon authenticating and authorizing the UE the SAE GW creates mobility binding entry for the UE. At this step, the SAE GW (i.e. Home Agent) assigns an IP Address (HoA) to the UE;

8. A Mobile IP Registration Response (PRRQ or PBU) is sent by the SAE GW to the Non-3GPP PMA Function;
9. The Mobile IP tunnel (IP-in-IP or GRE) is established between the Non-3GPP PMA and the SAE GW if a tunnel was not already established between these nodes;
10. Non-3GPP DHCP Function sends a DHCP-Offer for IPv4 or DHCPv6 -Advertise for IPv6 to the UE with IP address set to received HoA;
11. The DHCP-Request is sent by the UE to request a particular IP address advertised in step 9;
12. The DHCP-Ack for IPv4 or DHCPv6-Reply is sent from the Non-3GPP DHCP Function to confirm the UE IP stack configuration;

13. The 3GPP Access related resources are released
*** End of Change ****
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