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Abstract of the contribution: this contribution proposes the architecture reference model for non-3GPP accesses of SAE.
Discussion
The SAE reference architecture has been discussed in SA2 and documented in figure 4.2-1, 4.3-1 and 4.3-2 in TR 23.882 v.1.6.1. To progress the architecture discussions, SA was asked for guidance and the agreed outcome is documented in SP-060925. However, the figures in SP-060925 did not include already agreed interfaces towards the LTE RAN. Further, the SP-060925 did not either address the PCC architecture for SAE, the MME/UPE split or the HSS interface(s).
In the attached proposal to TS 23.402 we combine the architecture reference figures from TR 23.882 including LTE RAN, HSS and PCC interfaces with architecture reference figure for enhancements for non-3GPP access from SP-060925.

For sake of clarity we also include a non-roaming and a roaming figure, where the roaming figure contains the Home Routed scenario. For the Visited Services scenario the non-roaming figure can be used with the exception that HSS is in the home PLMN.
Particular assumptions have been taken regarding 
· the protocol for security tunnel between UE and ePDG, 
· the existence of an entity corresponding to WAG in I-WLAN (in all cases except roaming with home routed traffic when PDG is located in HPLMN), and
· the reference point between UE and Trusted Non-3GPP IP Access bubble.
Proposal:

The following section is proposed to be included in the TS 23.402. The changes to the reference points description compared to TR 23.882 [1] are shown with change marks for easier readability.

******************** Included text ***********************************
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Figure 1. Non-Roaming Architecture for non-3GPP Access within SAE
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Figure 2. Roaming Architecture for non-3GPP Accesses, Home Routed  
Editor’s Note: SAE Gateway consists of 3GPP anchor and SAE anchor functionalities as described in TR 23.882. The additional functionality required in SAE Gateway for support of non-3GPP access, compared to definitions in [2], needs to be included in this specification. UE and eRAN plus associated reference points are defined in [2] and thus not shown here.
Figure 2 shows the Roaming architecture in the Home routing scenario.
Note that for Roaming architecture in the Visited Services scenario, figure one applies with the exception that the HSS is in the HPLMN and S6a is then an interface across the PLMN border.
Editor’s Note: Following open issues exist for the above architecture diagram:

· Separation of MME from the User plane entities (SAE Gateway and MME/UPE shown as a combined entity above). As such, the S11 reference point between MME and UPE/SAE Gateway is FFS.
· The roaming architecture for PCC is not included; as such the existence of S9 reference point between PCRF in the HPLMN and PCRF in the VPLMN is FFS.  In case of Local Breakout, pre-configured rules may be applied instead of using S9.
The description of the reference points:

Reference points
S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic. The S1 reference point shall enable MME and UPE separation and also deployments of a combined MME and UPE solution. S1 is defined in [2].
S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Anchor.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Anchor. 


S5a:
It provides the user plane with related control and mobility support between MME/UPE and 3GPP anchor. It is up to operator policy whether S5a may be used in the case of initial attach.



S6:
It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface).

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEP). 
The allocation of the PCEP is FFS. 
S10:
This reference point is FFS. It may be used for transfer of user context data in idle mode, e.g. in case of re-attachment.
SGi: 
It is the reference point between the Inter AS Anchor and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
STu: 
This reference point may be specific per non-3GPP access (as currently Ww*, see below). The definition of L1/L2 properties are out of scope of 3GPP. Details are FFS. 
SWu:
It represents the security tunnel between the UE and the ePDG. Transport for the SWu reference point protocol is provided by the Ww* and Wn* reference points. The existence of an entity corresponding to WAG in I-WLAN is FFS.
Wa*:
It connects the WLAN Access Network and Trusted non-3GPP IP Access with the 3GPP AAA Server and transports authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [3] are FFS.
Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [3] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server and ePDG and is used for AAA signaling (transport of authentication and authroization data). Differences compared to Wm as defined in [3] are FFS.

Wn*:
This is the reference point between the WLAN Access Network (or equivalent in the sense of I-WLAN) and the ePDG. Traffic on this interface for a WLAN UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Ww*:
This reference point connects the WLAN UE to the WLAN Access Network per IEEE 802.1x [5] specifications or for other access systems, by mechanisms providing equivalent security. It is FFS if differences compared to Ww as defined in [3] exist.
Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [3] are FFS.
Protocol assumption:
-
The interfaces between the SGSN in 2G/3G Core Network and the Evolved Packet Core (EPC) shall be based on GTP protocol.

-
The interfaces between the SAE MME/UPE and the 2G/3G Core Network shall be based on GTP protocol.
-
S2a interface between SAE Gateway and Trusted non-3GPP IP Access, and S2b between SAE Gateway and WLAN 3GPP IP Access are based on current or future IETF RFCs (e.g., PMIPv4/v6).
-
The S5a interface between the MME/UPE and the SAE Gateway, and S2a/S2b interfaces are based on the same protocols and differences shall be minimized.
-
S1 interface for LTE is the same for both the architectures.
-
SWu interface is based on MOBIKE [4].
……
References
[1] 3GPP TR 23.882 V1.6.1 (2006-12), “3GPP System Architecture Evolution: Report on Technical Options and Conclusions”
[2] 3GPP TS 23.401 V0.0.0: “3GPP System Architecture Evolution: GPRS enhancements for LTE access”
[3] 3GPP TS 23.234: "3GPP System to Wireless Local Area Network (WLAN) Interworking; System Description"
[4] P. Eronen (ed.), “IKEv2 Mobility and Multihoming Protocol (MOBIKE)”, RFC 4555,                                   June 2006
[5] IEEE Std 802.1X-2001: "IEEE Standard for Local and metropolitan area networks— Port-Based Network Access Control"
Wa*








Wa*








Wx*








WLAN Access Network





Operator’s IP Services 


(e.g. IMS, PSS etc.)











Wn*

















S5a





MME/


UPE





S10





SWu





STu





S2a





S2b





ePDG





Trusted


 Non-3GPP IP Access





Ww*





Wa*








UE





Rx+





Wm*








HSS





S6





S7





PCRF





SGi





SAE


Gateway





3GPP  AAA 


Server








Wa*








Trusted


 Non-3GPP IP Access





Non-Trusted


Non-3GPP IP Access





Wx*








Wm*








Operator’s IP Services 


(e.g. IMS, PSS etc.)








3GPP  AAA 


Proxy











Wn*

















S5a





MME/


UPE





S10





SWu





STu





S2a





S2b





ePDG





Ww*





UE





Rx+





HSS





S6





S7





PCRF





SGi





vSAE


Gateway





hSAE


Gateway





S8b





3GPP  AAA 


Server





HPLMN





VPLMN





 Wd*





Non-3GPP Networks 





Non-3GPP Networks 








































































































3GPP

SA WG2 TD


