Page 1


3GPP TS 23.203 v7.1.0 (2006-12)
CR page 1

3GPP SA WG2 Architecture — S2#56 
(
S2-070227

15 - 19 January 2007, Florence, Italy
  
	CR-Form-v9.2

	CHANGE REQUEST

	

	(

	23.203
	CR
	009
	(

rev
	1
	(

Current version:
	7.1.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:
(

	23.203 CR0009: PCC and bearer control mode

	
	

	Source to WG:
(

	Siemens Networks

	Source to TSG:
(

	SA2

	
	

	Work item code:
(

	PCC
	
	Date: (

	09/01/2007

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)

	
	

	Reason for change:
(

	The specification contains some description about the bearer control mode negotiation but lacks a detailed description about the relation between the PCC procedures and the bearer control mode.

	
	

	Summary of change:
(

	Several aspects of PCC procedures for the UE and NW mode are added. Furthermore, the details of the mixed mode (UE/NW) are added.

	
	

	Consequences if 
(

not approved:
	The different behaviours of the PCRF depending on the bearer control mode are not described in the specification which would result in an unpredictable PCRF behaviour. 

	
	

	Clauses affected:
(

	5.2.1, 5.2.2, 6.1.1, A.1.3.1.1

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


Start of 1st modified section

5.2.1

Rx reference point
The Rx reference point resides between the AF and the PCRF.

Editors' note:
The Rx reference point shall combine Rel-6 Rx reference point together with Rel-6 Gq reference point within a single protocol. This single protocol shall allow Rel-7 Rx to be backwards compatible with all Rel-6 capabilities of Gq and Rx reference points (i.e. Rel-7 PCRF can support interacting with Rel-6 AFs and Rel-7 AFs can support interacting with a Rel-6 PDF and/or Rel-6 CRF).

This reference point enables transport of application level session information from AF to PCRF. Such information includes, but is not limited to:

-
IP filter information to identify the service data flow for policy control and/or differentiated charging;

-
Media/application bandwidth requirements for QoS control;

-
information whether the QoS requirements have to be fulfilled.

This reference point enables transport of policy and charging control information from PCRF to AF. Such information includes, but is not limited to:

-
allocated QoS information to enable the AF to align the AF session.
The Rx reference point enables the AF subscription to notifications on signalling path status of AF session in the IP-CAN.

End of 1st modified section

Start of 2nd modified section

5.2.2

Gx reference point

The Gx reference point resides between the PCEF and the PCRF.

The Gx reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF.

Editor’s note:
The evolved Gx reference point shall allow for all Rel-6 Gx capabilities enabling the use of service data flow based charging rules.

Editor’s note:
In the PCC architecture the existing functionality from previous releases of the Go reference point is realized together with Gx reference point with a single protocol, using single message sequence to communicate both SBLP decisions and FBC decisions. Thus, the existing rel-6 Gx protocol shall be enhanced with the necessary information elements to fulfil also SBLP requirements as described in clause 4.3 of the present specification.

Editor’s note:
Rel-7 Gx shall evolve the charging rules defined in TS 23.125 [7] to support policy functionality (uplink and downlink).

The Gx reference point enables the signalling of PCC decision, which governs the PCC behaviour, and it supports the following functions:

-
Initialisation and maintenance of connection (IP-CAN session);

-
Request for PCC decision from PCEF to PCRF;

-
Provision of PCC decision from PCRF to PCEF;

-
Negotiation of IP-CAN bearer establishment mode (UE-only, UE/NW or NW-only);

-
Termination of connection (IP-CAN session).
A PCC decision consists of one or more PCC rule(s) and IP-CAN attributes. The information contained in a PCC rule is defined in clause 6.3.
End of 2nd modified section

Start of 3rd modified section

6.1.1
Binding mechanism

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to the IP-CAN bearer deemed to transport the service data flow. Thus, the binding mechanism shall associate the AF session information with the IP-CAN bearer that is intended to carry the service data flow.

NOTE:
The relation between AF sessions and PCC rules depends only on the operator configuration. An AF session can be covered by one or more PCC rules (e.g. one PCC rule per media component of an IMS session). Alternatively, a PCC rule could comprise multiple AF sessions. 

The binding mechanism creates bindings. The algorithm, employed by the binding mechanism, may contain elements specific for the kind of IP-CAN.

The binding mechanism includes three steps:

1.
Session binding, i.e. the association of the AF session information and applicable PCC rules to an IP-CAN session. 


The PCRF shall perform the session binding, which shall take the following IP-CAN parameters into account:

a)
The UE IP address;

b)
The UE identity (of the same kind), if present.

NOTE 1:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

c)
The information about the packet data network (PDN) the user is accessing.

2.
PCC Rule authorization, i.e. the selection of an QoS class identifier for the PCC rule.


The PCRF shall perform the PCC rule authorization for the dynamic PCC rules that have been selected in step 1, taking into account the IP-CAN specific restrictions and other information available to the PCRF. Each PCC rule receives a QoS class that can be supported by the IP-CAN.

3.
Bearer binding, i.e. the association of the PCC rule to an IP-CAN bearer within that IP-CAN session.

The PCEF performs the bearer binding, unless specified differently in Annex A (e.g. for GPRS running UE only IP-CAN bearer establishment mode).
NOTE 2:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful binding.

The bearer binding takes place at different events depending on the IP-CAN bearer establishment mode of the IP-CAN session and on the AF indication whether the QoS requirements have to be fulfilled:

-
For the NW-only bearer establishment mode the bearer binding takes place whenever new or modified AF 
session information is received by the PCRF, i.e the selected PCC rules are immediately sent to the PCEF; 

NOTE:
Only operator controlled services can be treated under NW control. Access to non-operator controlled services is only possible if a PCC rule with wildcarded service data flow filters is installed.

-
For the UE-only bearer establishment mode the bearer binding takes place whenever new or modified traffic 
mapping information is received by the PCRF, i.e. the selected PCC rules are only sent to the PCEF when the 
corresponding traffic mapping information is received. PCC rules belonging to services that do not require that the QoS requirements have to be fulfilled are immediately sent to the PCEF whenever new or modified AF session information is received by the PCRF;

-
For the UE/NW bearer establishment mode the bearer binding for all operator controlled services takes place when new or modified AF session information is received by the PCRF.  Non-operator controlled services have to be treated under UE control and their bearer binding takes place when new or modified traffic mapping information is received by the PCRF. If the subscriber is allowed to access non-operator controlled services, the PCRF shall generate a PCC rule according to the traffic mapping information and the minimum of the requested QoS and the subscribed QoS (for non-operator controlled services). 
NOTE:
If the current NW capabilities do not support the NW control, any new operator controlled services is temporarily handled as being under UE control. As soon as NW control becomes available again, the PCRF adds the corresponding PCC rule to an applicable NW controlled bearer and removes it from the UE controlled bearer.
For an IP-CAN which allows for multiple IP-CAN bearers for each IP-CAN session, the binding mechanism shall use  the following parameters to create the bearer binding for a service data flow:

a)
The session binding result;

b)
The QoS class of the IP-CAN bearer, if available;

c)
The traffic mapping information, if available.

The bearer binding mechanism works in the following way:

-
If the PCEF performs the bearer binding, then the QoS class assigned in step 2 above to the service data flow is the main input for this mapping. The PCEF shall evaluate whether it is possible to use one of the existing bearers or not. If none of the existing bearers are possible to use, the PCEF should initiate the establishment of a suitable bearer. The binding is created between service data flow(s) and the IP-CAN bearer which have the same QoS class.

-
If the PCRF performs the bearer binding, then the binding mechanism shall associate the PCC rule with the IP-CAN bearer that is intended to carry the service data flow, as indicated by the traffic mapping information synchronized between the PCEF and UE. The PCRF shall compare the available traffic mapping information of all IP-CAN bearers, for the same IP-CAN session, with the existing service data flow filter information. Each part of the traffic mapping information shall be evaluated separately in the order of their related precedence. Any matching service data flow filter creates the binding of its corresponding service data flow with the IP-CAN bearer to which the traffic mapping information belongs. Since a PCC rule can contain multiple service data flow filters it shall be ensured by the PCRF that a service data flow is only bound to a single IP-CAN bearer, i.e. the same PCC rule may not be established on multiple IP-CAN bearers. 
NOTE 3:
For example, a PCC rule containing multiple service data flow filters that match traffic mapping information of more than one IP-CAN bearer could be segmented by the PCRF according to the different matching traffic mapping information. Afterwards, the PCRF can bind the generated PCC rules individually.

Requirements, specific for each type of IP-CAN, are defined in Annex A.

For an IP-CAN, where the PCEF gains no information on what IP-CAN bearer the UE selects to send an uplink IP flow, the binding mechanism shall assume that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP-CAN bearer.

PCC shall re-evaluate existing bindings, i.e. perform the binding mechanism, whenever the service data flow template, the QoS authorization or the negotiated traffic mapping information changes. The re-evaluation may, for a service data flow, require a new binding with another IP-CAN bearer.

End of 3rd modified section

Start of 4th modified section

A.1.3.1.1
Binding mechanism

As explained in clause 6.1.1, the binding mechanism is performed in three different steps: session binding, PCC rule authorization and bearer binding.  Session binding has no GPRS specifics. For the GPRS case bearer binding is performed by:

-
PCRF, when the selected operation mode is UE-only, see [12], either due to PCRF decision or network/UE capability;

-
PCEF, when the selected operation mode is NW-only;

-
PCRF or PCEF (i.e. the PCRF performs the binding for the UE controlled bearers while the PCEF controls the binding for the NW controlled bearers), when the selected operation mode is UE/NW.

In order to identify the candidate PDP context the bearer binding shall compare:

-
the PCC rule service data flow template with the TFT filters; and

-
the PCC rule QoS parameters with the PDP context QoS parameters.

The binding mechanism shall comply with the established traffic flow template (TFT) packet filters (for the whole IP-CAN session).

The bearer binding shall bind a PCC rule:

-
to a candidate PDP context with a matching QoS class;

-
to a candidate PDP context with a matching QoS class that, after modification of the bitrate, fulfils the PCC rule QoS demands;

-
to a new PDP context with a matching QoS class, if there is no suitable candidate PDP context present.
The bearer binding mechanism associates the PCC rule with the PDP context to carry the service data flow. The association shall:

-
cause the downlink part of the service data flow to be directed to the PDP context in the association, and

-
assume that the UE directs the uplink part of the service data flow to the PDP context in the association.

Thus, the detection of the uplink part of a service data flow shall be active on the PDP context, which the downlink packets of the same service data flow is directed to. The detection of the uplink part of the service data flow may be active, in parallel, on any number of additional PDP contexts.
End of 4th modified section
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