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Abstract of the contribution: This discussion document describes the proposed solutions to support IMS emergency calls using GPRS access.

1. Introduction

In order to support IMS emergency calls for terminals using GPRS access several new mechanisms need to be specified. Terminals without a valid UICC and UEs that cannot get GPRS access due to roaming restrictions need to use some special method in order to get emergency access to the GPRS network. The UE does not perform any IMS emergency registration in its Home PLMN, but it is still seen necessary to inform the GPRS core network in HPLMN about the emergency call. 

This discussion document describes and proposes solutions to support IMS emergency services for GPRS access. There are two accompanying CRs in S2-07abc2 and S2-07abc3 that introduce the emergency APN concept in 23.060 and PCC methods to support IMS emergency in 23.167 respectively.
2. Emergency GPRS scenarios

4 scenarios are described for the GPRS emergency case, see figures 1 to 4. 

In scenario 1 the UICC-less terminal needs to use a special emergency access method in order to get GPRS access at all. The UICC-less terminal requests the emergency APN and can only do an anonymous emergency call. PCC methods to indicate emergency QoS enables PS core to ensure that the user of the terminal does not use the PDP context for other services than the emergency call.
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Figure 1: IMS emergency call with UICC-less terminal

In scenario 2 the UE is in limited-service-state e.g. because of roaming restrictions. In this case the UE has a valid UICC it requests the emergency APN and performs the IMS emergency registration before the emergency call. PCC methods to indicate emergency QoS enables PS core to ensure that the UE does not use the PDP context for other services than the emergency call.
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Figure 2: IMS emergency call when UE in limited-service-state
In scenario 3 the UE is roaming in VPLMN and therefore has to request the emergency APN in order to get connected to a local GGSN in VPLMN. The UE detects a local P-CSCF in the VPLMN and performs IMS emergency registration before the IMS emergency call. PCC methods to indicate emergency QoS enables PS core to ensure that the UE does not use the PDP context for other services than the emergency call.
UEs in PMM-idle mode in VPLMN could use the emergency access method to find out if the network supports IMS emergency or not, see also the text for scenario 4 below. The emergency APN solution does not depend on whether the UE uses the emergency access method in VPLMN or not. 
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Figure 3: IMS emergency call when the UE is roaming

In scenario 4 the UE is in its Home PLMN and therefore does not do any IMS emergency registration. If the UE is already normally IMS registered, the UE initiates the emergency call using the existing (IMS) PDP context. In principle the emergency call can proceed from GPRS point of view like any other IMS call, but it is seen necessary that also the PS core network in HPLMN is informed about the emergency call e.g. for priorisation purposes.

One possibility is to use special parameters in the QoS profile to indicate emergency. Thus, PCC methods can be used to deliver the indication to the PS CN that the session is for an emergency call. This indication also enables PS core to ensure that the UE does not use the PDP context for other services than the emergency call.
In case the UE is already successfully attached but back in PMM-idle mode, there is no need for the UE to send PDP context activation with any Em-APN in HPLMN. However, the UE in that situation does not yet know, whether the IMS part of the network supports IMS emergency calls or not. Performing a GPRS emergency access instead of a Service Request would tell the SGSN immediately the intention of the subscriber and would allow the network to reject the access immediately, e.g. in case the network is pre-Rel-7. This reasoning also applies for roaming UEs in VPLMN, see scenario 3.
The PCC based emergency solution does not depend on whether the UE uses the emergency access method in HPLMN or not.
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Figure 4: IMS emergency call when the UE is in its Home PLMN

3. Emergency APN solution

The emergency APN is requested by a roaming UE when the UE needs to perform an IMS emergency registration. Also the UICC-less terminal requests the emergency APN before doing an anonymous emergency call. Using the emergency APN the roaming UE gets a local emergency GPRS session via the GGSN in VPLMN and thereby the UE can detect the local P-CSCF in the same VPLMN and do the IMS emergency registration via that P-CSCF.
The emergency APN is a component of the total solution for GPRS support for IMS emergency but it seen to be a standalone solution, which is anyhow needed for supporting roaming subscribers’ emergency calls in the local visited PLMN. There is a corresponding CR to 23.060 in S2-070217, which specifies the handling of emergency APN in GPRS and a CR will be provided to CT4 to specify the emergency APN details in 23.003.
4. PCC based emergency solution for UEs in HPLMN, also applicable in VPLMN
In principle the IMS emergency call in HPLMN could be just like any other IMS call from GPRS point of view. The UE in HPLMN does not do any IMS emergency registration in HPLMN and therefore the UE shall not request any emergency APN in HPLMN (unless IMS core has told the UE that IMS emergency registration is required in HPLMN).
It is anyhow seen necessary to inform the PS core in HPLMN about the emergency call, otherwise the PS core could e.g. drop, pre-empt, the emergency call context as any other session.

TS 23.203 specifies the overall stage 2 level functionality for Policy and Charging Control (PCC) that encompasses service data flow detection, QoS control, service data flow filtering and flow based charging for IP-CANs (e.g. GPRS, I‑WLAN, Fixed Broadband, etc.). PCC aspects should be taken into account when IP-CAN related requirements are set for the emergency sessions.

The accompanying 23.167 CR in S2-070222 adds references to TS 23.203 and describes how PCC methods are used to deliver the indication to the PS CN that the session is for an emergency call so that PS core in HPLMN can handle emergency session prioritisation, filtering and charging in the appropriate way. It is noted that the PCC based method is applicable for all IMS emergency call, thus also for roaming UEs in VPLMN.
Using PCC methods to deliver the emergency indication to PS core is a component of the complete solution to support IMS emergency with GPRS access, but it seen to be a standalone solution that can be discussed for approval on its own behalf.
5. Emergency access method

In order to support emergency calls from UICC-less terminals and UEs in limited-service-state (see TS 23.122) there is a need to specify a method for the UE to get emergency access to GPRS, otherwise such terminals will not be accepted in the network. There are also benefits if the emergency access method is used by “normal” UEs in PMM-idle mode. The requirements related to the emergency access method are described below with additional comments.

Proposed functional requirements for the emergency access method:

1. The emergency access method should be the same for UICC-less terminals, UEs in limited-service-state and for UEs in PMM-idle mode.

2. Existing security functions should apply when possible

In some scenarios UEs with valid UICC in limited-service-state are able to support standard security functions. But e.g. a non-roaming partner VPLMN is probably not able to get the authentication credentials and keys from the HSS of the UE in limited-service-state.

3. Sufficient security solutions should be specified for the UICC-less terminals and UEs in limited-service-state

The UICC-less terminal and some networks serving UEs in limited-service-state cannot support standard authentication and encryption. E.g. ciphering seems difficult and authentication is not possible for the UICC-less terminal. Anyhow the support for UICC-less terminals should not be made better than for normal UEs. It should be avoided that people start removing their UICC before the emergency call.

4. Pre-Rel-7 SGSNs cannot support the emergency access method for UICC-less terminals and UEs in limited-service-state and the attempted emergency call from terminal should be rejected as soon as possible.


5. After the emergency call is cleared, the terminal should resume normal idle mode behaviour.
6. Emergency Routing area update (RAU)
According to the conclusion for question A in the Annex A of 23.167 the UE shall include an indication of emergency in the routing area update when the UE has already established the IMS emergency call and the UE is moving to a new routing area.

7. Backwards compatibility considerations

CT1 is raising the question about backwards compatibility in their LS to SA2 in S2-07-0010.
It is foreseen that only Rel-7 UEs and Rel-7 PS core would be able to support the Emergency APN and emergency access method and only Rel-7 IMS supports IMS emergency calls. It is realized, however, that the UE does not have any means to know if the GPRS network supports IMS emergency calls before the initial attempt to attach with the GPRS network. 

Certainly the UICC-less terminal and the UE in limited-service-state should not get any kind of GPRS access with a pre-Rel-7 network. When the UE tries the emergency access method with a pre-Rel-7 network the network should reject the attempt and inform the terminal about the rejection as quickly as possible. This requirement is reflected as requirement #4 above.
With the solutions proposed in this discussion document the emergency access method could be used for all IMS emergency calls including “normal” UEs equipped with a valid UICC or alternatively only by UICC-less terminals and UEs in limited-service-state. When the emergency access method is used the UE could be quickly informed whether the network supports IMS emergency services or not. 
In case the emergency access method and RAU with emergency indication are not fully specified in Rel-7, the roaming UE should still request the emergency APN in VPLMN and the emergency call should still get priority in the PS domain using PCC methods in Rel-7. 
It is seen to be acceptable that pre-Rel-7 UEs and PS core are not able to handle the emergency APN and the emergency indication using PCC methods is only applicable in Rel-7.
In summary pre-Rel-7 UEs cannot support IMS emergency with GPRS access and pre-Rel-7 PS core need not and cannot support IMS emergency services.

8. GPRS security functions for IMS emergency services

CT1 is requesting SA2 to clarify the security requirements for a certain method to do emergency attach in their LS to SA2 in S2-07-0010. 
The initial security requirements for the emergency access method are listed as requirements #2 and #3 above. 
It is seen that the existing security functions should be applied as specified in 23.060 when a “normal” UE (not in limited-service-state) equipped with a valid UICC is used for making the IMS emergency call. It is noted that the SGSN handling of the emergency APN in VPLMN as proposed in the S2-070217 CR allows emergency calls to be supported in VPLMN even in case the UE would not get any normal APN context in that VPLMN.
Using PCC methods as specified in the 23.167 CR in S2-070222 it is possible for the PS core to ensure that the UE or terminal does not use the PDP context established for the emergency call for any other purposes.

Proposal

In order to support IMS emergency with GPRS access the following solutions are proposed:

1. The Emergency APN based solution is specified to allow roaming UEs to get local GPRS access and local IMS support for the emergency call in VPLMN. This is seen as a standalone solution that does not depend on the other two methods described below, see the corresponding 23.060 CR in S2-070217.
2. PCC methods may be used to deliver the indication to the PS CN that the session is for an emergency call. This method is needed especially for UEs in their HPLMN but applicable and useful for all IMS emergency calls. This is also seen to be a standalone solution that does not depend on the emergency access method, see the corresponding 23.167 CR in S2-070222. Additional CRs are needed for 23.203 and the PCC stage 3 specifications.
3. The UICC-less terminal and the UEs in limited-service-state need to use a special emergency access method. In order to agree the emergency access method SA2 should specify the functional requirements for this method in 23.060 and CT1 should specify the corresponding protocol solution. 
4. The functional requirements for the emergency access method are listed in clause 5 of this document. After SA2 has agreed these requirement with possible clarifications and added requirements it should be possible to develop corresponding CRs for 23.122, 23.060 and other relevant specifications to specify the emergency access method.
5. SA2 needs to decide if the emergency access method should be used also by UEs in PMM-idle mode before the UE requests the emergency APN in VPLMN and before the UE initiates the emergency call in HPLMN. The benefits are that the SGSN can quickly inform the UE whether the network supports IMS emergency services and more common functionality for all 4 scenarios and the drawback is somewhat added complexity in the solution for normal roaming UEs and UEs in HPLMN.

6. The UE shall include an emergency indication in the routing area update during an emergency call.

7. 3GPP should specify as few emergency procedures as possible to cover all identified scenarios.
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