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************   Start of the 1st Change ************
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [8] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [8].

authorised QoS: The maximum QoS that is authorised for a service data flow. In case of an aggregation of multiple service data flows within one IP-CAN bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual service data flows is the "Authorised QoS" for the IP-CAN bearer. It contains the QoS class and the data rate.

binding: The association between a service data flow and the IP-CAN bearer (for GPRS the PDP context) transporting that service data flow.

binding mechanism: The method for creating, modifying and deleting bindings. 
charging control: The process of associating packets, belonging to a service data flow, to a charging key and applying online charging and/or offline charging, as appropriate.

charging key: information used by the online and offline charging system for rating purposes.

dynamic PCC Rule: a PCC rule for which the definition is provided into the PCEF via the Gx reference point. 
gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. 

GPRS IP-CAN: This IP-CAN incorporates GPRS over GERAN and UTRAN, see TS 23.060 [12].

IP-CAN bearer: An IP transmission path of defined capacity, delay and bit error rate, etc. See TS 21.905 [8] for the definition of bearer.

IP-CAN session: The association between a UE and a PDN identifier (for GPRS, APN). The association is identified by a UE IP address together with a UE identity information, if available. An IP-CAN session incorporates one or more IP-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as long as the UE IP address is established and announced to the IP network. 

I-WLAN IP-CAN: This IP-CAN incorporates 3GPP IP access of I-WLAN, see TS 23.234 [13].

packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow. 

PCC decision: A decision consists of PCC rules and IP-CAN bearer attributes, which is provided by the PCRF to the PCEF for policy and charging control.
PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control. 

policy control: The process whereby the PCRF indicates to the PCEF how to control the IP-CAN bearer. Policy control includes QoS control and/or gating control.

pre-defined PCC Rule: a PCC rule that has been provisioned directly into the PCEF by the operator.
service data flow: An aggregate set of packet flows. 

service data flow filter: A set of IP header parameter values/ranges used to identify one or more of the packet flows constituting a service data flow. A service data flow filter of a PCC rule that is predefined in the PCEF may use parameters that extend the packet inspection beyond the IP 5 tuple.

service data flow template: The set of service data flow filters in a PCC rule, required for defining a service data flow.

service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow. A concrete instance of a service may be identified if additional AF information is available (further details to be found in clause 6.3.1).

session based service: An end user service requiring application level signalling, which is separated from service rendering.



3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [8] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [8].

AF
Application Function

CRF
Charging Rules Function

FBC
Flow Based Charging 
H-PCEF
A PCEF in the HPLMN

IP-CAN
IP Connectivity Access Network

OFCS
Offline Charging System

OCS
Online Charging System

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function

PDF
Policy Decision Function

PEP
Policy Enforcement Point

SBLP
Service Based Local Policy


TPF
Traffic Plane Function 
V-PCEF
A PCEF in the VPLMN

************   End of the1st Change ************
************   Start of the 2nd Change ************
4
High level requirements

4.1
General requirements

Editors' note:
The requirements currently included in TS 23.125 need to be checked to ensure all appropriate text is included in this TS.

Editors' note:
Check TR 23.803 for suitable text to cover backwards compatibility requirements.


It shall be possible to apply policy and charging control to any kind of 3GPP IP‑CAN. Applicability of PCC to other IP‑CANs is not restricted. However, it shall be possible for the PCC architecture to base decisions upon the type of IP‑CAN used.

The PCC architecture shall discard packets that don't match any service data flow filter of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and charging for packets that do not match any service data flow filter of any other active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP-CAN bearer.

A single service data flow template shall suffice, to detect a service data flow, for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP-CAN session. The latter is referred to as a dynamic PCC rule.

The number of real-time PCC interactions shall be minimized. This requires a single optimized interface between the PCC nodes.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.

PCC shall support roaming users.

Editor's note:
Detailed aspects of PCC usage in roaming scenarios are being developed in Annex B.


The PCC architecture shall support topology hiding.

Editor's note: The re-direction mechanism may be a feasible solution for this topology hiding issue, but the nodes and reference points in which topology hiding are applicable is FFS.
4.2
Charging related requirements

4.2.1
General

In order to allow for charging control, the information in the PCC rule identifies the service data flow and specifies the parameters for charging control. 
For the purpose of charging correlation between application level (e.g. IMS) and service data flow level, applicable charging identifiers shall be passed along within the PCC architecture, if such identifiers are available.

************   End of the 2nd Change ************
************   Start of the 3rd Change ************
4.3.3
QoS control

4.3.3.1
QoS control at service data flow level

It shall be possible to apply QoS control on a per service data flow basis.

Editor's note:
Minimum QoS authorization is FFS.

QoS control per service data flow allows the PCC architecture to provide the PCEF with the authorized QoS to be enforced for each specific service data flow.  Policy rules such as service-based or pre-defined PCRF internal policies may be used to derive the authorized QoS to be enforced for a service data flow.

It shall be possible to apply multiple PCC rules, without application provided information, using different authorised QoS within a single IP-CAN session.


Editor's note:
IP-CAN specifics of QoS control per service data flow need to be detailed in the corresponding annexes.

Editor's note:
The relation between policy control and accounting when QoS control per service data flow is applied is for further study. e.g. accounting of a discarded packet.

Editor's note:
Dependencies between IP-CAN bearer level QoS control and service data flow QoS control are FFS.

4.3.3.2
QoS control at IP-CAN bearer level

It shall be possible for the PCC architecture to support control of QoS reservation procedures (UE-initiated or network-initiated) for IP-CANs that support such procedures for its IP-CAN bearers. It shall be possible to determine the QoS to be applied in QoS reservation procedures (QoS control) based on the authorised QoS of the service data flows that are applicable to the IP-CAN bearer and on criteria such as service based policies, and/or pre-defined PCRF internal policies. Details of QoS reservation procedures are IP-CAN specific and therefore, the control of these procedures is described in Annex A and Annex D. 

It shall be possible for the PCC architecture to support control of QoS for the packet traffic of IP-CANs.

The PCC architecture shall be able to provide policy control in the presence of NAT devices. This may be accomplished by providing appropriate address and port information to the PCRF.

The enforcement of the control for QoS reservation procedures for an IP-CAN bearer shall allow for a downgrading of the requested QoS as part of a UE-initiated IP-CAN bearer establishment and modification. The PCC architecture shall be able to provide a mechanism to initiate IP-CAN bearer establishment and modification (for IP-CANs that support such procedures for its bearers) as part of the QoS control.

Editor's note:
The specific details of network controlled IP-CAN bearer establishment and modifications may be detailed in the IP-CAN specific annexes and are FFS.

Editor's note:
the ability to upgrade the requested IP-CAN bearer QoS as part of IP-CAN bearer establishment and modification is FFS.

Editor's note:
QoS enforcement shall be supported in line with PEP capabilities defined for SBLP in TS 23.207 [5].

4.3.3.3
Void

************   End of the 3rd Change ************
************   Start of the 4th Change ************
5
Architecture model and reference points

5.1

Reference architecture

The PCC functionality is comprised by the functions of the Policy and Charging Enforcement Function, the Policy and Charging Rules Function, the Application Function, the Online Charging System, and the Offline Charging System. The PCC architecture extends the architecture of an IP-CAN, where the Policy and Charging Enforcement Function is a functional entity in the Gateway node implementing the IP access to the PDN (i.e. for GPRS, the GGSN, and for WLAN, the PDG).


[image: image1]
Figure 5.1: Overall PCC logical architecture

************   End of the 4th Change ************
************   Start of the 5th Change ************
5.2
Reference points

5.2.1

Rx reference point
The Rx reference point resides between the AF and the PCRF.

Editors' note:
The Rx reference point shall combine Rel-6 Rx reference point together with Rel-6 Gq reference point within a single protocol. This single protocol shall allow Rel-7 Rx to be backwards compatible with all Rel-6 capabilities of Gq and Rx reference points (i.e. Rel-7 PCRF can support interacting with Rel-6 AFs and Rel-7 AFs can support interacting with a Rel-6 PDF and/or Rel-6 CRF).

This reference point enables transport of application level session information from AF to PCRF. Such information includes, but is not limited to:

-
IP filter information to identify the service data flow for policy control and/or differentiated charging;

-
Media/application bandwidth requirements for QoS control.

The Rx reference point enables the AF subscription to notifications on signalling path status of AF session in the IP-CAN.

5.2.2

Gx reference point

The Gx reference point resides between the PCEF and the PCRF.

The Gx reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF.

Editor’s note:
The evolved Gx reference point shall allow for all Rel-6 Gx capabilities enabling the use of service data flow based charging rules.

Editor’s note:
In the PCC architecture the existing functionality from previous releases of the Go reference point is realized together with Gx reference point with a single protocol, using single message sequence to communicate both SBLP decisions and FBC decisions. Thus, the existing rel-6 Gx protocol shall be enhanced with the necessary information elements to fulfil also SBLP requirements as described in clause 4.3 of the present specification.

Editor’s note:
Rel-7 Gx shall evolve the charging rules defined in TS 23.125 [7] to support policy functionality (uplink and downlink).

The Gx reference point enables the signalling of PCC decision, which governs the PCC behaviour, and it supports the following functions:

-
Initialisation and maintenance of connection (IP-CAN session);

-
Request for PCC decision from PCEF to PCRF;

-
Provision of PCC decision from PCRF to PCEF;

-
Negotiation of IP-CAN bearer establishment mode (UE only or NW only);

-
Termination of connection (IP-CAN session).
A PCC decision consists of one or more PCC rule(s) and IP-CAN attributes. The information contained in a PCC rule is defined in clause 6.3.

5.2.3

Void



************   End of the 5th Change ************
************   Start of the 6th Change ************
6.1.5
Policy Control

Policy control comprises functionalities for:

-
Gating control, i.e. the blocking or allowing of packets, belonging to a service data flow, to pass through to the desired endpoint;

-
Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user plane as well as the reporting of events related to the resources in the GW(PCEF);
-
QoS control, i.e. the authorisation and enforcement of the maximum QoS that is authorised for a service data flow or an IP-CAN bearer.

-
IP-CAN bearer establishment for IP-CANs that support network initiated procedures for IP-CAN bearer establishment.

In case of an aggregation of multiple service data flows (e.g. for GPRS a PDP context), the combination of the authorised QoS information of the individual service data flows is provided as the authorised QoS for this aggregate.

The enforcement of the authorized QoS of the IP-CAN bearer may lead to a downgrading of the requested bearer QoS by the GW(PCEF) as part of a UE-initiated IP-CAN bearer establishment or modification. Alternatively, the enforcement of the authorised QoS may, depending on operator policy and network capabilities, lead to network initiated IP-CAN bearer establishment or modification. If the PCRF provides authorized QoS for both, the IP-CAN bearer and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take place first.
QoS authorization information may be dynamically provisioned by the PCRF or it can be a pre-defined PCC rule in the PCEF. In case the PCRF provides PCC rules dynamically, authorised QoS information for the IP-CAN bearer (combined QoS) may be provided. For a predefined PCC rules within the PCEF the authorized QoS information shall take affect when the PCC rule is activated. The PCEF shall combine the different sets of authorized QoS information, i.e. the information received from the PCRF and the information corresponding to the predefined PCC rules. 

For policy control, the AF interacts with the PCRF and the PCRF interacts with the PCEF as instructed by the AF. For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e. based on the service information currently available. The following events are subject to instructions from the AF:

-
The authorization of the IP-CAN session modification;

-
The gate control (i.e. whether there is a common gate handling per AF session or an individual gate handling per AF session component required);

-
The forwarding of IP-CAN bearer level events.

Editor's note:
It is FFS how to control whether a service may start on any bearer that could transfer the traffic or whether a bearer dedicated for this traffic is required.

6.1.6
Void




************   End of the 6th Change ************
************   Start of the 7th Change ************
6.2
Functional entities

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor's note:
This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF.

The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.

The PCRF shall decide how a certain service data flow shall be treated in the PCEF.

The PCRF should for an IP-CAN session derive, from IP-CAN specific restrictions and operator policy, the list of permitted QoS class identifiers and associated GBR and MBR limits for the IP-CAN session.

Editor's note:
For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF when the service information is not consistent with the operator defined policy rules and as a result the PCRF shall indicate, in the response to the AF, the service information that can be accepted by the PCRF. In the absence of other policy control mechanisms outside the scope of PCC, it is recommended that the PCRF include this information in the response.

Editor's note:
For Go it was defined that the controller provides the authorized QoS to the PEP. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF receives the requested QoS. Then the PCRF checks it against the authorized QoS and hence may downgrade the requested QoS from the PCEF when it exceeds the authorized QoS.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP information or other available application information) to calculate the proper QoS authorization (QoS class identifier, bitrate). The PCRF may also take account the requested QoS received from the PCEF via Gx interface.



If an AF requests the PCRF to report on the signalling path status, for the AF session, the PCRF shall, upon indication of loss of resources from the PCEF, for PCC rules corresponding to the signalling traffic notify the AF on changes to the signalling path status. The PCRF needs to have the knowledge of which PCC rules identify signalling traffic.

6.2.1.1
Input for PCC decisions

The PCRF shall accept input for PCC decision-making from the PCEF and if the AF is involved, from the AF, as well as the PCRF may use its own pre-defined information. These different nodes should provide as much information as possible to the PCRF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCRF.

The PCEF may provide the following information:

-
Subscriber Identifier;

-
IP address of the UE;

-
IP-CAN bearer attributes; 

-
Request type (initial, modification, etc.);

-
Type of IP-CAN;

-
Location of the subscriber;

-
A PDN identifier;

-
IP-CAN bearer establishment mode.
NOTE:
Depending on the type of IP-CAN, the limited update rate for the location information at the PCEF may lead to a UE moving outside the area indicated in the detailed location information without notifying the PCEF.









The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF Application Identifier;

-
AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;

-
AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gating decision);

-
Priority indicator, which may be used by the PCRF to guarantee service for an application session of a higher relative priority.

In addition, the pre-defined information in the PCRF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the IP-CAN bearer attributes.  

The QoS Class Identifier (see clause 6.3.1) in the PCC rule is derived by the PCRF from AF interaction if available. The input can be SDP information or other available application information, in line with operator policy. 
6.2.1.2
Void


************   End of the 7th Change ************
************   Start of the 8th Change ************
6.2.3
Application Function (AF)

The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the IP-CAN user plane behaviour. The AF shall communicate with the PCRF to transfer dynamic session information, required for PCRF decisions as well as to receive IP-CAN specific information and notifications about IP-CAN bearer level events. One example of an AF is the P-CSCF of the IM CN subsystem.

The AF may receive an indication that the service information is not accepted by the PCRF together with service information that the PCRF would accept. In that case, the AF rejects the service establishment towards the UE. If possible the AF forwards the service information to the UE that the PCRF would accept.

An AF may communicate with multiple PCRFs. The AF shall contact the appropriate PCRF based on either:

-
the end user IP Address; and/or

-
a UE identity that the AF is aware of.

NOTE:
By using the end user IP address, an AF is not required to acquire any UE identity in order to provide information, for a specific user, to the PCRF.

For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e. based on the service information currently available as described in clause 6.1.5.

The AF may request the PCRF to report on the signalling path status for the AF session. The AF shall cancel the request when the AF ceases handling the user.

6.2.4
Void








************   End of the 8th Change ************
************   Start of the 9th Change ************
7.2
IP-CAN Session Establishment

This clause describes the signalling flow for IP-CAN Session establishment and IP address assignment to the UE. The AF is not involved.
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Figure 7.1: IP-CAN Session Establishment

1.
The GW(PCEF) receives a request for IP-CAN Bearer establishment. The GW(PCEF) accepts the request and assigns an IP address for the user. 

2.
The PCEF determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The PCEF includes the following information; IP-CAN type and, if available, the IP-CAN bearer establishment modes supported.



3.
The PCRF makes the authorization and policy decision.

4.
The PCRF sends the decision(s) , including the chosen IP-CAN bearer establishment mode, to the PCEF. The GW(PCEF) enforces the decision.

5.
If online charging is applicable, and at least one PCC rule was activated, the PCEF shall request credit from the OCS for any charging key of the activated PCC rules, and provide relevant input information for the OCS decision.

6.
If online charging is applicable the OCS provides the credit information to the PCEF and may provide re-authorisation triggers for each of the credits. 
7.
If network control applies the GW may initiate the establishment of additional IP-CAN bearers. See Annex A and Annex D for details.

8.
If at least one PCC rule was successfully activated and when online charging is applicable credit for it was not denied, the GW(PCEF) acknowledges the IP-CAN Bearer Establishment Request. 

************   End of the 9th Change ************
************   Start of the 10th Change ************
7.3
IP-CAN Session Termination

7.3.1
UE initiated IP-CAN Session termination
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Figure 7.2: IP-CAN Session Termination

1.
The GW(PCEF) receives a request to remove the last IP-CAN bearer associated to this IP-CAN session. 

2.
The PCEF indicates that the IP-CAN Session is being removed and provides relevant information to the PCRF.

3.
The PCRF finds the PCC Rules that require an AF to be notified. 

4.
The PCEF removes all PCC Rules associated with the IP-CAN session.

5.
The PCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

6.
The AF acknowledges the notification of the loss of transmission resources.

7.
The PCRF removes the information related to the terminated IP-CAN Session, and acknowledges to the PCEF that the PCRF handling of the IP-CAN session has terminated. This message is flagged as the response to the PCEF request.

8.
If online charging is applicable, the PCEF issues final reports and returns the remaining credit to the OCS.

9.
If online charging is applicable the OCS acknowledges that credit report.


10.
The GW(PCEF) continues the IP-CAN Bearer removal procedure.



NOTE:
The IP-CAN Session removal procedure may proceed in parallel with the indication of IP-CAN Session termination.

7.3.2
GW(PCEF) initiated IP-CAN Session termination
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Figure 7.3: GW(PCEF) Initiated IP-CAN Session Termination

1.
The GW(PCEF) detects that IP-CAN Session termination is required.

2.
The GW(PCEF) sends a request to remove the IP-CAN bearer. For IP-CAN with multiple IP-CAN bearers this applies for each IP-CAN bearer associated to this IP-CAN session.

3.
The GW(PCEF) receives the response for the IP-CAN bearer removal.

4.
The PCEF indicates the IP-CAN Session termination and provides the relevant information to the PCRF.

5.
The PCRF finds the PCC Rules that require an AF to be notified.

6.
The PCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

7.
The AF acknowledges the notification on the loss of transmission resources.

8.
The PCEF removes all the PCC Rules associated with the IP-CAN session.

9.
The PCRF removes the information related to the terminated IP-CAN Session, and acknowledges the IP-CAN Session termination.

10.
If online charging is applicable, the GW issues final reports and returns the remaining credit to the OCS.


11.
If online charging is applicable the OCS acknowledges the credit report.



************   End of the 10th Change ************
************   Start of the 11th Change ************
7.4.2
IP-CAN Session Modification; PCRF initiated

This clause describes the signalling flow for the IP-CAN Session modification initiated by the PCRF. The AF may be involved. An example of the scenario is initiation and authorization of a session-based service for which an IP-CAN Session is modified. IP-CAN Session handling and handling of PCC rules for non-session based services, and also general handling of PCC rules that are not subject to AF-interaction is also applicable here.
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Figure 7.5: IP-CAN Session Modification; PCRF initiated

1.
Optionally, the AF provides service information to the PCRF due to AF session signalling.

Editor's note:
Optionally, without AF interaction, a trigger event in the PCRF may cause the PCRF to determine that the PCC rules require updating at the PCEF, e.g. change to configured policy. 

2.
The PCRF makes the authorization and policy decision.

3.
The PCRF sends the decision(s) to the PCEF. 

4.
The PCEF enforces the decision. 

5.
If online charging is applicable, the PCEF shall request credit from and/or returns the remaining credit to the OCS.

6.
If online charging is applicable, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report

Editor's note:
The sequence of resource authorization and OCS interaction is FFS.
7.
The GW(PCEF) may send an IP-CAN Bearer establishment, modification or termination request. 
An IP-CAN bearer modification is sent by the GW(PCEF) if the QoS of the IP-CAN bearer exceeds the authorized QoS provided by the PCRF in step 3. 

An IP-CAN bearer termination request is sent by the GW(PCEF) if all PCC rules for an IP-CAN bearer have been removed.

8.
The GW(PCEF) receives the response for the IP-CAN Bearer modification or termination request.
9.
The PCEF sends ACK (accept or reject of the PCC decision(s)) to the PCRF.

10.
The PCRF stores the service information and responds with an Acknowledgement to the AF.

7.5
Void








************   End of the 11th Change ************
************   Start of the 12th Change ************
A.1.1.3
Policy control requirements

IP-CAN Bearer QoS control allows the PCC architecture to control the "Authorised QoS" of a PDP context. Criteria such as service-based, or a pre-defined PCRF internal policies may be used to derive the “Authorized QoS” of a PDP context. 
The concept of QoS class identifier and the associated bitrates specify the "Authorized QoS" on the Gx reference point.

Editor's note:
Dependencies between PDP context QoS control and service data flow QoS control are FFS.

************   End of the 12th Change ************
************   Start of the 13th Change ************
A.1.3.2
Functional entities

A.1.3.2.1

Policy Control and Charging Rules Function (PCRF)

A.1.3.2.1.1
Input for PCC decisions

The PCRF shall accept any of the following input, specific for GPRS, as a basis for decisions on PCC rule operations:

-
Per IP-CAN session (e.g.: UE IP address):

-
APN;

-
Requested QoS, for a PDP context;

-
RAT-type;

-
Location (CGI/SAI or RAI).

The PCEF may provide the following information:

-
Subscriber Identifier in the form of IMSI, MSISDN;

-
APN; 

-
RAT type;

-
Requested QoS, for PDP Context;

-
TFT, to enable the identification of the corresponding PDP Context,

-
Location (CGI/SAI or RAI).




Editor's note:
This needs to be revisited once the IP bearer debate has been resolved.

************   End of the 13th Change ************
************   Start of the 14th Change ************
B.1.3
Policy control related aspects

PCC usage in the visited network is based on proxying of Gx messages between the V-PCEF and the H-PCRF by the V-PCRF. The H-PCRF includes additional functionality above the basic PCRF functions described in clause 6. The V-PCRF ensures that visited network policies can be enforced. The V-PCRF is an enhanced proxy and includes the functionality listed in clause B.1.6.4. 

The logical V-PCRF and H-PCRF functions may be physically co-located with PCRF entities for non-roaming users. 

B.1.4
Void


B.1.5
Architectural aspects

************   End of the 14th Change ************
************   Start of the 15th Change ************
B.1.5.1
Logical architecture of PCEF in the visited network

When the PCEF is in the visited network for routing optimization, a reference point between the home PCRF and the visited PCRF is needed for information exchange. A logical roaming architecture is shown below.
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Figure B.1: Logical architecture of PCEF in the visited network

Editor's note-i:
Whether to introduce a new reference point between the home PCRF and the visited PCRF or just to extend the existing reference point to support the PCC roaming is FFS.

Editor's note-ii:
The need for a proxy OCS and whether to introduce a new reference point between the home OCS and the proxy OCS or just to extend the existing reference points to support the PCC roaming is FFS. 
NOTE:
The interface between the Billing systems is out of scope of this TS.

The following aspects have been identified for the architecture in figure B.1:

-
Predefined PCC rules that are not part of the roaming agreement can not be dynamically activated by the H-PCRF. I.e. if a service data flow in the home network GW would use a dynamically activated pre-defined PCC rule that is not contained in the roaming agreement, then this service data flow will have to use a different PCC rule in the visited GW.

-
The solution of the PCC roaming case should consider the topology hiding issue among operators.
************   End of the 15th Change ************
************   Start of the 16th Change ************
B.1.6 
Functional Entities
B.1.6.1 
Visited-PCEF

In addition to the functionality defined in clause 6, the V-PCEF shall:

-
when on-line charging is supported for roaming users, extract any OCS identifier received from the V-PCRF and include it in credit control messages sent to the proxy-OCS.

B.1.6.2 
Void


B.1.6.3 
H-PCRF

In addition to the functionality defined in clause 6, the H-PCRF shall:

-
be able to distinguish between policy and charging sessions for roaming users and home users (e.g., based on the domain which originated a request);

-
be able to receive an indication from the V-PCRF regarding support for on-line charging and/or support of network initiated procedures for IP-CAN bearer establishment for roaming users;


-
in the case that on-line charging in the visited network is used, provide an OCS identifier to the V-PCRF.

************   End of the 16th Change ************
************   Start of the 17th Change ************
B2.2 
V-PCEF to H-PCRF communication link establishment

This clause describes the establishment of the communication link between a V-PCEF and H-PCRF. The signalling flow for IP-CAN Session establishment when the PCEF is in the VPLMN is used. The AF is not involved.


[image: image8]
Figure B.2: V-PCEF to H-PCRF communications link establishment

1.
The GW receives a request for IP-CAN Bearer establishment. The GW accepts the request and assigns an IP address for the user.

2.
The GW determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The GW includes sufficient information in the request in order for the V-PCRF to determine that the user is roaming and to identify the user’s home network.

3.
The V-PCRF determines that PCC Authorization is required for a roaming user. 

4.
The V-PCRF requests the authorization of allowed service(s) and PCC Rules information from the H-PCRF. The V-PCRF includes information on whether on-line charging and/or support of network initiated procedures for IP-CAN bearer establishment for roaming subscribers is/are supported. The identification of the H-PCRF shall be derived from the identity of the user's home network. 



5.
The H-PCRF determines that authorization is being requested from a visited network. The H-PCRF makes the authorization and policy decision. This may include denying the establishment of IP-CAN bearers for users of an on-line charging service if the VPLMN does not support on-line charging for roaming users.

6.
The H-PCRF sends the decision(s) to the V-PCRF and charging keys and optionally, the service identifier value of the charging rule. If on-line charging is required to be supported, the identity of the OCS in the HPLMN is additionally provided.

7.
The V-PCRF ensures that the decision(s) sent by the H-PCRF meet(s) local policy requirements. For example, based on the roaming agreement between the visited network and the user’s home network, the V-PCRF may reject the authorized QoS received from the H-PCRF.

8.
The V-PCRF sends the decision(s) to the GW including home OCS identity when included. The GW enforces the decision.

9.
If online charging is applicable, and at least one PCC rule was activated, the GW shall request credit from the proxy OCS for any charging key/service identifier of the activated PCC rules, and provide relevant input information for OCS decision. The GW shall additionally include the OCS identity in the credit request.

10.
If online charging is applicable the proxy OCS shall request credit from the OCS for any charging key of the activated PCC rules, and provide relevant input information for the OCS decision. The proxy OCS shall derive the identity of the OCS from information provided by the GW. 

11.
If online charging is applicable the OCS provides the credit information to the proxy OCS and may provide re-authorisation triggers for each of the credits.

12. 
If online charging is applicable the proxy OCS provides the credit information to the GW and may provide re-authorisation triggers for each of the credits.

13.
If credit is available for at least one charging key and at least one PCC rule was activated, the GW acknowledges the IP-CAN Bearer Establishment Request. When online charging is not applicable the IP-CAN bearer establishment is accepted if at least one PCC rule was activated.

************   End of the 17th Change ************
************   Start of the 18th Change ************
D.1.3.2.1.1
Input for PCC decisions

The AM accepts any of the following input as a basis for decisions on PCC rule operations:

-
Per IP-CAN session (e.g.: UE IP address);

-
Requested QoS, media format, priority indicator.




D.1.3.2.2

Policy and Charging Enforcement Function (PCEF)

The CMTS provides PCEF equivalent functionality within the DOCSIS IP-CAN. The CMTS creates, modifies, and deletes DOCSIS service flows upon request of the Policy Server. The CMTS receives requests from the Policy Server over the pkt-mm-2 interface.

************   End of the 18th Change ************
************   Start of the 19th Change ************
D.2.2.1.2
Gx reference point

WiMAX IP-CAN imposes no new requirements to the Gx reference point other than WiMAX specific values for existing Gx parameters (e.g. RAT type) as described in [15].

D.2.2.1.3
Void

D.2.3
Functional description

************   End of the 19th Change ************
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