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1 Introduction

This paper discusses the amount of signalling required for the terminal configuration management and proposes a way to optimise it through network controlled configuration management. 
2 Discussion
2.1 Current negotiation status and motivation
The UEs, which want to start a session, or the Application Servers, which want to provide network initiated services, probably will generate an INVITE message based on the capabilities of target terminal to minimize negotiation steps. 
In the case of end to end communication, due to different capabilities of the originating and terminating terminals, it is helpful step to check and generate an INVITE message based on the capabilities of the target terminal.
Regarding network initiated service, if network entity providing the service knows the capabilities of the target terminal before starting the service, the wasteful negotiation steps can be minimized. 

In the IMS, user and terminal related data is stored and managed in the HSS. However these data is only for the subscription related and static information. That means the capabilities of the target terminal which are used to generate a session can be retrieved via end-to-end capability exchange i.e. SIP OPTIONS. 

The SIP OPTIONS message provides the way to exchange the capabilities of each end party. However the OPTIONS request doesn’t include the capabilities of the terminal and only the response message against for the OPTIONS request includes all of the capability of the terminal. 
If there is only one ongoing session, this kind of current mechanism will not bring any problem. However it is for sure that the circumstances of the IMS will be more complex and simultaneous situation. For example, 

· Most of the IMS users will enjoy multiple services simultaneously, and 

· Lots of portable external devices will be connected to the IMS terminal dynamically, and

· The intelligent services which are configured to the specific target terminal capabilities (such as using different types of resolutions, codecs, etc.) will be provided to the IMS users. 

Below figure 1 shows the example of current terminal configuration management. 
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Figure 1 Example of current terminal configuration management
2.2 The way forward to improve current situation
It seems like one of the main problems is that current UE centric configuration management will bring huge of signaling in the above multi simultaneous session and frequent configuration change situation. If it is possible to provide network controlled terminal configuration management concept, then the number of messages in both the radio access and the core network can be reduced efficiently. 
From the UE perspective, the UE doesn’t need to provide its configuration change to each connected remote end. Only needs to send its configuration change to the entity which is responsible to network controlled configuration management. This will reduce capability exchange signaling both in the radio access and core network. 
From the Network initiated service perspective, the service provider doesn’t need to contact to the target UE. The service provider can get the configuration of the target UE through contact to the network controlled configuration management entity. This will reduce capability exchange signaling in the radio access. 
From the Operator perspective, the Operator can provide more intelligent services to the IMS user. These kind intelligent services will response dynamically whenever configuration is changed i.e. updates the session to provide high resolution streaming video when the screen is configured to bigger size.  
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Figure 2 Example of network controlled terminal configuration management
Figure 2 shows that the IMS UE1 receiving the services via more than one ongoing sessions. When the IMS UE1 changes its configuration (i.e. update screen size), it only notifies the change of configuration to the network controlled configuration management entity which is called TCM AS. Then the TCM AS will notify updated configuration to the entities which has registered to the TCM AS about updated configuration for the IMS UE1.
3 Proposal

It is proposed to discuss the need for network controlled configuration management concept. 
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