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Abstract: This document discusses various use cases for Inter-technology mobility and roaming in the SAE system
1 Introduction
Figure 1 depicts an abstracted version of the SAE architecture which is used as a template to describe a number of the mobility use cases discussed in this document. In Figure 1, only interfaces relevant to mobility are shown while several entities have also been ignored or consolidated into one. For example the SAE GW of the figure is considered to include the UPE, 3GPP Anchor and SAE Anchor.
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Figure 1: Abstracted SAE Architecture
Elements in this figure are combined with the interfaces and elements introduced in paper S2-070131 for the definition of S2a/b interfaces. The proposed figure from that document is included as Figure 2 for convenience.
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Figure 2: Proposed S2a/b interfaces (see S2-070131)
In addition to the interfaces and entities shown in Figures 1 and 2, this paper reuses the W series of interfaces defined in TS 23.234.
1.1 Components

The SAE architecture comprises a number of significant interfaces for the discussion of inter-system mobility use cases. These interfaces are significant in the sense that they define access to services and are illustrated in figure 3 and their characteristics are summarized below.

Gi, SGi, Wi and other PDN Connectivity Interfaces

Each of these interfaces enables the UE to connect from the access system to a packet data network. Gi, Wi and SGi are 3GPP-specified interfaces connecting from 3GPP access and core network systems to packet data networks. 

Non 3GPP accesses have their own interface to connect to packet data networks. These interfaces are out of scope of 3GPP and are generically denoted as the "PDN" Interface. 
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Figure 3: PDN Interface Definitions
In the 3GPP context any given PLMN may operate a variety of access technologies with corresponding connectivity to services offered by the same PLMN. Such services are accessed by interfaces called Gi for UMTS, SGi for SAE and Wi for trusted non-3GPP accesses. In addition to these, generic Internet connectivity type interfaces may exist in un-trusted non-3GPP systems possibly operated by the same PLMN. The figure illustrates that interfaces Gi, SGi and Wi are equivalent and offer connectivity to the same set of services.

S6 and Wd Interfaces
These interfaces allow authentication entities in different PLMNs to talk to each other for the purpose of authenticating UEs. S6 is the interface defined between MMEs and the HSS. Wd is the interface between AAAproxy and a AAAhome.

These interfaces are the primary building block for any roaming case between different PLMNs

S8 (a/b), Wp Interfaces
These interfaces allow remote connectivity (data roaming) between different PLMNs. S8 is the interface between a visited and a home SAE GW. When this interface is used the UE appears to be connected at its home SAE GW; in other words its home IP address belongs to the home SGi interface.

S2(a/b) Interfaces
These interfaces allow a non-3GPP access to be interconnected to the 3GPP system.
S2a is an interface between a trusted non-3GPP access and the SAE GW.
S2b is an interface between an un-trusted non-3GPP access and the SAE GW.
For the purpose of this paper the S2 interface semantics are extended as follows in accordance to paper S2-070131:
S2a:
It provides the user plane with related control and mobility support between a UE and the SAE GW through any IP access system. The S2a interface is to be based on client mobility e.g., client Mobile IP. Note that while an ePDG/GW entity is not required, S2a can be used in the presence of such entities, provided the EPC permits it.

S2b:
It provides the user plane with related control and mobility support between ePDG or any GW node within an IP access system and the SAE GW. The S2b interface is to be based on network based mobility e.g., proxy Mobile IP. Note that while S2b necessitates the need for an ePDG or GW entity, such entities do not necessitate the need for use of the S2b interface.

Note that according to the above definition, the S2a interface may be carried over Gi, Wi, SGi or PDN. 

2. Inter-system Mobility Requirements
This section discusses the high level requirements for inter-system mobility in the 3GPP system.
2.1. Roaming and Connectivity Requirements
From the user perspective, there exist the following four use cases of connectivity with the HPLMN and VPLMN. These are also illustrated in Figure 4.
a) Home Connectivity: This is used when the UE directly connects to its HPLMN. In this case the network operator authenticated the UE and the UE gets connectivity to the network and the services offered by its HPLMN

b) Roaming with Local Connectivity (aka local breakout): This is used when the UE connects to a VPLMN. In this case the UE will be authenticated by its HPLMN through the VPLMN but Internet connectivity and other services are provided by the VPLMN. The UE, in this case, has no connectivity to specific home services provided by its HPLMN.

c) Roaming with Remote Connectivity: The UE again connects to a VPLMN. As before the UE will be authenticated by its HPLMN through the VPLMN but in this case, Internet connectivity and other services are provided by the HPLMN. The UE has no connectivity to any specific services provided by the VPLMN.

d) Roaming with Local and Remote Connectivity: This is a combination of b) and c). The UE again connects to a VPLMN. As before the UE will be authenticated by its HPLMN through the VPLMN but in this case, the UE has connectivity to services provided by both the VPLMN and the HPLMN.

The mobility requirements should be defined such that all four uses cases shown in Figure 4 are supported.
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Figure 4: Use cases of connectivity between UE with HPLMN and VPLMN
2.2. Inter-Access System Handoff Requirements
Inter-system mobility has two dimensions: roaming and handoff. When studying the different use cases, it is important to identify the differences between these dimensions. Figure 5 illustrates the two dimensions.
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Figure 5: Inter-Access System Handoff Requirements
Roaming mainly requires that the local network /operator can authenticate the connecting user. While roaming by itself does not offer seamlessness, there are many use cases in which it is sufficient e.g., ability to access a visited 3GPP system or a non-3GPP access technology without having to maintain application connectivity from prior connections. In other words, in some cases there is no need for seamless handoff.

Roaming, or more generally the ability to authenticate the UE on a given access, is a prerequisite to handoff seamlessness. For handoff seamlessness to be achieved, however, the system must provide a stable anchor to which fixed Internet routing points to. In other words the UE needs an IP address (some times called a Home Address) that does not change when the UE moves between accesses and operators. 
This means that the IP address used by the UE to address itself in its applications must be associated with a stable interface.  So, movement between different technologies and PLMNs can only be seamless if connectivity to the same Gi/SGi/Wi/PDN interface can be maintained i.e., the IP address does not change.
Given the above discussion the following requirements are emerging with respect to roaming and handoff:
· ability to roam from one access technology to another;
· ability to roam from one operator to another (with same or different access technologies);
· ability to handoff from one access technology to another;
· ability to handoff from one operator to another (with same or different access technologies).
2.3. Coordinate vs. Un-coordinated Access
Different UEs have different capabilities and types of interfaces. For the purpose of this discussion an important distinction needs to be made between coordinated and un-coordinated interfaces (see Figure 6).
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Figure 6: Coordinated and Un-coordinated Access
Coordinated access (Figure 6 left) allows multiple accesses (Acc1 and Acc2)  to be bundled under a coordinated unit (Mobile Terminal) presenting a single interface to the IP stack. This type of interface may be offered by operators that deploy multiple access technologies e.g., UMTS, SAE and non-3GPP technologies, and want to offer a single seamless solution to the user. Ideally, such offering would provide seamless services between all the different accesses. In this type of deployment scenarios the access systems must be able to communicate with each other so that the coordinated interfaces can be operated appropriately.
Uncoordinated Acc1 and Acc2 accesses (Figure 6 right) are accesses that each controlled by separate Mobile Terminals and present their own interface to the IP Stack. Note that such configuration can be provided intentionally by the operator or be compiled independently by the end user. This is especially common when the user (IP stack owner) incorporates multiple different accesses in a device by purchasing separately different Mobile Terminals e.g., WLAN and LTE, and connecting these to single device (e.g. a laptop). In these deployment scenarios the access systems do not need to communicate with each other.
3 Conclusions

This paper has defined basic nomenclature and requirements for inter-system mobility (roaming & handoff seamlessness, coordinated & uncoordinated interfaces). 
Further, a number of major use cases for inter-system mobility have been outlined, namely
· Home Connectivity

· Roaming with Remote Connectivity

· Roaming with Local Connectivity (local breakout)

· Hybrid Cases
Each of which comprises a number of sub-cases related to 3GPP vs. non-3GPP access.

For each case the ANNEX of this paper illustrates how the UE is authenticated, what IP addresses is assigned by what element, as well as what handoff support is provided.
4 Proposal

It is proposed to discuss and agree on the nomenclature and on the scenarios described in this paper. 
It is also proposed to include the presented nomenclature and scenarios in the newly agreed Technical Specification 23.402 so that further work on such TS can be more properly organized.
ANNEX: Use Case Implementation
This Annex illustrates the implementation of the connectivity cases defined in Section 2 of this paper:

A.1. Home Connectivity

A.2. Roaming with Remote Connectivity

A.3. Roaming with Local Connectivity

A.4. Roaming with Local and Remote Connectivity
A.1. Home Connectivity
Home Connectivity allows the UE to connect to its home PLMN and receive services from it. The following subsections illustrate the various types of home connectivity that can be achieved in the 3GPP system and identify the differences between them in terms of functionality. 

3GPP Home Connectivity
In this type of connectivity the UE is authenticated by its HSS and receives services from the home SGi interface available at the SAE GW. 

If the UE uses LTE (left) then connectivity is provided through the EUTRAN and the associated S1 interface that connects the UE to the SGi.
If the UE uses a trusted non-3GPP access (right), the UE is authenticated as before by the HSS. This time, however, connectivity to the SGi is provided via the S2 interface, which interconnects the PDG/GW to the SAE GW and the SGi interface.
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Figure 7: Home Connectivity
	
	Figure 7 (left)
	Figure 7 (right)

	Authentication
	Home HSS via MME
	Home HSS via AAAS

	Home Address 
	Home SGi via S1u
	Home SGi via S2b

	Handoff
	Between coordinated 3GPP accesses in same PLMN
	Between coordinated 3GPP and non-3GPP accesses in same PLMN


The S2b interface allows the UE to move between non-3GPP and 3GPP accesses in the same PLMN without the loss of service.
Non-3GPP Home Connectivity
In this type of connectivity the UE is authenticated by its HSS and receives services from the home Wi available at the PDG or Internet interface available at a non-3GPP generic Border Router (BR). The Boarder Router is a generic IP router at the edge of a non-3GPP access network.
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Figure 8: Non-3GPP Home Connectivity
	
	Figure 8 (left)
	Figure 8 (right)

	Authentication
	Home HSS via AAAS
	Home HSS via AAAS

	Home Address 
	Home Wi
	Home PDN

	Handoff
	Not supported
	Not supported


A.2. Roaming with Remote Connectivity
3GPP Roaming with Remote connectivity
In this type of connectivity the UE connects to a visited PLMN but is authenticated by its HSS and receives services from the home SGi interface available at the home SAE GW.
If the UE uses LTE (left) then connectivity is provided through the EUTRAN and the associated S1 interface that connects the UE to the visited SAE GW. The S8 interface is then used to interconnect the UE with its home SAE GW and thus provide it with connectivity to the home SGi interface.

If the UE uses a trusted and visited non-3GPP access (right), the UE is authenticated as before by the HSS. This time, however, connectivity to the home SGi is provided via the concatenation of the S2b interface, connecting the PDG/GW to the SAE GW, with the S8 interface, connecting the visited SAE GW with the UE’s home SAE GW, again providing connectivity to the UE’s home SGi interface.
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Figure 9: 3GPP Roaming and Remote Connectivity
	
	Figure 9 (left)
	Figure 9 (right)

	Authentication
	Home HSS via MME
	Home HSS via AAAP and AAAS

	Home Address 
	Home SGi via S1u and S8
	Home SGi via S2b and S8

	Handoff
	Between coordinated 3GPP accesses in same VPLMN and between VPLMN and HPLMN
	Between coordinated 3GPP and non-3GPP accesses in VPLMN and between VPLMN and HPLMN


The S2 interface allows the UE to move between non-3GPP and 3GPP accesses in the same PLMN without the loss of service.
Non-3GPP Roaming with Remote Connectivity
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Figure 10: Non-3GPP Roaming and Remote Connectivity
In this type of connectivity the UE connects to a visited PLMN via a non-3GPP access but is authenticated by its HSS and receives services from the home Wi or SGi interface. This time, however, remote connectivity is achieved via the utilization of the Wp interface between the non-3GPP access the PDG in the HPLMN. The PDG/GW is then can also be connected to the home SAE GW via S2b Interface.

	
	Figure 10 (left)
	Figure 10 (right)

	Authentication
	Home HSS via Visited AAA proxy
	Home HSS via Visited AAA proxy

	Home Address 
	Home Wi via Wp interface
	Home SGi via Wp and S2b interfaces

	Handoff
	Between non-3GPP accesses in VPLMN and HPLMN
	Between non-3GPP accesses in VPLMN and HPLMN


Note that when the GW is used instead of a PDG the “W” interfaces are not applicable.
A.3. Roaming with Local Connectivity (aka Local Breakout)
3GPP Roaming with Local Connectivity 
In this type of connectivity the UE connects to a visited PLMN but is authenticated by its HSS and receives services from the visited SGi interface available at the visited SAE GW.

If the UE uses LTE (left) then connectivity is provided through the EUTRAN and the associated S1 interface that connects the UE to the visited SAE GW, providing connectivity to the visited SBi interface.
If the UE uses a trusted and visited non-3GPP access (right), the UE is authenticated as before by the HSS. This time, however, connectivity to the visited SGi is provided via the S2b interface between the visited PDG/GW and the visited SAE GW.
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Figure 11: 3GPP Roaming and Local Connectivity

	
	Figure 11 (left)
	Figure 11 (right)

	Authentication
	Home HSS via MME
	Home HSS via AAAP and AAAS

	Home Address 
	Visited SGi via S1u
	Visited SGi via S2b

	Handoff
	Between coordinated 3GPP accesses in same VPLMN
	Between coordinated 3GPP and non-3GPP accesses in VPLMN


Non-3GPP Roaming with Local Connectivity 
In this type of connectivity the UE is authenticated by its HSS and receives services from the visited Wi available at the PDG or PDN interface available at a visited non-3GPP generic Border Router (BR). 

The UE is authenticated via the AAA proxy chain leading back to the UE’s HSS but connectivity is provided locally via the visited Wi and PDN interfaces.
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Figure 12: Non-3GPP Roaming and Local Connectivity
	
	Figure 12 (left)
	Figure 12 (right)

	Authentication
	Home HSS via AAAProxy
	Home HSS via AAAProxy

	Home Address 
	Visited Wi
	Visited PDN

	Handoff
	Not supported
	Not supported


A.4. Roaming with Local and Remote Connectivity 
To implement this type of connectivity we first introduce the concept of Host Mobility Overlay.

Host Mobility Overlay
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Figure 13: Host Mobility Overlay
Figure 13 illustrates that a UE can use the S2a Interface (assuming S2a is defined to indicate host based mobility) to connect to a Home Agent (possibly integrated into the SAE GW) over any type of 3GPP and non-3GPP access.
In that case, the HA can operate in one of three ways:

1) UE always away from Home

In this case the UE has no connectivity to the home “link”. In other words the UE, from Mobile IP perspective, is always roaming and thus it has to always register to the HA. In this case the UE can always utilize flow movement capabilities currently being defined for Mobile IP i.e., it can direct some flows over one type of access and other flows on a different type of access e.g., Voice over SAE, data over WLAN.

2) One access type is defined as the “home link”

In this case the UE is considered to be connected to the “home link” when it is using a given type of access. In other words, when the UE is connected to a given type of access it deregisters from the HA (no Mobile IP is used), while if it connects to any other access type it is considered to be roaming and has to register with the HA. In this case the UE can not effectively use flow movement capabilities since the mobile has to deregister from the HA when it connects to the designated home link.
3) Hybrid configuration

In this case the UE and HA act as in case 2. In addition to that, however, the HA provides a subnet which the UE can use to register with the HA when the UE is connected to the home link but it wants to use flow movement techniques, in which case the UE acts as in case 1).
Home Connectivity (and non-3GPP Local Breakout)
In this type of connectivity the UE connects to the home PLMN via non-3GPP access and so it is authenticated by its HSS. The UE, however, receives services from both the home SGi interface and the Wi Interface.

The UE receives connectivity to the Wi/PDN interface via the PDG/BR of the non-3GPP access. On top of that interface the UE now runs S2a interface to the SAE GW to receive connectivity to the home SGi Interface.
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Figure 14: Home Connectivity and non-3GPP local breakout
	
	Figure 14

	Authentication
	Home HSS via AAA proxy

	Local Address
	Home Wi/PDN

	Home Address
	Home SGi via S2a Interface

	Handoff
	Connectivity to SGi services (Home Address) is stable if the UE moves between 3GPP and non-3GPP access in HPLMN

Connectivity to Wi Interface (Local Address) does not support handoff.


Remote Connectivity (with non-3GPP Local Breakout)

In this type of connectivity the UE connects to the visited PLMN via non-3GPP access and so it is authenticated by its HSS via the AAA chain. The UE, however, receives services from both the VPLMN and the HPLMN as follows.

In the left figure the UE gets connectivity to the visited Wi/Internet interface via the visited PDG/BR. On top of that it runs S2a interface to its home SAE GW to get connectivity to the home SGi Interface.
In the right figure the UE gets connectivity to the visited SGi interface via the S2b interface between the visited PDG/GW and SAE GW. On top of that, it runs S2a interface to its home SAE GW to get connectivity to the home SGi Interface.
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Figure 15: Remote Connectivity (with non-3GPP Local Breakout)
	
	Figure 15 (left)
	Figure 15 (right)

	Authentication
	Home HSS via AAAP and AAAH
	Home HSS via AAAP and AAAS

	Local Address 
	Visited Wi/PDN
	Visited SGi via S2b

	Home Address
	Home SGi via S2a
	Home SGi via S2a

	Handoff
	Connectivity to home SGi services (Home Address) is stable if the UE moves between 3GPP and non-3GPP access in HPLMN and between VPLMN and HPLMN

Connectivity to Wi Interface (Local Address) does not support handoff.
	Connectivity to home SGi services (Home Address) is stable if the UE moves between 3GPP and non-3GPP access in HPLMN and between VPLMN and HPLMN

Connectivity to visited SGi Interface (Local Address) is stable if the UE moves between 3GPP and non-3GPP access in the VPLMN


Non-3GPP Roaming (with Remote 3GPP Home Connectivity)
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Figure 16: Non-3GPP Roaming (with Remote 3GPP Home connectivity)
In this type of connectivity the UE connects to a visited PLMN via a non-3GPP access but is authenticated by its HSS and receives services from the home Wi and home SGi interfaces.

Remote connectivity is achieved via the utilization of the Wp interface between the non-3GPP access the PDG in the HPLMN. The PDG provides connectivity to the home Wi interface, while the UE also runs S2a interface on top to get connectivity to the home SGi interface.

	
	Figure 16 

	Authentication
	Home HSS via AAA proxy

	Local Address
	Home Wi via Wp

	Home Address
	Home SGi via S2a Interface

	Handoff
	Connectivity to home SGi services (Home Address) is stable if the UE moves between 3GPP and non-3GPP access in HPLMN and between VPLMN and HPLMN

Connectivity to home Wi Interface (Local Address) does not support handoff.







































































































































































