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Abstract: This document proposes a new definition of the S2a and S2b interfaces.
1.  Introduction
The high-level architecture endorsed by the TSG SA for WG 2 to use as the basis for further definition and clarification of the enhancements for non-3GPP access in SAE is illustrated in Figure 1 [1].
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Figure 1: Currently assumed logical high level architecture for the evolved system
The current assumption regarding the S2 interface, according to TR 23.882, is a differentiation between two variants, S2a and S2b, that would be needed to access either a trusted non-3GPP access network or an un-trusted non-3GPP network via a ePDG:
S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Anchor.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Anchor. 
The notion of trusted vs. un-trusted non-3GPP networks is currently defined as follows in TR 23.882:
Trusted non-3GPP IP Access: A non-3GPP IP Access Network is defined as a “trusted non-3GPP IP Access Network” if the 3GPP EPC system chooses to trust such non-3GPP IP access network. The 3GPP EPC system operator may choose to trust the non-3GPP IP access network operated by the same or different operators, e.g. based on business agreements. 

Note that specific security mechanisms may be in place between the trusted non-3GPP IP Access Network and the 3GPP EPC to avoid security threats. It is assumed that an IPSec tunnel between the UE and the 3GPP EPC is not required. 

On the contrary, an un-trusted non-3GPP IP access is an IP access network where 3GPP network requires use of IPSec between the UE and the 3GPP network in order to provide adequate security mechanism acceptable to 3GPP network operator. An example of such un-trusted non-3GPP IP access is WLAN and it is made trusted in the Interworking WLAN specifications developed within 3GPP.

This contribution argues that the distinction between trusted and un-trusted non-3GPP networks does not provide sufficient information to define the S2a and S2b interface variants in terms of connectivity and mobility management, and is thus not really a meaningful approach.
Instead we propose a redefinition of the S2a and S2b interface variants so that:
S2a shall represent a reference point between a SAE GW and a UE via any IP access system. No intermediate entity within the IP access system is required, except to provide the basic IP connectivity service between UE and SAE GW. If one assumes that such intermediate entity does not exist or it possibly exists but it is not used as a network mobility client, then mobility management needs to rely on host-based (client) Mobile IP approaches.
S2b shall represent a reference point between a SAE GW and an intermediate entity within the IP access system. The existence of this entity enables the use of network-based (proxy) Mobile IP approaches. Such entity can be an ePDG or other generic non-3GPP gateway.
IP access system refers to an access system capable of providing IP connectivity for the UE.
2. Discussion
2.1 Aspect of trust relationship between  3GPP core network and non-3GPP access network
The concept of “trusted” refers to a security association linked to business agreements or other reasons between the 3GPP core network and a non-3GPP access network. 

When a non trusted access network is connected to the SAE GW with an ePDG as intermediate node between the UE and SAE GW, the IP access network (including the ePDG) can be regarded at the S2 reference point as trusted. I.e. it is not relevant from SAE GW point of view whether the trust is achieved by establishment of an IPSec tunnel between the UE and the ePDG or whether this is not needed due to other means that enable the trust relationship. 
The ePDG thus make the connected access secure and therefore both S2a and S2b, according to current definitions, represent reference points towards secure access systems.

It is seen that any separation of different variants of S2 should be based on the characteristics of this reference point itself. If different types of reference points are needed for S2, then the reference point can be split to different variants.
2.2 Mobility management aspect
In the recent meetings it was agreed to base the S2a/b interface on IETF protocols [1]. A number of candidate protocols are identified in Sec. 7.8.3.3 of TR 23.882, which broadly can be grouped into host-based and network-based approaches.
Within the context of mobility management discussions, what is important is the level of coordination (including information exchange related to the radio aspects) between the IP access system and the SAE GW.
In other words, network based mobility can be run only when an entity in the IP access system can talk and exchange information with a SAE GW. It is assumed that such an entity can be identified as either the ePDG (when available) or another designated Gateway (GW) within the IP access system. A Gateway (GW) in this context is defined as a generic non-3GPP entity that can run a network mobility client. 
On the other hand, when an ePDG or GW is not available or is not desired to be used for mobility management, it is always possible to run the mobility functions by the UE itself. 
Whether the mobility client is located within the IP access system or in the UE makes a significant difference to the system operation.

On this basis, the following definitions of S2a and S2b variants are proposed:
· S2a: no ePDG/GW is utilized => no entity in the IP access system to talk to SAE GW => client based mobility. 
· S2b: an ePDG/GW is present => there is an entity in the IP access system to talk to SAE GW => network based mobility.
Note that since S2a is a reference point between a UE and the SAE GW, the interface can be utilized over any access (e.g., even if ePDG/GW is present, the UE can connect to an SAE GW directly over S2a, provided the EPC permits it).
Also note that while S2b necessitates the need for an ePDG or GW element, such elements do not necessitate the need to use the S2b interface for SAE connectivity and mobility, but it is also possible to use S2a for this purpose. In that case the Wi interface offered by a ePDG or the Public Data Network (PDN) Interface offered by a generic Gateway can be utilized to transport S2a between UE and SAE GW.
3 Proposal

It is proposed to add the following Reference Model to TS 23.402:
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Figure 2: Reference Model
Also, the following descriptions of the reference points S2a and S2b are proposed to be added to TS 23.402:

S2a:
It provides the user plane with related control and mobility support between a UE and the SAE GW through any IP access system. The S2a interface is to be based on client mobility e.g., client Mobile IP. Note that while an ePDG/GW entity is not required, S2a can be used in the presence of such entities, provided the EPC permits it.
S2b:
It provides the user plane with related control and mobility support between ePDG or any GW node within an IP access system and the SAE GW. The S2b interface is to be based on network based mobility e.g., proxy Mobile IP. Note that while S2b necessitates the need for an ePDG or GW entity, such entities do not necessitate the need for use of the S2b interface.
Reference points Wi and PDN are included in Figure 2 to indicate that the ePDG and GW, respectively may be present without the use of S2b interface. The definition of Wi and PDN interfaces is outside the scope of this document.
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