Error! No text of specified style in document.
1
Error! No text of specified style in document.

3GPP SA WG2 Architecture — S2#56 
(
S2-070109

15 - 19 January 2007, Florence, Italy


	CR-Form-v9.2

	CHANGE REQUEST

	

	(

	23.228
	CR
	0657
	(

rev
	-
	(

Current version:
	7.6.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	IMEI Check and IMS

	
	

	Source to WG:
(

	Research In Motion

	Source to TSG:
(

	SA WG2

	
	

	Work item code:
(

	TEI7
	
	Date: (

	08/01/2007

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)

	
	

	Reason for change:
(

	The IMEI check is used in Fraud Prevention to identify MEs on blacklists, such as stolen mobiles. This procedure should also be available when a mobile is registered to IMS see SP‑060768 (CR 9 TS 22.016).

	
	

	Summary of change:
(

	Addition of text to indicate that checks maybe performed, subject to operator policy, to determine if the IMEI is allowed or not.

	
	

	Consequences if 
(

not approved:
	If a UE attaches to the IMS via e.g. I-WLAN the IMEI check is not available to the core network.

	
	

	Clauses affected:
(

	2, 3.3, 4.3.2.a, 4.6.3, 5.2.2.3, 5.2.2.4, 5.3.2.0, 5.3.2.2.0, 5.6.1, 5.6.2, 5.11.6.1, 5.16.1.1.1,5.16.2.2.2, 5.16.2.2.3

	
	

	
	Y
	N
	
	

	Other specs
(

	X
	
	 Other core specifications
(

	TS 24.229

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


****1st Change****

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.002: "Network Architecture".

[2]
CCITT Recommendation E.164: "Numbering plan for the ISDN era".

[3]
CCITT Recommendation Q.65: "Methodology – Stage 2 of the method for the characterisation of services supported by an ISDN".

[4]
ITU Recommendation I.130: "Method for the characterization of telecommunication services supported by an ISDN and network capabilities of an ISDN".

[5]
Void.
[6]
GSM 01.04: "Digital cellular telecommunications system (Phase 2+); Abbreviations and acronyms".

[7]
3GPP TS 23.221: "Architectural Requirements".

[8]
3GPP TS 22.228: "Service requirements for the IP multimedia core network subsystem".

[9]
3GPP TS 23.207: "End-to-end QoS concept and architecture".

[10]
3GPP TS 24.228: "Signalling flows for the IP multimedia call control based on SIP and SDP".

[10a]
3GPP TS 24.229: " IP Multimedia Call Control based on SIP and SDP; Stage 3".

[11]
Void.
[11a]
3GPP TS 29.207: " Policy control over Go interface".

[12]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[13]
IETF RFC 2396: "Uniform Resource Identifiers (URI): Generic Syntax".

[14]
IETF RFC 2486: "The Network Access Identifier".

[15]
IETF RFC 3966: "The tel URI for Telephone Numbers".
[16]
IETF RFC 3761 (April 2004): "The E.164 to Uniform Resource Identifiers (URI) Dynamic Delegation Discovery System (DDDS) Application (ENUM)".

[16a]
IETF RFC 3041: "Privacy Extensions for Stateless Address Autoconfiguration in IPv6".

[17]
ITU Recommendation G.711: "Pulse code modulation (PCM) of voice frequencies".

[18]
ITU Recommendation H.248: "Gateway control protocol".

[19]
3GPP TS 33.203: "Access Security for IP-based services".

[20]
3GPP TS 33.210: "Network Domain Security: IP network layer security".

[21]
3GPP TS 26.235: "Packet Switched Multimedia Applications; Default Codecs".

[22]
3GPP TR 22.941: " IP Based Multimedia Services Framework".

[23]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[24]
3GPP TS 23.003: "Technical Specification Group Core Network; Numbering, addressing and identification".

[25]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[26]
3GPP TS 32.260: "Telecommunication Management; Charging Management; IP Multimedia Subsystem (IMS) charging".

[27]
3GPP TS 22.071: "Technical Specification Group Services and System Aspects, Location Services (LCS); Service description, Stage 1".

[28]
3GPP TS 23.271: "Technical Specification Group Services and System Aspects, Functional stage 2 description of LCS".

[29]
3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL) Phase 3 - Stage 2".

[29a]
3GPP TS 22.340: "IMS Messaging; Stage 1".

[30]
3GPP TS 29.228 : "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents".
[31]
3GPP TS 23.240: "3GPP Generic User Profile - Architecture; Stage 2".
[32]
3GPP TS 22.250: "IP Multimedia Subsystem (IMS) group management"; Stage 1".
[33]
RFC 2766: "Network Address Translation-Protocol Translation (NAT-PT )".
[34]
RFC 2663: "IP Network Address Translator (NAT) Terminology and Considerations".
[35]
Void.
[36]
3GPP TS 23.141: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Presence Service".
[37]
3GPP TS 26.141: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs".
[38]
IETF RFC 3840: "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)" .

[39]
IETF RFC 3323 (2002): "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[40]
IETF RFC 3325 (2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Network".
[41]
IETF RFC 3312 (October 2002): "Integration of resource management and Session Initiation Protocol (SIP)" .
[42]
IETF RFC 3841: "Caller Preferences for the Session Initiation Protocol (SIP )".

[43]
IETF RFC 3428 (2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".

[44]
IETF RFC 3263: "Session Initiation Protocol (SIP): Locating SIP Servers".
[45]
IETF draft, draft-ietf-mmusic-ice-09: "Interactive Connectivity Establishment (ICE): A Methodology for Network Address Translator (NAT) Traversal for Offer/Answer Protocols", March 29, 2006.

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[46]
IETF draft, draft-ietf-behave-turn-01: "Obtaining Relay Addresses from Simple Traversal of UDP Through NAT (STUN)", February 27, 2006.

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[47]
IETF draft, draft-ietf-behave-rfc3489bis-04: "Simple Traversal of User Datagram Protocol (UDP) Through Network Address Translators (NAT) (STUN)", July 17, 2006.

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[48]
IETF draft, draft-ietf-sip-outbound-04: "Managing Client Initiated Connections in the Session Initiation Protocol (SIP)", December, 2006.

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[49]
IETF draft, draft-ietf-sip-gruu-08: "Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)", June 2006.

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[50]
IETF draft, draft-ietf-sipping-gruu-reg-event-06: "Registration Event Package Extension for Session Initiation Protocol (SIP) Globally Routable User Agent URIs (GRUU)", November 2006.

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[51]
IETF draft, draft-ietf-behave-nat-udp-07: "NAT Behavioural Requirements for Unicast UDP", May 31, 2006

Editor's note:
The reference to the above document shall be replaced by the corresponding RFC reference when the draft reaches RFC status.
[52]
3GPP TS 23.279: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services; Stage 2".

[53]
3GPP TS 22.173: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; IMS Multimedia Telephony Service and supplementary services; Stage 1".

[54]
3GPP TS 23.203: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Policy and Charging Control architecture".
[55]
3GPP TS 22.016: “3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; International Mobile station Equipment Identities (IMEI)”.
****End 1st Change****
****2nd Change****
3.2
Symbols

For the purposes of the present document the following symbols apply:

Cx
Reference Point between a CSCF and an HSS.

Dx
Reference Point between an I‑CSCF and an SLF.

Gi
Reference point between GPRS and an external packet data network
Gm
Reference Point between a UE and a P‑CSCF.

ISC
Reference Point between a CSCF and an Application Server.
Iu
Interface between the RNS and the core network. It is also considered as a reference point.
Ix
Reference Point between IBCF and TrGW
Le
Reference Point between an AS and a GMLC

Ma
Reference Point between an AS and an I-CSCF

Mb
Reference Point to IPv6 network services.

Mg
Reference Point between an MGCF and a CSCF.

Mi
Reference Point between a CSCF and a BGCF.

Mj
Reference Point between a BGCF and an MGCF.

Mk
Reference Point between a BGCF/IMS ALG and another BGCF.

Mm
Reference Point between a CSCF/BGCF/IMS ALG and an IP multimedia network.

Mr
Reference Point between an CSCF and an MRFC.

Mw
Reference Point between a CSCF and another CSCF.
Mx
Reference Point between a CSCF/BGCF and IBCF
Sh
Reference Point between an AS (SIP‑AS or OSA‑CSCF) and an HSS.

Si
Reference Point between an IM-SSF and an HSS.

Ut
Reference Point between UE and an Application Server.
3.3
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

AMR
Adaptive Multi-rate

API
Application Program Interface

AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Charging Data Record

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

ENUM
E.164 Number

GGSN
Gateway GPRS Support Node
GLMS
Group and List Management Server
GMLC
Gateway Mobile Location Centre

GRUU
Globally Routable User Agent URI

GUP
Generic User Profile

HSS
Home Subscriber Server

IBCF
Interconnection Border Control Function
I‑CSCF
Interrogating‑CSCF
IETF
Internet Engineering Task Force

IM
IP Multimedia
IMEI
International Mobile Equipment Identity
IMEISV
International Mobile Equipment Identity Software Version
IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

ISDN
Integrated Services Digital Network

ISIM
IMS SIM

ISP
Internet Service Provider

ISUP
ISDN User Part

IWF
Interworking Function
MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

OSA
Open Services Architecture

P‑CSCF
Proxy‑CSCF
PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function
PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PLMN
Public Land Mobile Network

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RFC
Request for Comments

SCS
Service Capability Server

S‑CSCF
Serving‑CSCF
SDP
Session Description Protocol

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway

TAS
Telephony Application Server

THIG
Topology Hiding Inter-network Gateway

TrGW
Transition Gateway

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM
****End 2nd Change****
****3rd Change****
4.3
Naming and addressing concepts

4.3.1
Address management

The mechanisms for addressing and routing for access to IM CN subsystem services and issues of general IP address management are discussed in TS 23.221 [7].

When a UE is assigned an IPv6 prefix, it can change the global IPv6 address it is currently using via the mechanism defined in RFC 3041 [16a], or similar means. When a UE is registered in the IM CN Subsystem with an IP address, any change to this IP address that is used to access the IM CN subsystem will result in dropping the active SIP dialogs, and shall trigger automatic registration. This automatic registration updates the UE's IP address and security association. To avoid disruption of ongoing IM CN subsystem services, the UE should not change the IP address that it uses to access the IM CN subsystem while engaged in active SIP dialogs (e.g. INVITE or SUBSCRIBE-NOTIFY dialogs).

4.3.2
Void

Figure 4.4: Void
4.3.2a
Identification of Mobile Equipment

The UE shall have one Instance Identifier [48].If the UE is configured with the IMEISV the Instance identifier shall contain the IMEISV. 

If no IMEISV is configured but the UE is configured with the IMEI [24] the Instance identifier shall contain the IMEI.  

If neither the IMEISV or IMEI is configured in the UE then another appropriste identifier shall be used for the instance identifier. 

It shall be possible for the home or visted network operator to validate the instance identifier for example, for Registration, Authorisation and sesson initation [55]. 
-
The Instance Identifier shall be contained in all Registration requests, (including Re-registration and De-registration requests) passed from the UE to the home network.

-
The Instance Identifier is a unique global identity.
-
The Instance Identifier shall be permanently allocated to the mobile equipment (it is not a dynamic identity)..

-
The Instance Identifier may be present in charging records based on operator policies.

-
The Instance Identifier may based upon operator policy, be validated, during registration of the user, (including re-registration and de-registration), session origination, session termination and during an ongoing session.

4.3.3
Identification of users
4.3.3.0
General

There are various identities that may be associated with a user of IP multimedia services. This section describes these identities and their use.

4.3.3.1
Private user identities

Every IM CN subsystem user shall have one or more Private User Identities. The private identity is assigned by the home network operator, and used, for example, for Registration, Authorisation, Administration, and Accounting purposes. This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC 2486 [14]. It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

-
The Private User Identity is not used for routing of SIP messages.

-
The Private User Identity shall be contained in all Registration requests, (including Re-registration and De-registration requests) passed from the UE to the home network.

-
An ISIM application shall securely store one Private User Identity. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application.

-
The Private User Identity is a unique global identity defined by the Home Network Operator, which may be used within the home network to identify the user's subscription (e.g. IM service capability) from a network perspective. The Private User Identity identifies the subscription, not the user.

-
The Private User Identity shall be permanently allocated to a user's subscription (it is not a dynamic identity), and is valid for the duration of the user's subscription with the home network.

-
The Private User Identity is used to identify the user's information (for example authentication information) stored within the HSS (for use for example during Registration).

-
The Private User Identity may be present in charging records based on operator policies.

-
The Private User Identity is authenticated only during registration of the user, (including re-registration and de-registration).

-
The HSS needs to store the Private User Identity.

-
The S‑CSCF needs to obtain and store the Private User Identity upon registration and unregistered termination.

4.3.3.2
Public user identities

Every IM CN subsystem user shall have one or more Public User Identities (see TS 22.228 [8]). The Public User Identity/identities are used by any user for requesting communications to other users. For example, this might be included on a business card.

-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have.

-
The Public User Identity/identities shall take the form of a SIP URI (as defined in RFC 3261 [12] and RFC 2396 [13]) or the "tel:"-URI format RFC 3966 [15].

-
An ISIM application shall securely store at least one Public User Identity (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the ISIM application.

-
A Public User Identity shall be registered either explicitly or implicitly before originating IMS sessions and originating IMS session unrelated procedures can be established by a UE using the Public User Identity. Subscriber-specific services for unregistered users may nevertheless be executed as described in section 5.6.5.
-
It shall be possible to identify Public User Identities of a user that are linked to the same service profile and have the exact same service configuration for each and every service (i.e. "alias" Public User Identities). For such a group of Public User Identities, operations that enable changes to the service profile shall apply to all the Public User Identities within the group. This grouping information shall be made available to the HSS, AS, and UE. The information about the Public User Identities of the users that are linked to the same service profile shall be able to be provisioned in the HSS. It shall be possible to make this information available to the AS via the Sh interface, and that Sh operations are applicable to all of the IMPUs within the same service profile. It shall be possible to make this information available to the UE via the Gm interface.

NOTE:
This information is made available to the SIP-AS via the ISC interface.

-
When the Public User Identities of a user that are linked to the same service profile are considered to have the exact same service configuration for each and every service (i.e. are considered to be "aliases"), the Public User Identities shall be contained within the same implicit registration set.

NOTE:
An implicit registration set may contain Public User Identities of more than one service profile.

-
A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and terminating IMS session unrelated procedures can be delivered to the UE of the user that the Public User Identity belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as described in chapter 5.12.

-
It shall be possible to register globally (i.e. through one single UE request) a user that has more than one public identity via a mechanism within the IP multimedia CN subsystem (e.g. by using an Implicit Registration Set). This shall not preclude the user from registering individually some of his/her public identities if needed.

-
Public User Identities are not authenticated by the network during registration.

-
Public User Identities may be used to identify the user's information within the HSS (for example during mobile terminated session set-up).

4.3.3.2a
Globally Routable User Agent URI (GRUU)

A Globally Routable User Agent URI (GRUU) is an identity that identifies a unique comnbination of Public User Identity and UE instance that allows a UE to address a SIP request to a specific Public User Identity UE combination instance, as opposed to a Public User Identity, in order to ensure that the SIP request is not forked to another registered UE of the same Public User Identity. It shall be possible for the IM CN subsystem to support the capability for IMS UEs to obtain GRUUs when performing IMS registration, exchange GRUUs using SIP requests and responses and use GRUUs to address SIP requests to specific UEs according to draft-ietf-sip-gruu [49].

4.3.3.2a.1
Architecture Requirements

The following architectural requirements shall apply to support of GRUU in the IMS:

1.
A GRUU shall be registered in the IMS network with a unique combination of specific Public User Identity and UE.

2.
If a UE supports GRUU, it shall indicate support for a GRUU that is associated with a specific Public User Identity at the time of registration of the Public User Identity. A single instance ID should be assigned by the UE regardless of the number of IP-CANs interfacing with the UE.

3.
The IMS network shall be able to receive an indication of support for GRUU for a specific Public User Identity at a specific UE instance and be able to generate such a GRUU and send it back to the UE that indicated for GRUU.

NOTE:
The UE may have a registration request that indicates GRUU support, but the GRUU will not be returned if IMS network does not support generatation of GRUUs.

4.
When the IMS network receives indication of GRUU support for a specific Public User Identity from the UE during a registration request, the IMS network shall also generate GRUUs for all implicitly registered Public User Identities belonging to the same implicit registration set.  The IMS network shall communicate all these other GRUUs to the UE.

5.
Registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same S-CSCF.

6.
The IMS network will be able to generate a GRUU for any UE registered with a valid SIP URI.

7.
The IMS network shall generate the same GRUU for a given Public User Identity and Instance Identifier combination.

8.
The IMS network shall be able to derive the Public User Identity directly from the GRUU.  The public user identity derived from the GRUU used to identify the contact address of the sender shall be same as the public user identity used to identify the initiator or an associated Public User Identity. If the URI in the SIP Contact header of the sender carries a parameter indicating that it is a GRUU but does not comply with the stated requirement or if there is no registration corresponding to the GRUU, then the IMS network should reject the request.

9.
The IMS network shall be able to route requests destined to a GRUU to the UE instance registered with that GRUU. 

10.
The IMS network shall not fork SIP requests addressed to a GRUU to separate UEs.

11.
A UE that is capable of supporting GRUUs shall be able to differentiate between a GRUU and a Public User Identity.

12.
A UE shall be able to establish a session or non-session related communication with another UE using a GRUU.

13.
A UE supporting GRUUs shall be able to inter-work with an IMS network not supporting GRUUs.

14.
A UE supporting GRUUs shall be able to inter-work with a UE not supporting GRUUs per draft-ietf-sip-gruu [XX].

15.
A UE or network that supports GRUUs shall not negatively affect networks or UEs that do not support GRUUs. 

16.
It shall be possible to define iFCs that match the Public User Identity part of a GRUU.

17.
It shall be possible for iFCs to determine whether the Request URI of a message contains a GRUU, and then trigger to application servers that are only applicable for GRUUs.

18.
It shall be possible to provide terminating services to a GRUU associated with a currently unregistered subscriber.

NOTE:
The network may not be able to validate the unregistered GRUU of a currently unregistered or registered subscriber, such that operator policy might restrict the services available to the GRUU under these conditions.

19.
It shall be possible to apply same level of privacy irrespective whether GRUU is used or not.

****End 3rd Change****
****4th Change****
4.6.3
Serving‑CSCF
The Serving‑CSCF (S‑CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator's network, different S‑CSCFs may have different functionalities. The functions performed by the S‑CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (e.g. HSS).

-
When a registration request includes an Instance ID with the contact being registered and indicates support for GRUU, the S-CSCF shall assign a unique GRUU to the combination of Public User Identity and Instance ID.

-
If a registration request indicates support for GRUU, the S-CSCF shall return the GRUU assigned to each currently registered Instance ID.

-
The S-CSCF shall notify subscribers about registration changes, including the GRUUs assigned to registered instances.

Shall have the ability to validate the received Instance ID to determine if the registration shall be allowed or not.
Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User Identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)
Shall have the ability to validate the received Instance ID to determine if the Session-related / session-unrelated flow shall be allowed or not.
-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the entry point for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward the SIP request or response to that entry point.


If a GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity encapsulated in the GRUU belongs to the same service profile.

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I‑CSCF within the operator's network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
In case the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc…);

-
Process and proceed with the request even if the user on whose behalf the AS had generated the request is unregistered. If the user is unregistered, the S-CSCF shall execute any unregistered origination service logic on behalf of the user before forwarding requests from an AS.
-
Process and proceed with other requests to and from the user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P‑CSCF.
-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in RFC 3312 [41].
NOTE:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be founf in Section 4.14 and Annex I.

Based on local configuration, the S‑CSCF may be provisioned as the contact point within an operator's network for transit IMS scenarios and may perform transit routing functions (see clause 5.19).

Charging and resource utilisation:

-
Generation of CDRs

****End 4th Change****
****5th Change****
5.2.2
Registration flows

5.2.2.1
Requirements to consider for registration

The additional requirement for the registration information flow for this section is:

1.
A Serving‑CSCF is assigned at registration, this does not preclude additional Serving‑CSCFs or change of CSCF at a later date. Procedures for use of additional CSCFs are not standardised in this release.

5.2.2.2
Assumptions

The following are considered as assumptions for the registration procedures as described in subclause 5.3.2.3:

1.
IP-CAN bearer is already established for signalling and a mechanism exists for the first REGISTER message to be forwarded to the proxy.

2.
The I‑CSCF shall use a mechanism for determining the Serving‑CSCF address based on the required capabilities. The I‑CSCF obtains the name of the S‑CSCF from its role as an S‑CSCF selector (Figure 5.1) for the determination and allocation of the Serving‑CSCF during registration.

3.
The decision for selecting the S‑CSCF for the user in the network is made in the I‑CSCF.

4.
A role of the I‑CSCF is the S‑CSCF selection.

In the information flows described in subclauses 5.2.2.3 and 5.2.2.4, there is a mechanism to resolve a name and address. The text in the information flows indicates when the name-address resolution mechanism is utilised. These flows do not take into account security features such as user authentication. The description of the impact of IMS security features is done in TS 33.203 [19].

5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered
1.
After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned the I‑CSCF shall perform the new S‑CSCF selection function based on the capabilities returned.
If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.

The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF shall store the P‑CSCF Network ID information.  The S-CSCF based upon operator policy, validates the received Instance Identifier with the EIR to determine if the registration shall be allowed or rejected.   
6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS.
7.
The HSS shall store the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S‑CSCF. The S‑CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S‑CSCF.

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.
9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU) to the I‑CSCF.

10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU) to the UE.

5.2.2.4
Re-Registration information flow – User currently registered

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. A re-registration procedure can also be initiated when the capabilities of the UE have changed. Re-registration follows the same process as defined in subclause 5.2.2.3 "Registration Information Flow – User not registered". When initiated by the UE, based on the registration time established during the previous registration, the UE shall keep a timer shorter than the registration related timer in the network.

NOTE 1: if the UE does not re-register, any active sessions may be deactivated.
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Figure 5.2: Re-registration - user currently registered

1.
The UE initiates a re-registration. For periodic registration, the UE initiates a re-registration prior to expiry of the agreed registration timer. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, capability information, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query information flow to the HSS (Public User Identity, Private User Identity and P‑CSCF network identifier).
4.
The HSS shall check whether the user is registered already and return an indication indicating that an S‑CSCF is assigned. The Cx-Query Resp (indication of entry contact point, e.g. S‑CSCF) is sent from the HSS to the I‑CSCF.
5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.


The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE.  The  S-CSCF based upon operator policy, validates the received Instance Identifier with the EIR to determine if the registration shall be allowed or rejected.   
6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS. Note: Optionally as an optimisation, the S‑CSCF can detect that this is a re-registration and omit the Cx-Put/Cx-Pull request.

7.
The HSS shall stores the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull-Resp (user information) to the S‑CSCF. The S‑CSCF shall store the user information for that indicated user.

8.
Based on the filter criteria, the S‑CSCF shall send re-registration information to the service control platform and perform whatever service control procedures are appropriate.

9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU) to the I‑CSCF.

10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU) to the UE.
****End 5th Change****
****6th Change****
5.3.2
Network initiated de-registration
5.3.2.0
General

If an ungraceful session termination occurs (e.g. flat battery or mobile leaves coverage), when a stateful proxy server (such as the S‑CSCF) is involved in a session, memory leaks and eventually server failure can occur due to hanging state machines. To ensure stable S‑CSCF operation and carrier grade service, a mechanism to handle the ungraceful session termination issue is required. This mechanism should be at the SIP protocol level in order to guarantee access independence for the IM CN subsystem.

The IM CN subsystem can initiate a Network Initiated De-Registration procedures for the following reasons:

-
Network Maintenance.
Forced re-registrations from users, e.g. in case of data inconsistency at node failure, in case of UICC lost, etc. Cancelling the current contexts of the user spread among the IM CN Subsystem network nodes at registration, and imposing a new IM registration solves this condition.

-
Network/traffic determined.
The IM CN subsystem must support a mechanism to avoid duplicate registrations or inconsistent information storage. This case will occur when a user roams to a different network without de-registering the previous one. This case may occur at the change of the roaming agreement parameters between two operators, imposing new service conditions to roamers.

-
Application Layer determined.
 The service capability offered by the IM CN Subsystem to the Application Layers may have parameters specifying whether all IM CN subsystem registrations are to be removed, or only those from one or a group of terminals from the user, etc.

-
Subscription Management
The operator must be able to restrict user access to the IM CN subsystem upon detection of contract expiration, removal of IM subscription, fraud detection, etc. In case of changes in service profile of the user, e.g. the user subscribes to new services, it may possible that new S‑CSCF capabilities, which are required from the S‑CSCF, are not supported by the current S‑CSCF which has been assigned to the user. In this case, it shall be possible to actively change the S‑CSCF by using the network initiated de-registration by HSS procedure.
-
Instance ID validation failure

Operator policy dictates when Instance ID validation is to take place.  If the result of the validation is “Black Listed” or “Unknown Equipment” then the IM CN shall support a mechanism to de-register the user.
The following sections provide scenarios showing SIP application de-registration. Note that these flows have avoided the strict use of specific SIP protocol message names. This is in an attempt to focus on the architectural aspects rather than the protocol.

Two types of network-initiated de-registration procedures are required:

-
To deal with registrations expirations.

-
To allow the network to force de-registrations following any of the approved possible causes for this to occur.

5.3.2.1
Network Initiated Application (SIP) De-registration, Registration Timeout

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on a registration timeout. A timer value is provided at initial registration and is refreshed by subsequent re-registrations. The flow assumes that the timer has expired. The locations (home or visited network) of the P‑CSCF and S‑CSCF are not indicated as the scenario remains the same for all cases.
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Figure 5.4: Network initiated application de-registration, registration timeout

1.
The registration timers in the P‑CSCF and in the S‑CSCF expire. The timers are assumed to be close enough that no external synchronisation is required. The P‑CSCF updates its internal databases to remove the Public User Identity from being registered. It is assumed that any cleanup of IP-Connectivity Access Network resources will be handled by independent means.

2.
Based on the filter criteria, the S‑CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate. Service control platform removes all subscription information related to this specific Public User Identity.

3.
Based on operator choice the S‑CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear S‑CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name), and the Public User Identity is no longer considered registered in the S‑CSCF. In case the user has (originating – see 5.6.5, or terminating – see 5.12) services related to unregistered state, the S‑CSCF sends Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name) in order to keep the S‑CSCF name in the HSS for these services.

The HSS then either clears or keeps S‑CSCF name for that Public User Identity according to Cx-Put the request. If the S‑CSCF name is kept, then the HSS shall be able to clear the serving S‑CSCF name at any time.

4.
The HSS shall send Cx-Put Resp to the S‑CSCF to acknowledge the sending of Cx-Put.

5.3.2.2
Network Initiated Application (SIP) De-registration, Administrative
5.3.2.2.0
General

For different reasons (e.g., subscription termination, lost terminal, Instance Identifier blacklistedetc.) a home network administrative function may determine a need to clear a user's SIP registration. This function initiates the de-registration procedure and may reside in various elements depending on the exact reason for initiating the de-registration.

One such home network element is the HSS, which already knows the S‑CSCF serving the user and that for this purpose makes use of the Cx-Deregister. Another home network element that could initiate the de-registration is the S‑CSCF, in which case it makes use of the Cx-Put to inform the HSS. Other trusted/secured parties may also initiate de-registration to the S‑CSCF.

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on an administrative action for example. The IP transport infrastructure is not notified. If complete packet access is to be denied, a transport layer administrative mechanism would be used. This scenario does not address the administrative mechanisms used for updating any subscriber records, EIR records, access authorisation, etc. This scenario only addresses the specific action of clearing the SIP application registration that is currently in effect.

As determined by the operator, on-going sessions may be released by using network initiated session release procedures in Section 5.10.3.

****End 6th Change****
****7th Change****
5.6
Origination procedures
5.6.0
General

This section presents the detailed application level flows to define the Procedures for session originations.

The flows presented in the section assume the use of Policy and Charging Control.
The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving‑CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P‑CSCF) associated with it. This P‑CSCF performs resource authorisation, and may have additional functions in handling of emergency sessions. The P‑CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P‑CSCF determines the next hop toward the Serving‑CSCF. This next hop is to the S‑CSCF in the home network (MO#1). These next-hop addresses could be IPv6 addresses, or could be names that are translated via DNS to an IPv6 address.

Sessions originated in the PSTN to a destination in an IMS network are a special case of the Origination procedures. The MGCF uses H.248 [18] to control a Media Gateway, and communicates with the SS7 network. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S‑CSCF.

5.6.1
(MO#1) Mobile origination, roaming

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, P‑CSCF knows the name/address of the next hop in the signalling path toward the serving‑CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1.
UE sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE.

This next hop is either the S‑CSCF that is serving the visiting UE.

3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity encapsulated in the GRUU belongs to the same service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.  The S-CSCF based upon operator policy, validates the received Instance Identifier with the EIR to determine if the session establishment shall be allowed or rejected.  
4.
S‑CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF.

7.
P‑CSCF authorises the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PCRF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 7) again.

10.
After determining the needed resources in step 8, UE initiates the reservation procedures for the resources needed for this session.

11.
P‑CSCF forwards the Response Confirmation to S‑CSCF.

12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P‑CSCF validates that the resources are allowed to be used.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

22-24.
Terminating end point may generate ringing and it is then forwarded via the session path to the UE.

25.
UE indicates to the originating user that the destination is ringing

26.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

27.
S‑CSCF sends a SIP 200-OK final response along the signalling path back to P‑CSCF.

28.
P‑CSCF indicates the resources reserved for this session should now be approved for use.

29.
P‑CSCF sends a SIP 200-OK final response to the session originator

30.
UE starts the media flow(s) for this session

31-33.
UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

5.6.2
(MO#2) Mobile origination, home
This origination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedure described in section 5.1.1. During registration, the home network allocates an S‑CSCF in the home network.
When registration is complete, P‑CSCF knows the name/address of S‑CSCF.
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Figure 5.15: Mobile origination procedure - home

Procedure MO#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S‑CSCF in the home network.

3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity encapsulated in the GRUU belong to the same service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.  The S-CSCF based upon operator policy, validates the received Instance Identifier with the EIR to determine if the session establishment shall be allowed or rejected.  
4.
S‑CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF
7.
P‑CSCF authorises the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint.

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PCRF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 7) again.

10.
UE initiates resource reservation for the offered media.

11.
P‑CSCF forwards this message to S‑CSCF
12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-14.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the PCSCF authorises the media.

15.
PCSCF forwards the answered media towards the UE.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF again authorizes that the resources are allowed to be used.

22-24.
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S‑CSCF per the S-S procedure. It is sent from there toward the originating end along the signalling path.

25.
UE indicates to the originating user that the destination is ringing.

26-27.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response along the signalling path to the originating end, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

28.
P‑CSCF indicates the resources reserved for this session should now be approved for use.

29.
P‑CSCF passes the 200-OK response back to UE

30.
UE starts the media flow(s) for this session.

31-33.
UE responds to the 200 OK with an ACK message which is sent to P‑CSCF and passed along the signalling path to the terminating end.

 ****End 7th Change****
****8th Change****
NEW ONE I ADDED
5.11.6
Session Transfer Procedures
5.11.6.0
General

This section gives information flows for the procedures for performing session transfers. This is presented in two steps: first a basic primitive that can be used by endpoints to cause a multi-media session to be transferred, and second the procedures by which this primitive can be used to implement some well-known session-transfer services.

5.11.6.1
Refer operation

The refer primitive is an information flow indicating a "Refer" operation, which includes a component element "Refer-To" and a component element "Referred-By". The end point receiving a referral may be UE#1 as shown in the example flow in figure 5.42 or it may be any other type of originating entity as defined in subclause 5.4a. The referring endpoint may be either UE#2 as shown, an Application Server or a non-IMS network SIP client. The referred-to destination may be UE#F as shown in figure 5.42 or it may be any other type of terminating entity as defined in subclause 5.4a. Only the scenario in which a call from the first UE is referred by a second UE to a third UE is shown.

An information flow illustrating this is as follows:
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Figure 5.42: Refer operation

Step-by-step description of the information flow:

1.
A multi-media session is assumed to already exist between UE#1 and UE#2, established either as a basic session or by one of the supplemental services described in this subclause.

2.
UE#2 sends the Refer command to P‑CSCF#2, containing "Refer-To" UE#F and "Referred-By" UE#2. If UE#2 knows the GRUU of UE#F and desires to reach a particular instance of UE#F, the "Refer-To" contains the GRUU of UE#F otherwise the "Refer-To" contains the Public User Identity of UE#F.
3.
P‑CSCF#2 forwards the message to S‑CSCF#2

4.
S‑CSCF#2 invokes whatever service logic is appropriate for this request. If UE#2 does not subscribe to a transfer service, service logic may reject the request. If S‑CSCF#2 service logic requires that it remain on the path for the subsequent request, the service logic generates a private URI, addressed to itself, the "Refer-To" value in the request with the private URI.

5.
S‑CSCF#2 forwards the message to S‑CSCF#1

6.
S‑CSCF#1 invokes whatever service logic is appropriate for this request. To hide the identities of UE#2 and UE#F, S-CSCF#1 service logic stores the "Refer-To" and "Referred-By" information and replaces them with private URIs.

7.
S‑CSCF#1 forwards the message to P‑CSCF#1

8.
P‑CSCF#1 forwards the message to UE#1

9.
UE#1 initiates a new multi-media session to the destination given by the "Refer-To", which may either be a URI for UE#F, a private URI pointing to S-CSCF#2, or a private URI pointing to S‑CSCF#1.

10.
P‑CSCF#1 forwards the INVITE request to S‑CSCF#1

11.
S‑CSCF#1 retrieves the destination information for the new session, and invokes whatever service logic is appropriate for this new session.  The S-CSCF#1 based upon operator policy,validates the received Instance Identifier with the EIR to determine if the INVITE shall be allowed or rejected.
12.
S‑CSCF#1 determines the network operator addressed by the destination URI, and forwards the INVITE to either S‑CSCF#F or S‑CSCF#2 (actually I‑CSCF#F or I‑CSCF#2, the public entry points for S‑CSCF#F and S‑CSCF#2, respectively). If S‑CSCF#1 forwards the INVITE to S-CSCF#F, the procedure continues with step #14, bypassing step #13.
13.
S‑CSCF#2 decodes the private URI destination, and determines the final destination of the new session. It determines the network operator addressed by the destination URI. The request is then forwarded onward to S‑CSCF#F as in a normal session establishment

14.
S‑CSCF#F invokes whatever service logic is appropriate for this new session, and forwards the request to P‑CSCF#F

15.
P‑CSCF#F forwards the request to UE#F

16-21.
The normal session establishment continues through bearer establishment, optional alerting, and reaches the point when the new session is accepted by UE#F. UE#F then sends the 200-OK final response to P‑CSCF#F, which is forwarded through S‑CSCF#F, S‑CSCF#2 (optionally), S‑CSCF#1, P‑CSCF#1, to UE#1. At this point a new session is successfully established between UE#1 and UE#F.

22-26.
The Refer request was successful, and UE#1 sends a 200-OK final response to UE#2. This response is sent through P‑CSCF#1, S‑CSCF#1, S‑CSCF#2, P‑CSCF#2, and to UE#2.

27-31.
UE#2 clears the original session with UE#1 by sending the BYE message. This message is routed through P‑CSCF#2, S‑CSCF#2, S‑CSCF#1, P‑CSCF#1, to UE#1.

32-36.
UE#1 acknowledges the BYE and terminates the original session. It responds with the 200-OK response, routed through P‑CSCF#1, S‑CSCF#1, S‑CSCF#2, P‑CSCF#2, to UE#2.

NOTE:
The last BYE message to clear the original session can be issued either by UE#1 or by UE#2.

****End 8th Change****
****9th Change****
5.16
IMS messaging concepts and procedures
5.16.0
General

This clause describes architectural concepts and procedures for providing Messaging in the IM CN Subsystem. The service enablers for Messaging and possible reuse of IMS service enablers within this context as well security and charging expectations, addressing, privacy, content handling and limitations, filtering, media types and message lengths, etc. are to be further studied.

Any ISIM related architectural requirements would be studied as part of overall IMS Messaging.

5.16.1
Immediate Messaging
5.16.1.0
General

This sub-clause describes architectural concepts and procedures for fulfilling the requirements for Immediate Messaging described in TS 22.340 [29a].

5.16.1.1
Procedures to enable Immediate Messaging
5.16.1.1.0
General

IMS users shall be able to exchange immediate messages with each other by using the procedure described in this sub-clause. This procedure shall allow the exchange of any type of multimedia content (subject to possible restrictions based on operator policy and user preferences/intent), for example but not limited to:
-
Pictures, video clips, sound clips with a format defined by TS 26.141 [37]

If the message size exceeds the size limit for MESSAGE requests, the UE shall use alternative means to deliver the content of the Immediate Message. Session based messaging specified in subclause 5.16.2 provides such means.

RFC 3428[43] presents guidelines for the selection of transport mechanism for an Immediate Message. The message size limitations described above are meant to be applicable for Immediate Messages sent over end-to-end congestion safe transport, i.e. are not necessarily equal to the limitations specified for MESSAGE over congestion-unsafe transport by RFC 3428 [43].
NOTE:
The actual size limit is part of stage-3 design.

If the size limit for a terminating MESSAGE request is exceeded, the network may refuse the request or respond to the sender with an indication that the size of the message is too large.

The sender UE can include an indication in the message regarding the length of time the message will be considered valid.
5.16.1.1.1
Immediate messaging procedure to registered Public User Identity
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Figure 5.47: Immediate Messaging procedure to registered Public User Identity

1.
UE#1 generates the multimedia content intended to be sent to UE#2.

2.
UE#1 sends the MESSAGE request to P‑CSCF#1 that includes the multimedia content in the message body.

3.
P‑CSCF#1 forwards the MESSAGE request to S‑CSCF#1 along the path determined upon UE#1's most recent registration procedure.

4.
Based on operator policy S‑CSCF#1 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable, the received Instance Identifier after validation with the EIR is determined to be not allowed (blacklisted or not whitelisted) or unknown. S‑CSCF#1 invokes whatever service control logic is appropriate for this MESSAGE request. This may include routing the MESSAGE request to an Application Server, which processes the request further on.

5.
S-CSC#1 forwards the MESSAGE request to I‑CSCF#2.

6.
I‑CSCF#2 performs Location Query procedure with the HSS to acquire the S‑CSCF address of the destination user (S‑CSCF#2).

7.
I‑CSCF#2 forwards the MESSAGE request to S‑CSCF#2.

8.
Based on operator policy S‑CSCF#2 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable. S‑CSCF#2 invokes whatever service control logic is appropriate for this MESSAGE request. This may include routing the MESSAGE request to an Application Server, which processes the request further on.
For example, the UE#2 may have a service activated that blocks the delivery of incoming messages that fulfil criterias set by the user. The AS may then respond to the MESSAGE request with an appropriate error response.

9.
S‑CSCF#2 forwards the MESSAGE request to P‑CSCF#2 along the path determined upon UE#2's most recent registration procedure.

10.
P‑CSCF#2 forwards the MESSAGE request to UE#2. After receiving the MESSAGE UE#2 renders the multimedia content to the user.

11–16.
UE#2 acknowledges the MESSAGE request with a response that indicates that the destination entity has received the MESSAGE request. The response traverses the transaction path back to UE#1.

5.16.2.2.2
Session based messaging procedure using multiple UEs

Session based messaging between more than two UEs require the establishment of a session based messaging conference.
Within session based messaging conferences including multiple UEs (e.g. multiparty chat conferences) an MRFC/MRFP or an IMS AS shall be used to control the media resources.
When MRFC/MRFP are used, then conferencing principles are used to provide the chat service:

-
MRFP must be able to establish message connections with all involved parties.

-
MRFC/MRFP must be able to receive messages from conference participants and to distribute messages to all or some of the participants.

-
In order to enable the UE managing information related to the session based messaging conference the MRFC may be co-located with an IMS AS.
-
MRFC/MRFP roles and interactions with an AS are described in more detail in chapters 4.7 and 5.14.1 and 5.14.2.
-
The interface for session based messaging between MRFC and MRFP is not standardised in this release. When an AS is used, then the IMS service control architecture is used to provide the chat service. Both signalling and user plane are then supported by the AS. For more details, see section 4.2.

The following flow shows the originating session based messaging set up using an intermediate server for a chat service. In this case the intermediate chat server is addressed by the UE#1 using a PSI. It is assumed that UE#1 is the first UE entering the chat session.

NOTE:
Interactions between MRFC and MRFP are not shown in the flows below since these interactions are not standardized. An optional ringing response from MRFC/AS to the UE is not shown in the following procedure.
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Figure 5.48b: Session based messaging using a chat server

1.
UE #1 sends the SIP INVITE request addressed to a conferencing or chat PSI to the P‑CSCF. The SDP offer indicates that UE#1 wants to establish a message session and contains all necessary information to do that. The SDP offer may indicate the maximum message size UE#1 accepts to receive.

2.
P‑CSCF forwards the INVITE request to the S‑CSCF.

3.
S‑CSCF may invoke service control logic for UE#1. The S-CSCF based upon operator policy,validates the received Instance Identifier with the EIR to determine if the INVITE shall be allowed or rejected.
4.
S‑CSCF forwards the INVITE request to the MRFC/AS.

5., 6. and 8.
MRFC/AS acknowledges the INVITE with a 200 OK, which traverses back to UE#1. The 200 OK (Offer response) may indicate the maximum message size the host of the PSI accepts to receive.

7.
Based on operator policy P‑CSCF/PCRF may authorize the resources necessary for this session.

9.-11.
UE#1 acknowledges the establishment of the messaging session with an ACK towards MRFC/AS.

12.
UE#1 establishes a reliable end-to-end connection with MRFP/AS to exchange the message media.

13.
UE#1 sends a message towards MRFP/AS.

14.
MRFP/AS acknowledges the message.

A1.
Another UE (UE#2) sends an INVITE request addressed to the same conferencing or chat PSI. The initial SDP indicates that the UE wants to establish a message session and contains all necessary information to do that.

A2.
MRFC/AS acknowledges the INVITE request with a 200 OK.

A3.
UE#2 acknowledges the 200 OK with an ACK.

A4.
UE#2 establishes a reliable end-to-end connection with MRFP/AS to exchange the message media.
A5.
MRFP/AS forwards the message to all recipients, e.g. all participants in the chat room.

A6. The recipients acknowledge the message towards MRFP/AS.

B1. and C1.
Further INVITE requests from new possible participants may arrive at any time.

Further messages may be exchanged in either direction between the participating UEs using the established connection via the MRFC/MRFP or AS. The size of the messages exchanged within the session shall be within the size limits indicated by UE#1 and the host of the PSI respectively.
5.16.2.2.3
Session based messaging procedure with an intermediate node

The following procedure shows the originating session based messaging involving an intermediate node. An optional ringing response from AS to the UE or vice versa is not shown in the following procedure.
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Figure 5.48c: Session based messaging with an intermediate node

1.
UE#1 sends the SIP INVITE request addressed to UE#2, containing an initial SDP, to the P‑CSCF. The SDP offer may indicate the maximum message size UE#1 accepts to receive.

2.
The P‑CSCF forwards the INVITE request to the S‑CSCF along the path determined upon UE#1's most recent registration procedure.

3.
Based on operator policy the S‑CSCF may reject the INVITE request with an appropriate response e.g , the received Instance Identifier after validation with the EIR is determined to be not allowed (blacklisted or whitelisted) or unknown. S‑CSCF may invoke whatever service control logic is appropriate for this INVITE request. In this case the Filter Criteria trigger the INVITE request to be routed to an Application Server that acts as an intermediate node for the message session.

4.
The S‑CSCF forwards the INVITE request to the AS. The AS may modify the content of the SDP (such as IP address/port numbers). Based on operator policy the AS may either reject the session set-up or decrease the maximum message size indication.

5.
The AS sends the INVITE request to the S‑CSCF.

6.
The S‑CSCF forwards the INVITE request to the destination network. The destination network will perform the terminating procedure.
7–8.
UE#2 or AS in the terminating network accepts the INVITE request with a 200 OK response. The 200 OK response is forwarded by the S‑CSCF to the AS. The 200 OK (Offer response) may indicate the maximum message size UE#2 accepts to receive, possibly decreased by the AS.

9‑10.
The AS acknowledges the 200 OK response from the terminating network with an ACK, which traverses back to UE#2 or AS in the terminating network via the S‑CSCF.

11.
The AS initiates the establishment of a reliable end-to-end connection with UE#2 or the AS in the terminating network to exchange the message media. This step can take place in parallel with step 12.

12, 13 and 15.
The AS accepts the message session with a 200 OK response. The 200 OK response traverses back to UE#1.

14.
Based on operator policy P‑CSCF/PCRF may authorize the resources necessary for this session.

16‑18.
UE#1 acknowledges the 200 OK with an ACK, which traverses back to the AS.

19. UE#1 establishes a reliable end-to-end connection with the AS to exchange the message media.

20.
UE#1 generates the message content and sends it to the AS using the established message connection.

21.
The AS forwards the message content using the established message connection with the terminating network.
22.
UE#2 or AS in the terminating network acknowledges the message with a response that indicates the reception of the message. The response traverses back to the AS.

23.
The AS forwards the message response back to UE#1.

Further messages may be exchanged in either direction between UE#1 and the terminating network using the established message connection via the AS. The size of the messages exchanged within the session shall be within the size limits indicated by UE#1 and UE#2 respectively, possibly decreased by the AS.
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