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1.  Discussion
Two methods for recovery after an RNC failure in a Direct Tunnel environment have been discussed in an offline e-mail discussion after the SA2#55. The first method is SGSN initiated recovery where the SGSN updates all affected tunnels in GGSN after it has been notified by a restarted RNC. The second method is GGSN initiated recovery where SGSN avoids sending updates for all affected tunnels to GGSN to avoid overload of GGSN. Instead GGSN initiates an update of each tunnel only when and if it detects that an RNC has failed, e.g. if there are Error Indications returned on DL packets to an RNC. The latter method may give a less risk for overload in SGSN/GGSN as signalling between GGSN and SGSN only occurs for one PDP context at a time (when DL payload occurs) instead of for a large group of PDP contexts. 

Another possibility where the critical signalling between SGSN and GGSN at RNC failure is reduced completely  could be that the GGSN is provided with a fallback tunnel when a Direct Tunnel is invoked. If a GGSN experiences problems with an RNC (e.g. a returned Error Indication) it simply marks the Direct Tunnel as invalid and fallbacks to the other tunnel, which is to the SGSN. No extra GGSN-SGSN signalling is required and the SGSN may then buffer packets and invoke recovery as appropriate (e.g. re-establish RABs when RNC is has recovered). This should also work if GGSN marks a large group of Direct Tunnels as invalid at the same time, e.g. after finding out by Echo Requests that an RNC has failed.  
2.  Proposal

Evaluate this proposal as a possible compromise and way forward.
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