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*** Next change ***
5.10.1
Terminal initiated session release

The following flow shows a terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases). Furthermore, the flow also assumes that Policy and Charging Control is in use.
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Figure 5.22: Terminal initiated session release

1.
One party hangs up, which generates a message (Bye message in SIP) from the UE to the P‑CSCF.

2.
Steps 2 and 3 may take place before or after Step 1 and in parallel with Step 4. The UE initiates the release of the IP-CAN bearer. The IP-CAN releases the IP-CAN bearer. The IP network resources that had been reserved for the message receive path to the endpoint for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

3.
The IP-CAN responds to the UE's bearer release request.

4.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted

5.
The P‑CSCF sends a hangup to the S‑CSCF of the releasing party.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

8.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

9.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

10.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

11.
The P‑CSCF forwards the Hangup on to the UE.

12.
The terminal responds with an acknowledgement, the SIP OK message (number 200), that is sent back to the P‑CSCF.

13.
Steps 13 and 14 may be done in parallel with step 12. The UE initiates the release of the IP-CAN bearer.

14.
The IP-CAN releases the IP-CAN bearer. The IP network resources that were reserved for the message receive path to the endpoint for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

15.
The SIP OK message is sent to the S‑CSCF.

16.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing.

17.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing.

18.
The P‑CSCF of the releasing party forwards the OK to the UE.
*** Next change ***
5.10.2
PSTN initiated session release

The following flow shows a PSTN terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established to the PSTN from the Home Network (the visited network could be the Home network in this case). Furthermore, this flow assumes that Policy and Charging Control is used.
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Figure 5.23: PSTN initiated session release

1.
PSTN party hangs up, which generates an ISUP REL message to the MGCF.

2.
The MGCF sends a Hangup (Bye message in SIP) to the S‑CSCF to notify the terminal that the far end party has disconnected.

3.
Step 3 may be done in parallel with Step 2. Depending on the GSTN network type Step 3 may need to wait until after step 14. The MGCF notes the reception of the REL and acknowledges it with an RLC. This is consistent with the ISUP protocol.

4.
The MGCF requests the MGW to release the vocoder and ISUP trunk using the H.248/MEGACO Transaction Request (subtract). This also results in disconnecting the two parties in the H.248 context. The IP network resources that were reserved for the message receive path to the PSTN for this session are now released. This is initiated from the MGW. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

5.
The MGW sends an acknowledgement to the MGCF upon completion of step 4.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF forwards the Hangup to the P‑CSCF.

8.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

9.
The P‑CSCF forwards the Hangup to the UE.

10.
The terminal responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

11.
Steps 11and 12 may be done in parallel with step 10. The UE initiates the release of the IP-CAN bearer.

12.
The IP-CAN releases the IP-CAN bearer. The IP network resources that had been reserved for the message receive path to the endpoint for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

13.
The SIP OK message is sent to the S‑CSCF.

14.
The S‑CSCF forwards the message to the MGCF.
*** Next change ***
5.10.3.1
Network initiated session release - P‑CSCF initiated
5.10.3.1.0
General

This clause assumes that Policy and Charging Control is applied

The following flows show a Network initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases).

A bearer is removed e.g. triggered by a UE power down, due to a previous loss of coverage, or accidental/malicious removal, etc. In this case an IP-CAN session modification procedure (GW initiated) will be performed (see TS 23.203 [54]). The flow for this case is shown in Figure 5.26.

Other network initiated session release scenarios are of course possible.
5.10.3.1.1
Network initiated session release - P‑CSCF initiated – after removal of IP-Connectivity Access Network bearer
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Figure 5.26: Network initiated session release - P‑CSCF initiated – after removal of IP-CAN bearer

1.
A bearer related to the session is terminated. The P‑CSCF/PCRF receives an indication of IP-CAN bearer release.

2.
The P‑CSCF/PCRF removes the authorisation for resources related to the released bearer that had previously been issued for this endpoint for this session (see TS 23.203 [54]). It is optional for the P‑CSCF/PCRF to deactivate additional IP-CAN bearers (e.g. an IP-CAN bearer for chat could still be allowed). 
3.
The P‑CSCF decides on the termination of the session. For example, the P‑CSCF may decide to terminate the session if all IP-CAN bearers related to the same IMS session are deleted. In the event of the notification that the signalling transport to the UE is no longer possible, the P‑CSCF shall terminate any ongoing session with that specific UE.


If the P‑CSCF decides to terminate the session then the P‑CSCF/PCRF removes the authorisation for resources that has previously been issued for this endpoint for this session (see TS 23.203 [54]).

The following steps are only performed in case the P‑CSCF/PCRF has decided to terminate the session.

4.
The P‑CSCF generates a Hangup (Bye message in SIP) to the S‑CSCF of the releasing party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

7.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

9.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P‑CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

12.
Steps 12 and 13 may be done in parallel with step 11. The UE initiates the release of the IP-CAN bearer.

13.
The IP-CAN releases the IP-CAN bearer. The IP network resources that had been reserved for the message receive path to the UE for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S‑CSCF.

15.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

16.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.

5.10.3.1.2
Void
*** Next change ***
E.2.1.3
Application Level Signalling support for IMS services

In order to receive different level of support for application level signalling in a PDP context, the UE may choose one of the following options:

-
Include both the IM CN Subsystem Signalling Flag in the PCO IE and the Signalling Indication in the QoS IE in PDP context activation procedure. This indicates to the network (radio & core) the requirement of using the PDP context for application level signalling after it has been negotiated with the networks, to provide prioritised handling over the radio interface (as described in sub clause E.2.1.1), with rules and restrictions applied in the network (as described in sub clause E.2.1.2).
-
Include the IM CN Subsystem Signalling Flag in the PCO IE in the PDP context activation procedure. This indicates to the GPRS network the requirement of using PDP context for application level signalling with restricted handling as described in sub clause E.2.1.2, after it has been negotiated with the networks.

-
Utilize a general purpose PDP Context with a negotiated QoS profile (this includes the possibility of having the Signalling Indication in the QoS IE).
The IM CN Subsystem signalling flag is used to reference rules and restrictions on the PDP context used for application level signalling, as described in section E.2.2.
The Signalling Indication in QoS IE provides prioritised handling over the radio interface and is detailed in TS 23.107 [55] and TS 23.203 [54].

Depending on the operator's policy, one or more of the above combinations may be allowed in the GPRS network.
*** Next change ***
E.2.1a.1
Establishing PDP Context for IM CN Subsystem Related Signalling

It shall be possible for the UE to convey to the network the intention of using the PDP context for IM Subsystem related signalling. For this purpose it uses the mechanism described in TS 23.203 [54] and Application Level Signalling in sub clauses E.2.1.1, E.2.1.2 & E.2.1.3.
An IM CN Subsystem signalling flag determines any rules and restrictions that shall apply at the GGSN for that PDP context, these rules and restrictions are described in section 4.2.6. It shall not be possible to modify a general purpose PDP context into a dedicated PDP context for IM Subsystem related signalling and vice versa.

The IM CN subsystem signalling flag and the Signalling Indication in the QoS IE may be used independently of each other.
*** Next change ***
E.2.4
Network initiated session release - P‑CSCF initiated
E.2.4.0
General

In the event of loss of coverage, TS 23.060 [23] defines the Iu or RAB Release procedures. In case of PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s in up- and downlink direction. This is indicated to the P‑CSCF/PCRF by performing an IP-CAN session modification procedure (see TS 23.203 [54]) as shown in Figure E.2. This procedure also applies to PDP Contexts used for IMS SIP Signalling transport. For loss of coverage in case of other PDP contexts (background or interactive traffic class), the PDP context is preserved with no modifications and therefore no indication to the P‑CSCF/PCRF.
E.2.4.1
Network initiated session release - P‑CSCF initiated after loss of radio coverage
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Figure E.2: Network initiated session release - P‑CSCF initiated after loss of radio coverage

1.
In the event of loss of radio coverage for a PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s in up- and downlink direction. The P‑CSCF/PCRF receives an indication of PDP context modification. This also applies to PDP Contexts used for IMS SIP Signalling transport.
2.
It is optional for the P‑CSCF/PCRF to deactivate the affected bearer and additional IP bearers (e.g. an IP bearer for chat could still be allowed). If the P‑CSCF decides to terminate the session then the P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session (see TS 23.203 [54]).

3.
The P‑CSCF decides on the termination of the session. In the event of the notification that the signalling transport to the UE is no longer possible, the P‑CSCF shall terminate any ongoing session with that specific UE. If the P‑CSCF decides to terminate the session then the P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session (see TS 23.203 [54]).

The following steps are only performed in case the P‑CSCF/PCRF has decided to terminate the session.

4.
The P‑CSCF generates a Hangup (Bye message in SIP) to the S‑CSCF of the releasing party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

7.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

9.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P‑CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

12.
Steps 12 and 13 may be done in parallel with step 11. The UE initiates the release of the bearer PDP context.

13.
The GPRS subsystem releases the PDP context. The IP network resources that had been reserved for the message receive path to the UE for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S‑CSCF.

15.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

16.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.
*** End of changes ***
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