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6.3
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core >
The SAE-GW selection and IP address allocation procedures differ depending on whether host based mobility (i.e. Client MIP) or network based mobility (i.e. Proxy MIP) is used.

The SAE-GW is implicitly identified via a MIP HA identifier (e.g. IP address or FQDN) which is associated with the MIP HA functionality of that SAE-GW. For this reason, SAE-GW selection is used interchangeably with MIP HA selection.

NOTE: 
The text proposed below focuses on the non-roaming case. Further study is required for the roaming case.

NOTE: 
WLAN 3GPP IP Access is handled separately from other (trusted) non-3GPP IP accesses. The reason for this is that with WLAN 3GPP IP Access there is an intermediate authentication step, referred to as “tunnel authentication” (refer to Section 6.5.2 [currently in companion paper for this meeting S2-070347]).

6.3.1
SAE-GW Selection and IP address allocation with Proxy MIP

When Proxy MIP [PMIPv6] is used, the terminal perceives a Simple IP access service i.e. it is allocated a single IP address, which is referred to here as the Home Address (HoA). All IP mobility aspects are transparent to the UE.

6.3.1.1
Trusted Non-3GPP IP access (i.e. other than WLAN 3GPP IP Access)

From UE’s perspective, DHCP shall be the main mechanisms for dynamic IP address allocation (DHCPv4 and DHCPv6 for PMIPv4 and PMIPv6, respectively).

In the specific case of PMIPv6 it is also possible that UE obtains the IP address via stateless autoconfiguration (SLAAC). In this case the network prefix is obtained either during non-3GPP access authentication or via DHCPv6. The need for SLAAC in SAE context is FFS.

From the network perspective there are at least two possibilities for HoA assignment:

· It may be assigned by the HAAA server during non-3GPP access authentication;

· Alternatively, the HAAA server may return the IP address of a DHCP server which shall later be queried by the non-3GPP IP access on UE’s behalf.

In either case the UE is allocated the HoA at the end of the DHCP procedure.

The MIP HA is selected by the Home AAA (HAAA) server during non-3GPP access authentication and the MIP HA identifier is returned to the non-3GPP IP access.

6.3.1.2
WLAN 3GPP IP Access

With WLAN 3GPP IP Access the Proxy MIP Agent (PMA, as defined in [PMIPv6]) shall be collocated with the ePDG.

NOTE: 
Most of the text from Section 6.3.1.1 should also apply to WLAN 3GPP IP Access, but the details are left FFS.

6.3.2
SAE-GW Selection and IP address allocation with Client MIP

With CMIP there are two types of IP addresses: Care-of Address (CoA) and Home Address (HoA). In case of CMIPv4 further distinction is made between Foreign Agent CoA (FA-CoA) and collocated CoA (co-CoA).

6.3.2.1
Trusted Non-3GPP IP access (i.e. other than WLAN 3GPP IP Access)

The CoA shall be assigned by the non-3GPP IP access when the UE attaches to the non-3GPP IP access by using procedures which are specific to that non-3GPP IP access. The exact procedures for CoA allocation are out of the 3GPP standardisation scope. In case of CMIPv4 this applies to both FA-CoA and co-CoA.

The MIP HA may be selected by the Home AAA (HAAA) server during non-3GPP access authentication. The need for other mechanisms is FFS.

The HoA address may be dynamically assigned by the MIP HA when the CMIP client registers with the MIP HA. Alternatively, it may be provided to the UE during non-3GPP access authentication. The need for other mechanisms is FFS.

NOTE: 
Assuming that non-3GPP access authentication is based on the Wa/Wd reference points, the Wa/Wd protocols (specified in [TS 29.234]) should be enhanced to support transport of the MIP HA identifier and optionally the HoA.

6.3.2.2
WLAN 3GPP IP Access

With WLAN 3GPP IP Access the CoA shall be allocated by the ePDG during the establishment of the UE-ePDG IPsec tunnel. In case of CMIPv4 this applies to both FA-CoA and co-CoA.

NOTE: 
According to [TS 23.234] the UE can also use a statically allocated CoA (referred to as the “remote IP address” in [TS 23.234]). Whether this kind of static allocation of CoA is needed in SAE context is FFS.

The MIP-HA shall be selected by the Home AAA (HAAA) server during tunnel authentication (refer to Section 6.5.2 [currently in companion paper for this meeting S2-070347]).

The HoA address is dynamically assigned by the MIP HA when the CMIP client registers with the MIP HA. Alternatively, it may be provided to the UE during tunnel authentication.

NOTE: 
The Wm protocol (specified in [TS 29.234]) shall be enhanced to support transport of the MIP HA identifier and optionally the HoA. Depending on the solution, the enhancement may be transparent to the Wm protocol (e.g. in case the MIP HA identifier and HoA are carried inside the encapsulated EAP payload).
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