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Abstract of the contribution: This contribution proposes the functional allocation across the network elements eNodeB, UPE, MME, hSAE GW and vSAE GW if PDCP is moved to the eNB.
1. Discussion

The high-level architecture that TSG SA directed WG 2 to use as the basis for further definition and clarification of the GPRS enhancements for LTE access is illustrated in Figure 1
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Figure 1 GPRS enhancement for LTE access
The purpose of this contribution is to begin the process of adding more detail to this architecture by proposing a functional allocation across the network elements eNodeB, UPE, MME, hSAE GW and vSAE GW.   By examining this architecture and functional allocation, the purpose is also to address several of the open issues such as the location of PDCP functions and the paging trigger for downlink packets in idle mode
1.1 Functional Allocation across Network Elements
The following table extends and clarifies the functional allocation assigned in 23882-161 to the high-level architecture illustrated in Figure 1.  Proposed allocations are provided for several of those high-level functions for which the allocation was listed as FFS in 23882-161.  Also, an extension to those allocations that were shown as “Above EnodeB” in 23882-161 is proposed here that explicitly identifies whether the function is being allocated to the hSAE GW, the vSAE GW, MME or the UPE.  
Table 1 from 23882-161
	LOCATION:

HIGH-LEVEL FUNCTION:
	EnodeB
	MME         
	UPE
	vSAE

GW
	hSAE GW
vSAE
MME
	COMMENT

	Ciphering Termination for user plane traffic
	X
	
	
	
	
	See Section 2.1

	Ciphering Termination for NAS signalling
	
	X
	
	
	
	See Section 2.2

	Integrity Protection for NAS signalling
	
	X
	
	
	
	See Section 2.2

	IP Header Compression
	X
	
	
	
	
	See Section 2.1

	Trigger/initiation of paging when downlink data arrive for the UE in LTE_IDLE state
	
	X
	X
	X
	X
	See Section 2.3

	Packet routing and forwarding
	
	
	X
	X
	X
	See Section 2.4

	Policy and Charging Enforcement Function based on TS 23.203 for roaming scenarios
	
	
	X
	X
	
	See Section 2.5

	Policy and Charging Enforcement Function based on TS 23.203 for route optimization scenarios
	
	
	X
	X
	X
	See Section 2.5

	Collection of Charging Information for online or offline charging systems for roaming with home routed traffic
	
	
	X
	X
	X
	See Section 2.6

	Collection of Charging Information for online or offline charging systems when route optimization is applied
	
	
	X
	X
	X
	See Section 2.6

	Generation of CDRs and delivery to charging systems
	
	
	X
	X
	X
	See Section 2.6

	Lawful interception of user plane traffic
	
	
	X
	X
	X
	See Section 2.7

	Inter-eNodeB Anchor for user plane
	
	
	X
	X
	X
	See Section 2.8

	Inter-3GPP system Anchor for user plane
	
	
	
	X
	X
	See Section 2.8

	Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses
	
	
	
	X
	X
	See Section 2.8

	Routing path establishment/change with inter-access system anchor
	
	
	
	X
	X
	See Section 2.9

	Allocation of a local IP address from the UPE address space for use by mobility mechanisms
	
	
	X
	
	
	See Section 2.10

	Gateway functionality to PDN including IP address allocation from PDN address space, support for Network Address Translation, firewall
	
	
	
	X
	X
	See Section 2.10

	Mobility Management
	
	X
	
	
	
	See Section 2.11

	Authentication, authorization, and key management
	
	X
	
	
	
	See Section 2.11

	Lawful interception of signaling
	
	X
	
	
	
	See Section 2.11

	NAS signaling termination & handling
	
	X
	
	
	
	See Section 2.11

	Management and allocation of temporary user identities
	
	X
	
	
	
	See Section 2.11

	Management and storage of UE control plane context
	
	X
	
	
	
	See Section 2.11

	Control plane function for inter-3GPP access system mobility
	
	X
	
	
	
	See Section 2.11

	IP Flow to Bearer Binding
	X
	
	
	
	
	See Section 2.12


2. Proposals For New or Revised Functional Allocations  
2.1 User Plane PDCP Functions
The contribution [1] presents the technical reasons as to why the user plane PDCP functions of IP header compression and ciphering should be moved to the eNodeB.  The contribution [2] also argues that placement of these functions in the eNodeB provides for better alignment with the legacy PS architecture and in particular the one-tunnel option, which should result in faster completion of SAE specification work.  Thus, the user plane PDCP functions should be located at the eNodeB.
2.2 Ciphering Termination/Integrity Protection for NAS Signalling
NAS Signalling terminates at the MME, hence it makes sense for ciphering termination and integrity protection for NAS signalling to be located at the MME.
2.3 Trigger/initiation of paging when downlink data arrive for the UE in LTE_IDLE state
The current position in SAE is to place the paging trigger or initiation function at the UPE.  With some of the UPE functions such as ciphering and header compression moving to the eNodeB, it is likely that other UPE functions could be redistributed to other network elements.  One option for the network element to host the paging trigger function is the SAE GW.  When the downlink data arrive at the SAE GW, the SAE GW notifies the MME of the incoming data.  The SAE GW is the hSAE GW for the non-roaming case and is the vSAE GW for the roaming case.  The MME then sends paging requests to the eNodeBs that belong to the UE’s tracking area.
If the UPE is a separate network element in the Core Network, this function can be retained in the UPE.
2.4 Packet Routing and Forwarding
These are the normal router functions and will be located at the UPE and SAE GW (hSAE GW as well as the vSAE GW for roaming case).  If the UPE is collocated at the SAE GW, this function will be located at the SAE GW only.
2.5 Policy and Charging Enforcement Function
Policy enforcement, QoS marking such as use of DiffServ, policing, and charging enforcement functions can be located at the UPE and SAE GW.  If the UPE is collocated at the SAE GW, this function will be located at the SAE GW only.
For roaming scenarios, if the UPE is a separate network element, the PCC rules are obtained by the UPE (PCEF) through the S7a interface from the vPCRF/hPCRF.  If the UPE is collocated at the SAE GW and/or the PCEF function is located at the SAE GW, the PCC rules are obtained by the vSAE GW through the S7b interface from the vPCRF.   In a non-roaming scenario also, when the PCEF function is located at the SAE GW, the PCC rules are obtained by the hSAE GW through the S7b interface from the hPCRF.
2.6 Collection of Charging Information and Generation of CDRs

The function Collection of Charging Information for online/offline charging systems provides support for bearer and flow based charging.  The PCEF generates the CDRs and delivers them to the charging systems.  These functions can be located at the UPE and SAE GW.  If the UPE is collocated at the SAE GW, it will be located at the SAE GW only.

2.7 Lawful Interception of user plane traffic
This function is located at the UPE and SAE GW.  If the UPE is collocated at the SAE GW, it will be located at the SAE GW only.
2.8 Mobility Anchor for user plane
 In inter-eNodeB handover, UE location information is updated to the UPE and UPE then forwards the packets directly to the target eNodeB.  This function is located at the UPE.  Again, if the UPE is collocated with the SAE GW, the function will be located at the SAE GW.
For inter-3GPP system handover between LTE and 2G/3G, the 3GPP anchor function will be collocated with the SAE GW.  This function will exist at both vSAE GW and hSAE GW to handle roaming and non-roaming cases respectively.
For handovers between 3GPP and non-3GPP systems, the SAE GW provides the mobility anchor function.   The S2a interface between the SAE GW and non-3GPP IP access and the S2b interface between the SAE GW and the ePDG provide the user plane with related control and mobility support.  This function will exist at both vSAE GW and hSAE GW to handle roaming and non-roaming cases respectively.

2.9 Routing path establishment/change with inter-access system anchor
During inter-access system change in idle state from 2G/3G to SAE/LTE, the UPE will update the route from inter-system mobility anchor (SAE GW) to itself.  This is only required if the UPE is not collocated with the SAE GW.
Also, when CMIP is used, the UE sends a MIP Registration Request to update its route with the inter-system mobility anchor (SAE GW).  If PMIP is used, the MIP Registration occurs between the UPE and SAE GW.  When the UPE is collocated with the SAE GW, this route update is not required.
Finally, after handover completion from 2G/3G to SAE/LTE, the UPE will update the route from inter-system mobility anchor (SAE GW) to itself so that mobile terminated packets are routed from the SAE GW to the UPE henceforth.  Again, this is only required if the UPE is not collocated with the SAE GW.

2.10 Gateway Functionality to PDN and IP Address Allocation
If the UPE is not collocated with the SAE GW, it could perform the IP address allocation function for example during handover from 2G/3G to LTE.  The IP address allocation could occur through a NAS message sent on S1-u to the eNodeB and forwarded by the eNodeB to the UE through an RRC message.
Gateway functionality to PDN include the functions of IP address allocation from PDN address space, support for Network Address Translation, firewall support etc.  These functions are provided by the SAE GW.  The SAE GW connects to the PDN through the SGi interface.  The SAE GW can provide the gateway functionality to the PDN both for the roaming case with home routed traffic (hSAE GW) as well as the roaming case with local breakout (vSAE GW).
2.11 MME Functions
The control plane functions “Mobility Management”, “Authentication, authorization, and key management”, “Lawful interception of signaling”, “NAS signaling termination & handling”, “Management and allocation of temporary user identities”, “Management and storage of UE control plane context”, and “Control plane function for inter-3GPP access system mobility” are all located at the MME.  No changes are needed w.r.t. location of these functions.
2.12 IP Flow to Bearer Binding

The contribution [3] proposes the mobility tunneling principle that a single mobility tunnel be utilized over S1u interface for each active UE independently of the amount of SAE bearers.  With this principle, the eNodeB maps the IP flows in the downlink direction to radio bearers and provides the required QoS differentiation over the air interface based on PCC rules received at the eNodeB.
3. Conclusion/Proposal
This contribution has reviewed the location of functionalities in the network elements of the SAE architecture.

As illustrated by the discussion section, if the PDCP is moved to the eNB, then the UPE could be merged with the SAE-GW 

It is proposed that the contents of this document is discussed and is used as a basis for text inclusion in Section 4.6 of TS 23.401.
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