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Abstract of the contribution:

This contribution proposes the mobility management procedures for mobility between 3GPP and non3GPP access systems with the use of S2b IF in the roaming scenario.
1. Introduction
In the last SA plenary, it was agreed to start the specification work for the architecture enhancements for addition of non-3GPP access in TS23.402. This contribution proposes the signaling flow for mobility management when UE moves from a 3GPP access to a non3GPP access using S2b IF.
The main principle of the proposal is to utilize the existing I-WLAN mechanism specified in TS23.234 with the use of network-based mobility management such as proxy MIP [1].

In order to capture the key aspects of the procedures, this document focuses the home routed traffic case in the roaming scenario. The non-roaming scenario and local breakout in the roaming scenario are considered as special cases of the home routed one since the MME/UPE and ePDG establish the routing path to the external PDNs via single SAE GW in the non-roaming and local breakout cases.
2. Baseline Architecture for Mobility Management in the Roaming Scenario
As agreed in the last SA plenary (SP-060925), the base architecture for 3GPP-non3GPP mobility management in roaming scenario is depicted below. Note that for simplicity, only the IFs related to mobility management signaling exchange are depicted.
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Figure 1. Baseline Architecture for Mobility Management in the Roaming Scenario
The signaling flow proposed in this contribution is for the home route traffic in roaming scenario where UE connects to a PDN via visited and home SAE GWs with the use of WLAN access network, i.e. the use of S2b IF as marked with blue in the figure. Mobility management within the visited PLMN is confined within the visited PLMN and the routing path between home SAE GW and visited SAE GW is maintained regardless of UE mobility between 3GPP and non3GPP accesses.

3. Signaling Flow for Mobility from 3GPP to non3GPP Access Systems
Following new functional entities are introduced for 3GPP-non3GPP mobility management.
Visited SAE Anchor Locator (vSAE Locator):
This entity manages the visited SAE Anchor related information, e.g. IP address, per UE and its connecting PDN. 
At the initial PDN connection phase, edge entities of the access networks that UE connects to, e.g. ePDG, registers the serving visited SAE anchor information for the UE. This serving SAE anchor information is associated with UE and its connecting PDN information as the serving visited SAE anchor may vary depending on network configuration for the PDN access.

During the handover, edge entities of the access networks that UE connects to, e.g. ePDG, queries the vSAE Anchor Locator in order to retrieve the visited SAE anchor information for the given UE and PDN access information.
Edge entity also deregisters PDN information stored at vSAE Locator when it detects UE disconnects from the PDN.
ePDG:
This entity provides the Proxy Mobility Agent (PMA) functionality as specified in [1]. The PMA performs the Mobile IP Mobile Node (MN) functions, such as performing Registration or Binding Update procedures, with the SAE GW, which acts as HA of Mobile IP, on behalf of the UE. With these procedures, the routing path between ePDG and PMA for a given UE IP address is established, update, and deleted.
Figure2 depicts the signaling flow for mobility from LTE to WLAN Access Network. Proposed signaling flows are processed when UE, that has already established the connection to a given PDN (e.g. default PDN for a IMS service), and moves to WLAN access point.
Note that HSS and AAA are considered as one entity for explanation purpose and may be separated entities.
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Figure 2. Signaling Flow for mobility from LTE to WLAN Access Network
1. UE initiates IPSec SA establishment procedure with ePDG.
2. UE sends the IKE_AUTH request to trigger EAP authentication procedures with PDN and UE identifier, e.g. APN and NAI
3. ePDG resolves the HSS/AAA of UE from UE identifier, i.e. NAI, and sends Diameter EAP request to the HSS/AAA
4. HSS/AAA starts EAP authentication procedures by sending Diameter EAP Answer to ePDG.
5. ePDG sends IKE_AUTH Response to forward EAP-AKA authentication information
6. UE responses by sending IKE Auth request with necessary authentication parameters
7. ePDG forwards EAP authentication parameters to HSS/AAA with Diameter EAP request
8. HSS/AAA checks authentication information and if it is OK, HSS/AAA sends Diameter EAP Answer to ePDG for authentication success notification including MSK information.
9. ePDG starts the IP configuration information retrieval procedure for the UE and sends Diameter AA-Request to HSS/AAA
10. HSS/AAA checks the user information, such as UE identifier and PDN identifier, and detects UE has moved from LTE to WLAN access network for a given PDN connection. Then, HSS/AAA sends AA-Answer to ePDG to notify IP configuration information, that are stored at HSS/AAA in the initial PDN connection phase, for the UE including remote UE IP address.
11. ePDG starts the routing path change procedure for the UE. ePDG queries visited SAE information for visited SAE anchor Locator
12. ePDG sends routing update to visited SAE anchor.
13. Visited SAE anchor updates the downlink routing path information for the UE and acknowledge by sending Routing Update ack.
14. ePDG sends IKE_AUTH response to UE to notify EAP success information to UE.
15. UE exchanges IKE_AUTH request/response with ePDG to authentication IKE SA_INIT.
16. 3GPP access disconnection procedures are performed. Details are FFS.
4. Conclusion
We propose to agree on the mobility procedures for mobility between 3GPP and non3GPP access systems with the use of S2b IF and input proposed signaling flows to the appropriate section of TS 23.402.
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