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This contribution proposes the emergency registration expiration should be set by the visited network.
1. Introduction
The emergency registration expiration time may be different according to the local government regulation, especially for the emergency services which need to maintain the registration status for a period, e.g. Calling back, Rescuing. 
In the current architecture of the emergency call, the handling of emergency registration requests is like the other common registration requests. The registration expiration time is set by the S-CSCF in the home network. This will bring some issues to the emergency call service.
1) As the UE shall not perform user-initiated emergency reregistration except that the emergency registritation is expected to expire during an ongoing dialog or if outstanding transactions exist. The life time of registration is decided by the expiration time set by the S-CSCF during the initial emergency registration. So the registration expiration time set by the home network may not meet the local regulation.
2) As the registration expirations for the UEs coming from different networks may be not consistent in the same network, this will bring difficulties to manage the emergency call service.
This contribution would like to propose setting the registration expiration time according to the visited network regulation.
2. Discussion
This contribution proposes two approaches.
Approach 1:

The S-CSCF in the home network is able to set the registration expiration time according to the location of the UE. This requires the home network to have the knowledge of regulation of different visited networks and maintain the relationship between the registration expiration time and the location. 
Approach 2:

When the P-CSCF receives an emergency REGISTER request, the P-CSCF will set the registration expiration time according to the local policy and change the expiration value in the REGISTER request. Then the P-CSCF forwards the REGISTER request to the S-CSCF in the home network. The S-CSCF will obtain the registration expiration value from the REGISTER message and store it. The sequent flows are the same as the common registration. 
The first approach will bring difficulty in maintaining. The second approach is easy and more feasible. This contribute propose the second approach.
3. Proposal
This contribution proposes the following text to TS23.167.
*** The 1st Change ***

6.2
IMS Functional entities

6.2.1
Proxy-CSCF

-
Handle registration requests with an emergency Public User Identifier like any other registration requests except that the registration expiration. P-CSCF may set the registration expiration time according to the local policy and change the expiration value in the REGISTER requests, and then forward the request to the IBCF or I-CSCF in the user's home network.
Note: If the registration expiration time is changed by the P-CSCF in the visited network, the S-CSCF in the home network will obtain the registration expiration value from the REGISTER request and use the same registration expiration time.
-
Detect an emergency session establishment request.

-
Reject/allow unmarked emergency requests.

-
Reject/allow anonymous emergency requests.

-
May query IP-CAN for location identifier.

-
Select an Emergency CSCF in the same network to handle the emergency session request. The selection method is not standardized in the present document.

-
Prioritize the emergency session.

-
Check the validity of the caller Tel URI if provided by the UE and shall provide the Tel URI in the session establishment request if it is aware about the Tel URI associated with the emergency Public User Identifier.

-
May response to the UE with an indication that "IMS emergency registration required" as a result of processing the emergency session establishment attempt.

*** End of the 1st Change ***

*** The 2nd Change ***

7
Procedures related to establishment of IMS emergency session

7.1
High Level Procedures for IMS Emergency Services

7.1.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 7.1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session. Step 2 to 6 may be skipped based on the conditions specificed in clause 6.1.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN. If the UE is already bearer registered, then the bearer registration procedures are not required to be performed.

NOTE 1:
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

NOTE 2:
The exact means for the P-CSCF discovery is dependant upon the IP-CAN.

6.
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS emergency registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4. The IMS registration request shall include an Emergency Public User Identity. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI that is used to call back the user from the PSTN.

P-CSCF may set the registration expiration according to the local policy and change the registration expiration in the REGISTER request. An indication may be added to explicitly indicate that the expiration has been set by the visited network. When the S-CSCF in the home network receives the REGISTER request, the S-CSCF shall obtain the registration expiration value from the request and use the same registration time. The S-CSCF shall return the response containing the same registration expiration to the UE. The sequent registration flows are like any other registration.

If the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS emergency registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7.
7.
If IMS emergency registration is performed, the UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and emergency Public User Identifiers. Otherwise, the UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and any registered Public User Identifier.

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE's configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.
*** The End of the 2nd Change ***

*** The 3rd Change ***

7.2
IMS Registration for Emergency Session

The IMS emergency registration procedure shall follow the procedures as described in subclause 5.2.2.3 of TS 23.228 [1] with the following modifications:

-
The UE shall initiate an IMS emergency registration when all of the following conditions are met:

-
either the UE is not already IMS registered or the UE is IMS registered but is roaming outside its home network and is not aware that the assigned P-CSCF is from the visited network;

-
the UE has sufficient credentials to authenticate with the IMS network;

-
the UE is able to detect emergency session.


The UE shall also initiate an IMS emergency registration when it receives an "IMS emergency registration required" response as a result of the emergency session request.

-
The UE shall use an emergency Public User Identifier in the emergency registration request. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure and to inform the home network that roaming restrictions may not be applied. The format of this public user identity has to be defined by stage 3.

-
The user's home network should ignore roaming restrictions for emergency registration requests.

-
No originating and terminating services should be applied to emergency Public User Identifiers.

NOTE:
The special emergency public user identifier is different from emergency indication in the IMS emergency session establishment request.

P-CSCF handles the registration requests with an emergency Public User Identifier like any other registration requests except that the registration expiration. P-CSCF may set the registration expiration time according to the local policy and change the expiration value in the REGISTER requests, and then forward the request to the IBCF or I-CSCF in the user's home network.
If the registration expiration time in the REGISTER request is changed by the P-CSCF, the S-CSCF in the home network shall obtain the registration expiration value from the request and use the same registration expiration time. The S-CSCF shall return the response containing the same registration expiration to the UE. The sequent registration flows are like any other registration.
*** End of the 3rd Change ***
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