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1. Introduction
Local breakout and service continuity within a PLMN is discussed in this contribution, and one solution is proposed.
2. Discussion
The following three optional conditions to implement local breakout are proposed in the contribution [1] during the last SA2 #54 meeting:

· Option1: Local breakout while service is in use (LTE-Active, have actual user data)
· Option2: Local breakout while service session is kept (LTE-Idle, no actual user data）
· Option3: Keep service/session’s route until service/session is over, no local breakout support for ongoing services. Only support new initiated services with local breakout.
This paper discusses the above three optional conditions and provides one uniform solution to achieve local breakout.

The UPE, SAE PDN GW serving the UE probably needs to be re-location during the local breakout executing procedure, so there are following 3 possible scenarios for the UPE and SAE PDN GW changing. Notes: whether MME and UPE is separated or combined is not specified in this paper and does not effect the discussion. Here UPE and SAE PDN GW are assumed to be separated, if UPE and SAE PDN GW is combined, all the following scenarios will be transformed to the following scenario 3.
· Scenario 1: SAE PDN GW is unchanged, a new UPE is selected. In this scenario, the routing optimization is achieved; the UE data pass through the SAE PDN GW to PDN.

· Scenario 2: New SAE PDN GW is selected while the UPE is kept unchanged. In this scenario, the UE data pass through the new SAE PDN GW to local breakout to access PDN.

· Scenario 3: New SAE PDN GW and new UPE are selected. In this scenario, the UE data pass through the new SAE PDN GW to local breakout to access PDN.

These three scenarios are analyzed as below:
1） Scenario 1: SAE PDN GW is unchanged, a new UPE is selected. 

In this scenario, the local breakout has been achieved, so the SAE PDN GW does not need re-location. By selecting a new UPE, the routing optimization may be achieved. When the UPE needs to be changed, the Inter-MME/UPE relocation procedure of section 7.15.22 of TR 23.882 can be used to keep the UE service continuity. 
2） Scenario 2: New SAE PDN GW is selected while the UPE is kept unchanged. In this scenario, the UE data pass through the new SAE PDN GW to access PDN for local breakout.
This scenario is rarely occurred, so the details will not be discussed here. 
3） Scenario 3: New SAE PDN GW and UPE are selected. In this scenario, the UE data pass through the new SAE PDN GW to access PDN for local breakout.
In scenario 2 and 3, the SAE PDN GW is changed, but in order to implement local breakout and keep the UE service continuity at the same time, the following solution is proposed based on option 1, 2 and 3 conditions:

For Optional 1 conditions, to keep the service continuity of current active services, the IP address of UE can not be changed, i.e. the IP address of UE can not be changed during the SAE PDN GW re-location. In order to keep the service continuity, it is proposed to use tunnel technology: a tunnel between PDN and SAE PDN GW is established, this tunnel will ensure the service IP data to be routed to the new SAE PDN GW from the PDN. Because the network connection between PDN and SAE PDN GW is based on IP, so the tunnel between PDN and SAE PDN GW should be based on IP layer, and Layer 2 tunnel can not be used. Therefore, it is proposed to use IP based protocol, for example, Proxy MIP can be used to establish an IP layer tunnel between PDN and SAE PDN GW. GTP tunnel is layer 2 tunnel, it can not be used between SAE PDN GW and PDN. However, when Proxy MIP is used, it is required that both PDN and SAE PDN GW should support PMIP.
For Optional 2 conditions :Local breakout while service session is kept（LTE-Idle, no actual user data）, If the current services is IMS-based services, when the IP address of UE is changed, the UE can (automatically) do re-register and update the session with other correspondent node, so the IMS-based service can be kept service continuity. However, for the traditional IP service, like FTP, changing the IP address of UE can interrupt the services [2]. So changing the IP address of UE is not a feasible method. Similarly, keeping the IP address of UE unchanged, and establishing a tunnel between PDN and SAE PDN GW can keep all the IP service continuity. This tunnel may be established by Proxy MIP as discussed above.
For Optional 3 conditions (Keep service/session’s route until service/session is over, no local breakout support for ongoing services. Only support new initiated services with local breakout): If the current active services are not required to implement local breakout, then there is no need to change the SAE PDN GW serving the current active services. However for new established services, some possible alternative solutions are discussed as follows:

· Re-use the IP address and SAE PDN GW of the previous active services, but the new services may not implement local breakout. 
· The UE should use a new IP address for the new service with local breakout. However the case of UE is always moving should be ignored. If UE moves to another location, then the method can not ensure the new service to keep local breakout.
· The UE re-uses the IP address of current active services and to access a new SAE PDN GW to PDN for local breakout, then a tunnel between the PDN and SAE PDN GW for the new service should be established, and an IP packet filter like TFT of GPRS is need in the PDN to determine which IP packets are forwarded to old SAE PDN GW and which IP packets need to be tunneled to the new SAE PDN GW. If an IP packet filter is needed in the PDN, this will add the complexity of PDN. But this solution avoid the main shortcomings of the above two solutions.
Conclusion:
1) In order to implement local breakout function and guarantee service continuity, there is a feasible solution by setting up tunnel between SAE PDN GW and PDN.This tunnel is built on IP layer, for example by using PMIP;
2) Change IP address of UE to implement local breakout is not a feasible method and is not supported, because the method of changing UE IP address does not keep the service continuity of all IP services;
3) It is feasible to enable some services to be local breakout while other services are not, However it will add more complexity for the SAE system and PDN.
3. Initiate and execute local breakout 

Another important issue with local breakout is which entity initiates and executes the local breakout. Because local breakout is the function of User plane, so the MME is excluded. The other possible entities are UPE and SAE PDN GW. UPE initiates the local breakout is preferred, and UPE, SAE PDN GW, PDN are executing the procedure of local breakout. In order to trigger the local breakout, the UPE need the some user plane Context of current active services.
To sum up, in order to support local breakout, UPE initiates the local breakout.
4. Conclusion
1) In order to implement local breakout function and guarantee service continuity, there is a feasible solution by setting up tunnel between SAE PDN GW and PDN.This tunnel is built on IP layer, for example by using PMIP;
2) Change IP address of UE to implement local breakout is not a feasible method and is not supported, because the method of changing UE IP address does not keep the service continuity of all IP services;
3) It is feasible to enable some services to be local breakout while other services are not, However it will add more complexity for the SAE system and PDN;
4) In order to support local breakout, UPE initiates and executes the local breakout;
The detailed procedure to implement local breakout function is provided in another contribution [3].
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