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Abstract of the contribution: This contribution discusses different aspects of host and network based mobility schemes for mobility between 3GPP and non-3GPP accesses. The conclusion is that host based mobility is a mature and future proof alternative for SAE. The alternative to use network based mobility schemes for mobility between heterogeneous accesses needs further study.
1. Introduction
During the course of SAE feasibility study, host and network based MM schemes have been mentioned as candidates for mobility between 3GPP and non-3GPP accesses. In the next section, a number of aspects of the inter-access MM solution is discussed, comparing host and network based MM approaches. 
2. Discussion

Access change

Change of access requires an agreement between UE and the NW on which interface/access to use. This requires an explicit mobility protocol between UE and NW or an implicit mechanism to agree on which interface/access to use. Host based mobility provide such mobility signalling between terminal and network. The terminal may even have several active interfaces and use the host based MM scheme to select which access to use. Network based mobility protocols (e.g. PMIP and GTP) on the other hand has mostly been targeting intra-access mobility, not inter-access mobility. The exception is GTP that is used for mobility between a number of tightly integrated accesses (2G, 3G). This solution relies on simultaneous detection of multiple types of accesses and 3GPP specific messages to signal handover decisions. For mobility between heterogeneous accesses such an approach is not feasible. Access change can instead be signalled by detaching from one access and attaching to another one, although such procedure may result in excessive attach/detach signalling. In addition, such procedures can not support make-before-break access change even if there is overlapping coverage and the terminal is otherwise capable of using both access technologies at the same time. Our conclusion is, therefore, that even network based mobility scheme needs some form of access independent explicit mobility signalling between the network and the terminal to coordinate the access change between UE and network. Such signalling does not necessarily have to be Mobile IP, although some version of MIP is a natural candidate. It is therefore concluded that a network based mobility solution for multi-access need further study/work in this area.
	
	Host based
	Network based

	Access change signaling
	Using host-based MM protocol messages
	No access change signaling provided by the IP MM protocol. Solution may rely on attach/detach signaling as implicit handover indication.


Terminal steering

Several use cases exist, when multiple access technologies are available to a terminal (overlapping coverage). The question of how the network and terminal can influence the decision on which access to use is important but complex. The operator may have several reasons to influence access technology selection, such as spectrum availability and congestion, subscription profile or network optimization purposes. (E.g., in case of two different access technologies with different cell sizes, fast moving terminals are better kept in the large cell access technology as is often configured in today’s 2G networks.)

Current host based mobility protocols rely on IP mobility signalling initiated by the terminal. The network can then accept or reject a requested access change, but it cannot actively initiate handover. Additional mechanisms would be needed to allow the terminal to report available accesses and to allow the network to instruct the terminal to select one or another access.

In case of network based mobility protocols and overlapping coverage, access selection made by the network or the terminal need to be communicated to the other party (the terminal or the network, respectively). Without some explicit (but potentially simple) negotiation mechanism it will be difficult to involve both the network and the terminal in such a selection decision. Our conclusion is that this item is for further study.

	
	Host based
	Network based

	Network control of terminal steering
	UE initiated.
Anchor node accepts/rejects.
	Depends on access signalling. Inter-access change typically UE initiated.

	
	Terminal steering needs enhancements for both schemes


Terminal considerations

A host based mobility solution requires terminal support of the mobility client functionality. A network based solution for intra-access mobility on the other hand does typically not require any IP mobility functionality. Network based solutions for inter-access mobility, which is the scope for SAE, is a different scenario and the terminal will in this case need to have inter-access handover logic and to be able to hide access changes from the applications in the terminal. Since terminals typically assume that there is one IP address per physical interface, this aspect needs further study.  

Host based mobility require in some cases that user-plane traffic is encapsulated/decapsulated by the terminal, for example when using Mobile IP with co-located CoA. Network based approaches as well as when using MIP with FA CoA allows the terminal to transmit and receive IP packets without extra encapsulation due to the IP MM scheme. 

	
	Host based
	Network based

	Clients
	MIP client needed
	No MIP client, but some inter-access handover ctrl needed

	User plane handling
	Need to do encapsulation for alternatives with co-located care-of address.
	No encapsulation over air link




Security aspects
Host based mobility puts no or very few requirements on the relation and trust between access network operator and home operator. Host based mobility could in principle be used over any IP access as long as it is allowed by the home operator. Network based mobility requires trust between home and access networks. 
Another aspect is topology hiding. With network based approaches, the anchor point may be hidden from the terminals, similar to GPRS today. Host based mobility assumes that the terminal can directly address the anchor point entity (e.g. home agent).
	
	Host based
	Network based

	Trust
	No trust needed between home and access networks
	Trust needed between home and access networks

	Topology hiding
	Terminal needs to address the anchor point entity.
	Network nodes may be hidden from terminal, as in GPRS today.


Overhead

Signalling: With host based approaches, IP MM signalling messages are needed over the air link, in addition to the access specific signalling. Network based approaches cannot avoid to signal access change over the air, and may rely on access specific messages for (implicit) mobility signalling between terminal and network. It is not clear that the extra round tip caused by the host based approach is significant.

User plane: Host based mobility require in some cases that user-plane traffic is encapsulated/decapsulated by the terminal, for example when using Mobile IP with co-located CoA. Network based approaches as well as when using host based MIP with FA CoA allows the terminal to transmit and receive IP packets without extra encapsulation due to the IP MM scheme. 

	
	Host based
	Network based

	Signaling
	Both access-specific signaling and IP MM signaling over the air.
	Only access-specific signaling over the air (including potentially attachment/detachment signaling).

	User Plane
	Tunnel headers for alternatives with co-located care-of address.

ROHC can compress these, but requires memory and processing in UE and network.
	No tunnel overhead over the air.


IP version issues

There are a number of IP version issues to consider:

1. Terminal capabilities: IPv4-only and IPv4/IPv6 dual-stack terminals

2. User plane traffic: IPv4 user plane traffic and IPv6 user plane traffic

3. Access network capabilities: IPv4-only and IPv4/IPv6 dual-stack access networks

It is here assumed that IPv6 capable entities will also support IPv4

It is clear that both host and network based approaches can support 1 and 2. Issue 3 needs further discussion. Host based approaches can support item 3 in the sense that IPv6 traffic is tunnelled over IPv4-only access networks. This allows an IPv6 session to survive also a handover to an IPv4-only access network. This can be supported using host based schemes (e.g by the Dual Stack MIPv6/v4 draft proposals). Network based approaches on the other hand require that access networks must be IPv4/IPv6 dual-stack capable in order to support both IPv4 and IPv6 traffic. Session continuity for IPv6 traffic when moving to IPv4-only access networks cannot be supported. 

	
	Host based
	Network based

	Protocol
	Single protocol version could transport both IPv4 and IPv6 traffic.

	IPv6 traffic in
IPv4 access networks
	Supported, e.g. using DS-MIPv6, DS-MIPv4.
	Not supported, access network need IPv6 support, too.

	Handover between v4 and v6 access networks
	Supported, e.g. using DS-MIPv6, DS-MIPv4
	Not supported.


Applicability aspects

Host based solutions are transparent to the non-3GPP access networks. They are therefore true global mobility solutions and the range of applicability is not limited to those non-3GPP accesses and operators supporting the network based mobility scheme. Network based schemes however require support for the specific mobility functions in the access network. This means e.g. that host based multi-access mobility could be introduced faster and on a wider scale than network based approaches. 
	
	Host based
	Network based

	Deployment
(access network requirements)
	Assumes no mobility functions in access network.
	Mobility functions also needed in access networks.


3. Conclusion

Host based schemes for inter-access mobility are mature and provides a fast way to enable multi-access mobility in SAE. 
NW based solution require significant work. The network based IP MM protocols (e.g. PMIP, NetLMM) are work in progress and the outcome of the NetLMM WG in the IETF is currently not clear. Apart from the protocols themselves, other aspects need to be considered to achieve a complete inter-access mobility solution, including e.g. terminal functionality and how to handle access change signaling between terminal and network. 

It can be noted that host and network based approaches are not mutually exclusive. They could potentially coexist in the same network. Co-existance issues between e.g. PMIP and CMIP would then need to be solved in all affected accesses technologies
To conclude, host based IP MM approach provides a mature alternative as a general inter-access mobility solution for SAE. Network based approaches could be studied as an additional alternative for mobility between those accesses that provide support for the network based MM scheme. 
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