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1. Introduction
Contribution SP-060937 which was presented at TSG#34 in Budapest highlighted critical dependencies between SA and RAN LTE that might cause delay in RAN LTE time schedules unless resolved. One critical dependency between SA2 and RAN2 is “Need for UPE TMSI”. Said issue has also been proposed as part of the SA2#56 agenda under chapter 8.4. This contribution addresses the “Need for UPE TMSI” agenda item and proposes that:

· There is no need for a specific UPE TMSI identifier in SAE since there is no need for the User Equipment (UE) to have any knowledge of its serving UPE.
· There is a need to have an MME P-TMSI in SAE for the same reasons as the P-TMSI is need in 2G/3G.

· A UE Context Id generated by the UPE is sufficient for the latter to uniquely identify the UE context in the UPE.

2. Discussion on the need for UPE P-TMSI
In 2G/3G 3GPP networks, an SGSN allocates a P-Temporary Mobile Subscriber Identity (P-TMSI) to a user in order to support the subscriber identity confidentiality service and avoid making use of the user’s IMSI. The user equipment makes use of the P-TMSI instead of the IMSI from then on; the relationship between P‑TMSI and IMSI is known only in the UE and in the SGSN. The P-TMSI identifies the user and the serving SGSN for all control-plane signalling between the UE and the serving SGSN; thus the UE needs to be aware of the serving SGSN. The NRI bits in the P-TMSI enable the UE to be aware of the allocated SGSN. The need for a P-TMSI or similar identifier allocated by the serving MME to a user for control-plane signalling between serving MME and UE still holds in LTE/SAE networks for the same reasons as in 2G/3G. 
The UE should as far as possible be made unaware of the underlying network architecture. This as any knowledge will create dependencies and will make future enhancements more difficult. Under the assumption that the serving UPE is allocated and managed by the serving MME, there is really no need for the UE to be aware of which UPE that is currently serving the UE.

When the UE is performing an LTE_IDLE to LTE_ACTIVE transition the P-TMSI will be sent to the eNodeB. The eNodeB will from the NRI part of the P-TMSI identify the MME and route the NAS signalling towards that MME. MME sets up an S1-UP tunnel by requesting resources in the UPE and eNodeB. From this moment the eNodeB can associate the UE context with a S1-UP tunnel (TEID), and there is no need for the UE (nor the eNodeB) to actually know the UPE topology or hierarchy besides the UPE’s IP address.
There are several advantages with a solution as described above:

· The UE does not need to have any knowledge about the UPE network topology, which results in a more future proof and simpler implementation.

· eNodeB need only to be aware of the relation between NRI and MME nodes. There is no need to have an additional mapping table for routing messages towards UPEs. In fact, the eNodeB can be made completely unaware of the UPE topology, and any UPE will be just seen as a TEID along with the UPE’s IP address.

· Note that this is a significant advantage as current assumption is that there is no need for secure tunnels between UPEs and eNodeBs. Thus, an eNodeB would be able to send and receive user data towards any UPE without any previous (and tedious) configuration.

As a conclusion, this contribution proposes that there is no need for a UPE P-TMSI identifier in SAE/LTE and as such there is no need to define said identifier in 3GPP.
3. Identifying the UE Context in the UPE
In order to uniquely and easily identify a complete UE context in a given UPE, a UPE UE-Context-id is needed in the UPE. Said UPE UE-Context-Id will be created by the UPE once it receives the first setup message from the user’s serving MME since it is the MME that sets up the user’s context in the UPE. The serving MME will select a UPE and send a setup message containing e.g. keys,. If the UPE accepts the setup message from the MME, then it will assign a UPE UE-Context-Id and return the value back to the MME.  

The UPE UE Context-Id has the following characteristics and advantages: 
1. The UPE UE-Context-Id should be unique within the UPE.

2. It should allow an efficient mapping between UPE UE-Context-Id and bearers.

3. Tunnel management is made easier via a UE context in the UPE.

. Note that it would not be possible to use the MME P-TMSI for this purpose since said identifier is unique per MME pool but it could be re-used between MME pools, so there is a chance that two different MME servers in two different pools, where both MME pools interact with the same UPE pool (i.e. there is a 1:N relationship between UPE pools and MME pools), use the same MME P-TMSI towards the same UPE. 
To allow for 1) the UPE should perform the allocation of the UPE Context-Id. To allow for 2) the format and structure of the UPE UE-Context-Id should be implementation dependent. Thus it is proposed to agree on a principle in where:

· At context setup in the UPE, the UPE performs the UPE Context-Id allocation, and

· The allocated UPE Context-Id is returned to the MME and used in all subsequent signalling.

An example of easier tunnel management advantage stated in 3) is SAE bearer de-activation of all bearers of a UE. Instead of one message for each bearer, using the UPE UE context Id, one message from the MME would be sufficient since the UPE UE Context Id references all bearers for a specific UE in the UPE.
Similar principles are used already on RAN side, for example on Iur and Iub in 3G.

4. Proposal

The following way forward in SA2 is proposed regarding the issue “Need for UPE TMSI”:
· Send an LS from SA2 to RAN2 stating that there is no need for a UPE TMSI based on the reasoning outlined in this contribution.
The following addition to TS 23.401, CHAPTER 5.6 Identities is proposed regarding the P-TMSI and UPE UE-Context-Id:
********************Start 1st Change ***********************************

5.6 Identities

5.6.1 P-TMSI

The MME shall allocate a P-Temporary Mobile Subscriber Identity (P-TMSI) to a user in order to support the subscriber identity confidentiality service and avoid making use of the user’s IMSI. The user equipment makes use of the P-TMSI instead of the IMSI from then on; the relationship between P‑TMSI and IMSI is known only in the UE and in the MME. The P-TMSI identifies the user and the serving MME for all control-plane signalling between the UE and the serving MME. The P-TMSI shall only have local significance (i.e. within an MME).

The structure of the P-TMSI allocated by an MME to a user shall follow the same principles as those defined in 3GPP TS 23.003. 

When MME pools are deployed it shall be possible to use the NRI field of the P-TMSI as described in 3GPP TS 23.003.
5.6.2 UPE UE Context Id

In order to uniquely and easily identify a complete UE context in a given UPE, a UPE UE-Context-id is needed in the UPE. The UPE UE-Context-Id will be assigned by the UPE once it receives and processes the first setup message from the user’s serving MME.. The UPE UE-Context-Id shall only have local significance (i.e. within an SAE Core Network).

Structure and format of the UPE UE-Context-Id should be implementation dependent.

******************** End 1st  Change ***********************************
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