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Abstract of the contribution: This contribution analyses the inter RAT Handover procedures between 3GPP access system with MME-UPE separation architecture and is proposed to be included into the TS23.401.
Discussion

The inter RAT handover procedures between 3GPP access systems in TR23.882 didn’t differentiate between 2G/SAE handover and 3G/SAE handover, but in fact the two handover procedures have some differences. So the 2G/SAE handover procedure and the 3G/SAE handover procedure should be described in TS23.401 respectively.
Proposal

It is proposed to make following updates into TS 23.401.
5.4
Handover and Relocation

5.4.1    2G mode to SAE/LTE mode Handover
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Figure 5.4 -1: Information flow for handover from 2G to SAE/LTE
1. The source BSS decides to initiate a handover to the ENB.

2. The source BSS sends a PS Handover Required (TLLI, Cause, Source Cell Identifier, Target eNB Identifier, Source eNB to target eNB transparent container, Active PFCs List) message to the SGSN. The Source eNB to target eNB transparent container consist of the required information for access in the target cell and the information on allocated radio resources, etc. Active PFCs List is subset of the PFCs to be handed over, for which the source BSS has determined that resources should be allocated in the target cell during the Handover procedure.
3. The SGSN determines from the Target eNB Identifier that the type of handover is inter‑RAT/mode handover and selects a MME serving the eNB nodes the UE is going to use according to the target eNB Identifier. The SGSN then sends a Forward Relocation Request (IMSI, Target Identification, MM Context, PDP Context, PDP Context Prioritisation, Tunnel Endpoint Identifier Control Plane, SGSN Address for Control plane, Source eNB to Target eNB Transparent Container, Cause, Packet Flow ID) message to the selected MME. Target Identification information element contains the identification of a target eNB. The SGSN shall only request resources for PFCs that are included in the Active PFCs List.
The SGSN sends all active PDP Contexts to the MME indicating the PFIs related to those PDP Contexts. Each PDP context contains the UPE/IASA Address for the User Plane and the Uplink TEID for Data (to this UPE/IASA Address and Uplink TEID for Data the SGSN and the target eNB send uplink packets).
The MM Context contains security related information, e.g. supported ciphering algorithms.
Upon receipt of the message, the MME establishes all MM and Bearer contexts.

4. The MME sends a Handover Preparation Request (IMSI, Cause, RABs to be setup, Source eNB to target eNB transparent container, S1 Signalling connection identifier, Global CN-ID) message to the Target eNB. Global CN-ID is used to globally identify a CN node. The value for the S1 Signalling Connection Identifier shall be allocated so as to uniquely identify an S1 signalling connection for the involved CN node. The eNB shall store and remember this identifier for the duration of the S1 connection.
For each RAB requested to be established, RABs to Be Setup shall contain information such as Bearer ID, Bearer QoS parameters, Transport Layer Address, and S1 Transport Association. The Transport Layer Address is the UPE/IASA Address for user data, and the S1 Transport Association corresponds to the uplink Tunnel Endpoint Identifier Data. 
5. The target eNB establishes Radio Access Bearer resources, including radio resources. The target eNB then sends a Handover Preparation Confirm (Target eNB to Source eNB Transparent Container, RABs setup list, RABs failed to setup list) message to the MME. Each RAB to be setup is defined by a Transport Layer Address, which is the target eNB Address for user data, and an S1 Transport Association, which corresponds to the downlink Tunnel Endpoint Identifier for user data.
6. The MME then sends Forwarding Context Create Request (security related information, Data Forwarding information) message to the UPE/IASA. Data Forwarding information shall be used by the UPE/IASA for data forwarding from the SGSN, via the UPE/IASA, to the target eNB, which includes target eNB address, target eNB TEID. Upon receipt of the message, the UPE/IASA selects UP ciphering algorithm according to its ciphering capability and UE supported ciphering algorithms. The UPE/IASA then returns Forwarding Context Create Response (UP Ciphering algorithm, Data Forwarding information) message to the MME. Data Forwarding information shall be used by the SGSN for data forwarding from the SGSN to the UPE/IASA, it includes the UPE/IASA address, the UPE/IASA TEID. 
7. The MME returns a Forward Relocation Response (Cause, List of Set Up PFCs, Tunnel Endpoint Identifier Control Plane, UPE/IASA Address for User Traffic, UPE/IASA Tunnel Endpoint Identifier Data, Cause, MME Address for control plane, Target eNB to Source eNB Transparent Container) message to the SGSN. The UPE/IASA Tunnel Endpoint Identifier Data is the tunnel endpoint of the UPE/IASA and is used for data forwarding from the SGSN, via the UPE/IASA, to the target eNB. The Target eNB to Source eNB Transparent Container consists of the required information for access in the target eNB and the information on allocated radio resources, the NAS and UP ciphering algorithms to be used in the SAE/LTE system. 
8. When receiving the Forward Relocation Response Confirm message the SGSN may, based on QoS, start downlink N-PDU relay and duplication to the target eNB via the UPE/IASA.
9. The SGSN sends a PS Handover Required Acknowledge (TLLI, List of Set Up PFCs, Target eNB to Source eNB Transparent Container) message to the source BSS.

Before sending the PS Handover Required Acknowledge message, the SGSN, based on QoS, may suspend downlink data transfer for any PDP contexts.

Before sending the PS Handover Command message to the UE the source BSS, based on QoS, may try to empty the downlink BSS buffer for any BSS PFCs.
10. The source BSS sends a PS Handover Command message to the UE.

11. The UE is detected by the target eNB.

12. The target eNB sends a Handover Complete message to inform the MME that the UE has camped in the target ENB. 

13. The MME sends a Forward Relocation Complete message to the SGSN to indicate the success of the handover procedure. The SGSN acknowledges this with a Forward Relocation Complete Acknowledge message. Upon the reception of the Forward Relocation Complete message the SGSN starts a packet forwarding timer. The SGSN stops forwarding of data to the UPE/IASA after the packet forwarding timer expires.
14. The MME sends an Update Bearer Context Request (target eNB address, target eNB TEID, QoS profile). The UPE/IASA updates the context fields and returns an Update Bearer Context Response message.
15. The resource between the SGSN and the old access network is released.

16. The UE updates its location using a Tracking Area Update Procedure with the MME. The MME will initiate the MME Registration procedure with the HSS.

5.4.2    3G mode to SAE/LTE mode Handover
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Figure 5.4-2: Information flow for handover from 3G to SAE/LTE
1. The source RNC decides to initiate a handover to ENB. 

2. The source RNC sends a Relocation Required (Cause, Source ID, Target ID, Source eNB to target eNB transparent container) to the SGSN. The Source eNB to target eNB transparent container consist of the required information for access in the target cell and the information on allocated radio resources, etc. The Source ID IE identifies the source for the Handover. The Target ID IE identifies the target for the Handover.
3. The SGSN determines from the Target Identifier that the type of handover is inter‑RAT/mode handover and selects a MME serving the eNB nodes the UE is going to use according to the target Identifier. The SGSN then sends a Forward Relocation Request (IMSI, Tunnel Endpoint Identifier Control Plane, Cause, Target Identification, MM Context, PDP Context, PDP Context Prioritisation, SGSN Address for Control plane, Source eNB to Target eNB Transparent Container) message to the selected MME. Target Identification information element contains the identification of a target eNB.

The MM Context contains security related information, e.g. supported ciphering algorithms.

Upon receipt of the message, the MME establishes all MM and Bearer contexts.

4. The MME sends a Handover Preparation Request (IMSI, Cause, Source eNB to target eNB transparent container, RABs to be setup, S1 Signalling connection identifier, Global CN-ID) message to the Target eNB. Global CN-ID is used to globally identify a CN node. The S1 Signalling Connection Identifier contains an S1 signalling connection identifier which is allocated by the CN. The value for the S1 Signalling Connection Identifier shall be allocated so as to uniquely identify an S1 signalling connection for the involved CN node. The eNB shall store and remember this identifier for the duration of the S1 connection.
For each RAB requested to be established, RABs To Be Setup shall contain information such as Bearer ID, Bearer QoS parameters, Transport Layer Address, and S1 Transport Association. The Transport Layer Address is the UPE/IASA Address for user data, and the S1 Transport Association corresponds to the uplink Tunnel Endpoint Identifier Data. 
5. The target eNB establishes Radio Access Bearer resources, including radio resources. The target eNB then sends a Handover Preparation Confirm (Target eNB to Source eNB Transparent Container, RABs setup list, RABS failed to setup list) message to the MME. Each RAB to be setup is defined by a Transport Layer Address, which is the target eNB Address for user data, and an S1 Transport Association, which corresponds to the downlink Tunnel Endpoint Identifier for user data.
6. The MME then sends Forwarding Context Create Request (security related information, Data Forwarding information) message to the UPE/IASA. Data Forwarding information shall be used by the UPE/IASA for data forwarding from the SGSN, via the UPE/IASA, to the target eNB, it includes target eNB address, target eNB TEID. Upon receipt of the message, the UPE/IASA selects UP ciphering algorithm according to its ciphering capability and UE supported ciphering algorithms. The UPE/IASA then returns Forwarding Context Create Response (UP Ciphering algorithm, Data Forwarding information) message to the MME. Data Forwarding information shall be used by the SGSN for data forwarding from the SGSN to the UPE/IASA, it includes the UPE/IASA address, the UPE/IASA TEID. The selected NAS ciphering algorithm and UP ciphering algorithm will be sent transparently from the MME to the UE.
7. The MME returns a Forward Relocation Response (Cause, RABs setup list, RABS failed to setup list, Target eNB to Source eNB Transparent Container, Tunnel Endpoint Identifier Control Plane, UPE/IASA Address for User Traffic, UPE/IASA TEID, MME Address for control plane,) message to the SGSN. The UPE/IASA TEID is the tunnel endpoint of the UPE/IASA and is used for data forwarding from the SGSN, via the UPE/IASA, to the target eNB. The Target eNB to Source eNB Transparent Container consists of the required information for access in the target eNB and the information on allocated radio resources, the NAS and UP ciphering algorithms to be used in the SAE/LTE system.
8. The SGSN sends a Relocation Command (Target eNB to Source eNB Transparent Container, RABs to be Released List, RABs Subject to Data Forwarding List) message to the source RNC. "RABs to be released list" will be the list of all NSAPIs (RAB Ids) for which RAB in the SAE/LTE system was not established. "RABs Subject to Data forwarding list" will be the list of all NSAPIs (RAB Ids) for which RAB in the SAE/LTE system was established.
9. When receiving the Relocation Command message the source RNC may, based on QoS, begin the forwarding of data for the RABs subject to data forwarding to the UPE/IASA via the SGSN. The UPE/IASA relays data to the target eNB.
10. The source RNC sends a Handover from UTRAN Command message to the UE.

11. The UE is detected by the target eNB.

12. The target eNB sends a Handover Complete message to inform the MME that the UE has camped in the target eNB. 

13. The MME sends a Forward Relocation Complete message to the SGSN to indicate completion of the Handover procedures. The SGSN responds with a Forward Relocation Complete Acknowledge message.
14. The MME sends an Update Bearer Context Request (target eNB address, target eNB TEID, QoS profile). The UPE/IASA updates the context fields and returns an Update Bearer Context Response message.
15. The resource between the SGSN and the old access network is released.

16. The UE updates its location using a Tracking Area Update Procedure with the MME. The MME will initiate the MME Registration procedure with the HSS.

5.4.3    SAE/LTE mode to 2G mode Handover
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Figure 5.4-3: Information flow for handover from SAE/LTE to 2G
1. The source eNB decides to initiate a handover to BSS.

2. The source eNB sends a Handover Required (Cause, Source ID, Target ID, Source BSS to target BSS transparent container) message to MME. The Source BSS to target BSS transparent container consist of the required information for access in the target cell and the information on allocated radio resources, etc. The Source ID IE identifies the source for the Handover. The Target ID IE identifies the target for the Handover.
3. The MME determines from the Target Identifier that the type of handover is inter‑RAT/mode handover and selects a SGSN serving the BSS nodes the UE is going to use according to the target Identifier. The MME then sends a Forward Relocation Request (IMSI, Tunnel Endpoint Identifier Control Plane, Cause, Target Identification, MM Context, Bearer Context, Packet Flow ID, Bearer Context Prioritisation, MME Address for Control plane, Source BSS to Target BSS Transparent Container,) message to the selected SGSN. If the MME supports handover procedures from SAE/LTE to 2G then it has to allocate a valid PFI during the Bearer Context Establishment procedure. Each Bearer context contains the UPE/IASA Address for User Plane and the Uplink TEID for Data (to this UPE/IASA Address and Uplink TEID for Data the SGSN and the Source eNB send uplink packets). Target Identification information element contains the identification of a target BSS.

The MME may transform the format of Bearer Context into PDP Context, which can be identified by the SGSN. The detail is FFS.
The MM Context contains security related information, e.g. supported ciphering algorithms.

The SGSN selects the ciphering algorithm to use. This algorithm will be sent transparently from the SGSN to the UE. The IOV-UI parameter generated in the SGSN and used, as input to the ciphering procedure will also be transferred transparently from the SGSN to the UE.
After the SGSN receives the Handover Preparation Request message，the required PDP context, MM context, SNDCP and LLC contexts are established and a new P-TMSI is allocated for the UE，and the SGSN it begins the process of establishing PFCs for all PDP contexts.
When the SGSN receives the Forward Relocation Request message it extracts from the PDP Contexts the NSAPIs and SAPIs and PFIs to be used in the SGSN. If for a given PDP Context the SGSN does not receive a PFI from the MME, it shall not request the target BSS to allocate TBF resources corresponding to that PDP Context. If none of the PDP Contexts forwarded from the MME has a valid PFI allocated the SGSN shall consider this as a failure case and the request for Handover shall be rejected.
The SGSN shall create a NAS container for PS HO indicating Reset (i.e. reset to default parameters).
4. The SGSN sends a PS Handover Request (Local TLLI, IMSI, Cause, Target Cell Identifier, Source BSS to Target BSS Transparent Container (RN part), PFCs To Be Set Up List, NAS container for PS HO) message to the Target BSS.
5. Based upon the ABQP for each PFC the target BSS makes a decision about which PFCs to assign radio resources. The algorithm by which the BSS decides which PFCs that need resources is implementation specific. Due to resource limitations not all downloaded PFCs will necessarily receive resource allocation. The target BSS allocates TBFs for each PFC that it can accommodate.
Target BSS shall send a PS Handover Request Acknowledge (Local TLLI, List of Set Up PFCs, Target BSS to Source BSS Transparent Container) message to the SGSN. The Target BSS to Source BSS Transparent Container includes the required information for access in the target cell and the information on allocated radio resources, the ciphering algorithm selected by the SGSN, an XID Command indicating Reset and the new IOV-UI for the target cell. Upon sending the PS Handover Request Acknowledge message the target BSS shall be prepared to receive downlink LLC PDUs from the SGSN for the accepted PFCs.
6. The SGSN passes the assigned list of TEIDs for each PDP context for which a PFC was assigned in the RAB setup information IE in the Forward Relocation Response (Cause, List of Set Up PFCs, RAB Setup Information, Target BSS to Source BSS Transparent Container, Tunnel Endpoint Identifier Control Plane, SGSN Address for User Traffic, SGSN Tunnel Endpoint Identifier Data) message to the MME. The SGSN Tunnel Endpoint Identifier Data is the tunnel endpoint of the SGSN and is used for data forwarding from the UPE/IASSA, via the SGSN, to the target BSS.
7. The MME sends Forwarding Context Create Request (Data Forwarding information) message to the UPE/IASA. Data Forwarding information shall be used by the UPE/IASA for data forwarding from the UPE/IASA, via the SGSN, to the target BSS, it includes SGSN address, SGSN TEID. The UPE/IASA returns Forwarding Context Create Response message to the MME. 
8. When receiving the Forwarding Context Create Request message the UPE/IASA may, based on QoS, begin the forwarding of data to the target BSS via the SGSN. 
9. The MME sends a Handover Required Acknowledge (Target BSS to Source eNB Transparent Container, RABs to be Released List) message to the source eNB. 
10. The source eNB sends a Handover Command message to the UE.

11. The UE is detected by the target BSS.

12. The target BSS sends a PS Handover Complete (Local TLLI, Handover Complete Status) message to inform the SGSN that the UE has arrived in the target cell. Each uplink N-PDU received by the SGSN via the target BSS is then forwarded directly to the UPE/IASA. 

13. The SGSN sends a Forward Relocation Complete message to the MME to indicate completion of the Handover procedures. The MME responds with a Forward Relocation Complete Acknowledge message.

14. The SGSN sends an Update PDP Context Request (SGSN address, SGSN TEID, QoS). The UPE/IASA updates the context fields and returns an Update PDP Context Response message.
15. The S1 resource in the source SAE/LTE is released.

16. The UE updates its location using a Routeing Area Update Procedure with the SGSN. The SGSN will initiate the SGSN Registration procedure with the HSS.

5.4.4    SAE/LTE mode to 3G mode Handover
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Figure 5.4-4: Information flow for handover from SAE/LTE to 3G
1. The source eNB decides to initiate a handover to RNC.

2. The source eNB sends a Handover Required (Cause, Source ID, Target ID, Source RNC to target RNC transparent container) message to MME. The Source RNC to target RNC transparent container consist of the required information for access in the target cell and the information on allocated radio resources, etc. The Source ID IE identifies the source for the Handover. The Target ID IE identifies the target for the Handover.
3. The MME determines from the Target Identifier that the type of handover is inter‑RAT/mode handover and selects a SGSN serving the RNC nodes the UE is going to use according to the target Identifier. The MME then sends a Forward Relocation Request (IMSI, Target Identification, MM Context, Bearer Context, Bearer Context Prioritisation, Tunnel Endpoint Identifier Control Plane, MME Address for Control plane, Source RNC to Target RNC Transparent Container, Cause) message to the selected SGSN. Each Bearer context contains the UPE/IASA Address for the User Plane and the Uplink TEID for Data (to this UPE/IASA Address and Uplink TEID for Data the Source eNB and the SGSN send uplink packets). Target Identification information element contains the identification of a target RNC.
The MME may transform the format of Bearer Context into PDP Context, which can be identified by the SGSN. The detail is FFS.
The MM Context contains security related information, e.g. supported ciphering algorithms.

Upon receipt of the message, the SGSN establishes all MM and PDP contexts and initiates the RAB setup procedures for all PDP contexts received.
4. The SGSN sends a Relocation Request (IMSI, Cause, Integrity protection information (i.e. IK and allowed Integrity Protection algorithms), Encryption information (i.e. CK and allowed Ciphering algorithms), RABs to be setup list, Source RNC to Target RNC Transparent Container, Iu Signalling connection identifier, Global CN-ID, SNA Access Information) message to the Target RNC. Global CN-ID is used to globally identify a CN node. SNA Access Information Provides information on the area(s) in the PLMN(s) the UE is authorised to access. The Iu Signalling Connection Identifier IE contains an Iu signalling connection identifier which is allocated by the CN. The value for the Iu Signalling Connection Identifier IE shall be allocated so as to uniquely identify an Iu signalling connection for the involved CN node. The RNC shall store and remember this identifier for the duration of the Iu connection.
For each RAB requested to be established, RABs To Be Setup shall contain information such as RAB ID, RAB parameters, Transport Layer Address, and Iu Transport Association. The RAB ID information element contains the NSAPI value, and the RAB parameters information element gives the QoS profile. The Transport Layer Address is the SGSN Address for user data, and the Iu Transport Association corresponds to the uplink Tunnel Endpoint Identifier Data.
Ciphering and integrity protection keys are sent to the target RNC to allow data transfer to continue in the new RAT/mode target cell without requiring a new AKA (Authentication and Key Agreement) procedure.  
5. In the target RNC radio and Iu user plane resources are reserved for the accepted RABs.
The target RNC shall send a Relocation Request Acknowledge (Target RNC to Source RNC Transparent Container, RABs setup list, RABS failed to setup list) message to the SGSN. Upon sending the Relocation Request Acknowledge message the target RNC shall be prepared to receive downlink GTP PDUs for the accepted RABs.
6. The SGSN sends a Forward Relocation Response (Cause, Target RNC to Source RNC Transparent Container, Tunnel Endpoint Identifier Control Plane, SGSN Address for User Traffic, SGSN Tunnel Endpoint Identifier Data, SGSN Address for control plane, RAB Setup Information) message to the MME. The SGSN Tunnel Endpoint Identifier Data is the tunnel endpoint of the SGSN and is used for data forwarding from the UPE/IASSA, via the SGSN, to the target RNC. The SGSN passes the assigned list of TEIDs for each PDP context for RAB was assigned in the RAB setup information IE.
7. The MME sends Forwarding Context Create Request (Data Forwarding information) message to the UPE/IASA. Data Forwarding information shall be used by the UPE/IASA for data forwarding from the UPE/IASA, via the SGSN, to the target RNC, it includes SGSN address, SGSN TEID. The UPE/IASA returns Forwarding Context Create Response message to the MME. 
8. When receiving the Forwarding Context Create Request message the UPE/IASA may, based on QoS, begin the forwarding of data to the target RNC via the SGSN. 
9. The MME sends a Handover Required Acknowledge (Target RNC to Source eNB Transparent Container, RABs to be Released List) message to the source eNB. 
10. The source eNB sends a Handover Command message to the UE.

11. The UE is detected by the target RNC.

12. The target RNC sends a Relocation Complete message to the SGSN. The purpose of the Relocation Complete procedure is to indicate by the target RNC the completion of the relocation of the source eNB to the CN. After the reception of the Relocation Complete message the SGSN shall be prepared to receive data from the target RNC. Each uplink N-PDU received by the SGSN is forwarded directly to the UPE/IASA.
13. the SGSN sends a Forward Relocation Complete message to the MME to indicate the success of the handover procedure. The MME acknowledges this with a Forward Relocation Complete Acknowledge message.
14. The SGSN sends an Update PDP Context Request (SGSN address, SGSN TEID, QoS profile). The UPE/IASA updates the context fields and returns an Update PDP Context Response message.
15. The S1 resource in the source SAE/LTE is released.

16. The UE updates its location using a Routeing Area Update Procedure with the SGSN. The SGSN will initiate the SGSN Registration procedure with the HSS.
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