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Abstract of the contribution: This contribution responds to the claims about Qualcomm deployment scenario proposal presented in the Nokia contribution S2-063696.
1 Background

Extract from Nokia contribution S2-063696:

2.1
MME/UPE in evolved RAN, SAE Anchor in EPC
This proposal by Qualcomm is a revolutionary approach where the IP awareness and Layer 3 IP QoS is brought all the way to eNodeB, and the eNodeB is connected to the GGSN-type and/or Home Agent-type anchor node. However, adoption of this proposal as the basis for SAE work would lead to a high risk of failing to specify a feasible architecture within a reasonable time, due to the need to solve e.g. the following issues:

· Each eNodeB would need to be dimensioned for the peak load.

· Mechanisms would need to be found to securely and efficiently operate, manage and upgrade the deployed eNodeBs.

· The eNodeBs would need to be connected to all necessary EPC entities such as SAE Anchors and HSSs, and this would require the standardization of additional entities.
· Interworking with pre-SAE/LTE accesses would require the standardization of additional, yet unknown, mechanisms and potentially result in further reference points and entities.
· Inter-LTE cell changes would results in TAU and signaling that would be directly visible to the EPC entities such as SAE Anchors and HSSs.

· If the SAE Anchors are assumed to rely on IP layer mobility mechanisms, the existing operator roaming agreements would need to be changed.
The above factors clearly show that this proposal should not be taken as the basis for further SAE work.

Regarding the movement of functionality to the eNodeB, security termination is identified as something that could be introduced later into the SAE architecture where the MME/UPE is in the EPC, and that might give some performance improvements. However, this was discussed already in SA2 and also studied thoroughly by SA3, where it was concluded that this is not currently feasible.
2 Discussion

Claim 1: Each eNodeB would need to be dimensioned for the peak load.

Having any decentralized functionality in a system means that the system implementation for that function is not able to benefit from the trunking gain that could be available if the same function would be more centrally located.
The reason for allocating the UPE functions close to the radio interface in IP based SAE is, because it enables significant improvements in system performance and reduction of the system complexity as discussed in S2-063472. These advantages have then to be weighted against the losses in possible trunking gains. 
Each eNodeBs typically handle multiple LTE cells/sectors and thus locating the UPE at eNodeB already provides trunking gain sufficient for achieving a high degree of eNodeB resource utilization. Placement of UPE in an even more centralized location and assuming a significant further trunking gain would create a risk of an artificial bottleneck in the SAE system.
Claim 2: Mechanisms would need to be found to securely and efficiently operate, manage and upgrade the deployed eNodeBs.

Regardless of the SAE design principles, there is always the need to have mechanisms for secure and efficient operation, management and upgrading of the deployed eNodeBs. A typical process is e.g. a remote eNodeB software upgrade. There appears to be no reason why the inclusion of additional higher layer functionality into an eNodeB would make the eNodeB software upgrade process significantly more complex.
It is further noted that, typically, changes in these higher layer system functionalities are triggered by upgrading the underlying radio capabilities. These radio capabilities anyway reside at eNodeB and thus collocation of additional higher layer functions at eNodeB could actually reduce the amount of nodes required to be upgraded. The collocation would also reduce the need for synchronized system updates between eNodeB's and core network nodes. 
Claim 3: The eNodeBs would need to be connected to all necessary EPC entities such as SAE Anchors and HSSs, and this would require the standardization of additional entities.
This statement expresses a misconception. In IP based SAE the ERAN requires exactly the same reference points to EPC entities as the ERAN in SAE bearer based SAE.  The main differences between IP based SAE and SAE bearer based SAE are in the mechanisms to provide transport, QoS and Mobility for the user IP flows through the SAE network.

The optimal locations for certain functions, such as Policy Enforcement, Mobility anchors, Authentication function, HSS or PCRF interface termination points within SAE, have nothing to do with the fact whether user data is transported within SAE network as IP flows or as SAE bearers. 
Claim 4: Interworking with pre-SAE/LTE accesses would require the standardization of additional, yet unknown, mechanisms and potentially result in further reference points and entities.

This is also a misconception. As documented in contributions S2-063473 and S2-063644, for an IP based SAE it is proposed to use exactly the same mechanisms and interfaces for interworking with GPRS/UMTS that are currently assumed in TR 23.882. 
It is natural that, for backwards compatibility, backwards compatible protocols should be used between the new and the old system. However, backwards compatibility is not a reason to redesign a new system with exactly the same principles as the old system.
Claim 5: Inter-LTE cell changes would results in TAU and signaling that would be directly visible to the EPC entities such as SAE Anchors and HSS's.

This is obviously not true. A Tracking Area (TA) is an area typically covering a large amount of LTE cells. Tracking Area Update (TAU) is an event that is triggered when the UE moves from an old TA to a new TA. The frequency of this event is solely dependent on the sizes of the tracking areas and the UE movements within the system. 
Whether the entity that knows the UE's current TA (and can reach the UE by paging) locates in place A or place B within the system has no impact to the required TAU frequency.
Actually having the paging & tracking function located in eNodeB in IP based SAE
· removes the need for separate MME-eNodeB interface (X2 can be reused for delivery of TAU's and Paging Requests & Responses)), 
· allows a system where the Idle mode tracking function location does not need to follow the UE's movement within the system,
· allows as system where the switching between active and idle mode becomes a local radio issue, not having any impacts to the SAE system above ERAN.
· allows a system where TA updates do not generally result into any signalling towards HSS as the UEs current TA and the location from where the UE can be reached by EPC are decoupled from each other
A more detailed description of Idle mode functionality in IP based SAE is provided in Qualcomm contribution S2-063985 "Idle Mode Mobility in IP based SAE "

Claim 6: If the SAE Anchors are assumed to rely on IP layer mobility mechanisms, the existing operator roaming agreements would need to be changed.
In the IP based SAE architecture, the transport, QoS and mobility for the user data traversing the SAE network is handled at IP flow level. This IP flow based approach enables system performance improvements and complexity reductions within that SAE network. This approach would still allow to connect this IP based local SAE network via the existing roaming infrastructure and roaming transport to a legacy GGSN or to a SAE GW at remote network. Naturally the benefits of the IP based approach do not then apply over the roaming interface.

To obtain the advantages of the IP based network architecture also over the roaming interface, enhancements for the roaming infrastructure could be introduced as an additional step of network evolution.
3. Conclusions

As described in section 2 of this contribution, most of the claims presented in S2-063696 about the drawbacks of IP based SAE design are based on misconceptions. As can be seen by comparing the IP based SAE architecture (S2-063473) and the SAE bearer based SAE architecture (S2-063695), there are no significant differences in the logical architecture layout. 
The difference is in the mechanisms to provide transport, QoS and Mobility for the user IP flows through the SAE network. In S2-03473 the SAE Network operates on user IP flow level and in S2-063695 on intermediate 3GPP specific bearer level between user IP flows and transport IP flows.
Qualcomm very much welcomes this type of technical discussion in 3GPP SA2. However, to avoid basing the technical discussions just on various perceptions on different SAE design options, it would be important that the different design options are properly documented in TR 23.882.
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