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Introduction
This contribution describes the advantages of a common mobility anchor in the visited network and proposes to set visited SAE anchor. 
Note that the visited SAE anchor proposed here requires only a subset of the home SAE anchor functionalities, for example, it does not require the gating functionality for external PDNs. Moreover, the proposed anchor is also considered a functional entity that can be co-located with other functional entities in the EPC (e.g., together with the 3GPP Anchor and/or UPE).
Discussion
We believe the following advantages can be achieved by setting a visited SAE anchor.
1. Efficient Lawful Intercept in the visited EPC
2. Reduce the number of roaming interface
3. No inter access system HO signalling between Visited EPC and Home EPC.
4. Fast hand over between 3GPP and WLAN Access NW / non 3GPP IP access
1) Efficient Lawful Intercept in Visited EPC
As it is described in S2-063820, in order to apply lawful intercept in the Visited EPC for home routed traffic, the user data shall be passed through the visited EPC.
Lawful intercept can be done either on the gateway nodes to the various access systems (e.g., the MME/UPE or the PDG) or on a common anchor in the visited network through which all communications – independent of the access – passes. 

Executing lawful intercept at a common anchor in the Visited EPC has the advantage that no relocation of the state information is required when the UE changes the access system. In other words, when an inter-access system HO from 3GPP access to WLAN Access NW / non-3GPP IP access is executed, lawful intercept continues to function as the user data continue to pass through the common anchor. And from the functional allocation point, lawful intercept should be executed in the same way for home user and roaming user (local breakout and home routed) to avoid the functional duplication.
As a result, we believe the best way forward is to have a visited SAE anchor in Visited EPC to execute lawful intercept, because this guarantees lawful intercept continuity despite inter-access system mobility, without introducing the need for complex re-location/handoff mechanisms for lawful intercept.
2) Reduce the number of roaming interface
As it is discussed S2-063820, the user data shall be passed through the visited EPC in order to apply lawful intercept in the Visited EPC for home routed traffic. If visited SAE anchor is not set, 3 types of roaming interfaces (S8, S2a and S2b) have to be specified between Home EPC and Visited EPC. The establishment and maintenance of 3 roaming interfaces are troublesome task for the operators. And we believe the required capabilities of these interfaces are not different from each access system. The number of roaming interface can be reduced to one by setting visited SAE anchor.
3) No inter access system HO signalling between Home EPC and Visited EPC
The coverage of WLAN Access NW and non-3GPP IP access is assumed to be small compared with that of 3GPP access and dotted over 3GPP coverage. Therefore inter access mobility between 3GPP and non-3GPP IP access / WLAN access NW happens frequently and we believe the amount of the signalling between Home EPC and Visited EPC is NOT negligible without visited SAE anchor. This can be avoided setting the visited SAE anchor.
4) Fast HO between 3GPP access and WLAN Access NW /non-3GPP IP access mobility
If there is no visited SAE anchor, the HO between 3GPP and WLAN Access NW / non-3GPP IP access is executed by home SAE anchor. That increases the HO processing time. As the coverage of WLAN is assumed to be dotted over 3GPP area, the fast HO is demanded, especially when HO is executed from WLAN Access NW /non 3GPP IP access to 3GPP Access, even if dual radio is the assumption. If the HO execution is too slow, the communication may be terminated at the time of HO.
Fast HO can be achieved by setting visited SAE anchor. 
The comparison of “no visited SAE anchor” case and “visited SAE anchor” case are described in the figures below (Fig1. and Fig2.).
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Fig1. Disadvantage of no visited SAE anchor 
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Fig2. Advantage of visited SAE anchor
Conclusion
If the discussion above is agreed, a visited SAE anchor in Visited EPC should be included in the home routed roaming architecture.

Note that it is FFS how to combine/co-locate the various user data processing entities in the Visited EPC.
Proposal

<<Beginning of the Change>>
4.3.1
Scenario 1: Evolved packet core in the Visited network – Evolved packet core in the Home network

In this section it is considered the high level target roaming architecture in case both the visited and the home networks are evolved Packet Core networks. Migration routes to this target roaming architecture are FFS. Two alternative architectures are shown, depending on whether UE traffic has to be routed to the HPLMN or not. It is FFS whether the two alternatives can be used in parallel by a UE, e.g. when only a part of the user's traffic has to be routed to the HPLMN.

In case UE traffic is routed to the home network, the SAE architecture is depicted in figure 4.3‑1.

Editor's note: The update in Section 4.2 at SA2#52 on showing the split of the IASA into two functional entities, namely a 3GPP anchor and SAE anchor, requires the following figure to be updated. Whether the anchors are going to be separated is FFS. In particular, although the Home IASA is illustrated in the HPLMN, it is still an open issue whether the SAE anchor is located in the VPLMN. It is FFS how the above changes impact the SAE roaming architecture depicted below. 
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Figure 4.3-1: SAE Roaming architecture – Home routed traffic

For home routed user traffic the Inter AS Anchor is located in the HPLMN and the VPLMN. This interface is referred to as S8.

The vPCRF is located in the VPLMN, while hPCRF is in the HPLMN. 
Usage of S6, S8 and S9 for providing visited network with static/dynamic policies is FFS.
The 3GPP anchor, which anchors user plane for mobility between the 2G/3G access system and the LTE access system, is located in the VPLMN. 

Note: It is FFS what is the functionality of the Home Inter AS anchor.

Note: It is FFS what is other functionalities of the 3GPP anchor in VPLMN besides user plane anchoring between 2G/3G access systems and LTE system.


The IASA in the home network remains the entity that terminates the IP Access Service.

In case UE traffic is not routed to the HPLMN, the SAE architecture is depicted in the following figure 4.3-2.

Editor's note: The update in Section 4.2 at SA2#52 that the split of the IASA into two functional entities, namely a 3GPP anchor and SAE anchor, requires the following figure to be updated. The decision to split the anchors is FFS.
<<End of the Change>>
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