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Abstract of the contribution:
In the separate contribution (S2-063822), the newly added or modified SAE architecture requirements on the mobility management agreed at the SA2#54 are analyzed. This contribution proposes to add these requirements, excluding ones already covered, to the section 7.8.3 of TR 23.882. It is also proposed to add the text that evaluates the characteristics of the mobility management approaches, i.e. network-based and host-based mobility management, from the mobility requirement perspective.
1.
Introduction
The separate contribution S2-063822 discusses the newly added or modified SAE architecture requirements on the mobility management. In order to reflect the changes on the mobility requirements agreed at the last SA2 meeting #54, the requirement texts listed in the section 5 are briefly looked at to extract the key points of them and come up with the appropriate texts input to section 7.8.3 of TR23.882. 
The comparison of the characteristics of the network-based and the host-based mobility managements are also proposed in light of the mobility management requirements, reflecting the discussion in S2-063822 and the earlier study in S2-061659.
2.
Requirements to be added in Section 7.8.3.3
As discussed in S2-063822, there are five mobility management requirements that are agreed at SA2#54 to add as new requirements or modify existing ones. Following four requirements are not yet described in section 7.8.3.3 of the current TR. In order to simplify the text for section 7.8.3.3., we briefly go through the mobility requirements to come up with the text to be input.
· Requirement 1

“Mobility procedures within the Evolved 3GPP System, between the Evolved 3GPP System and existing 3GPP Access Systems and between Evolved/Existing 3GPP access systems and non 3GPP access system shall provide seamless operations of both real-time (e.g. VoIP) and non real-time applications and services by, for example, minimizing the packet loss and interruption time.
This requires the mobility procedure to be able to minimize the handover delay and packet loss to support real time services such as VoIP. This requirement can be summarized as follows for the description in section 7.8.3.3:
“The Evolved 3GPP mobility management procedure shall provide seamless operations of both real-time (e.g. VoIP) and non real-time applications and services by, for example, minimizing the packet loss and interruption time.”
· Requirement 2
“Signalling overhead on the radio interface should be minimised” 

Although this is a generic SAE architecture requirement, it is obvious that the mobility management mechanism shall satisfy this requirement. Thus, it needs to be listed in the section 7.8.3.3 as “not specific to mobility management.”
· Requirement 3
“The mobility management shall be able to provide location hiding capabilities without increasing system complexity. The location hiding capabilities may be provided differently per operator (e.g. applied for all users, only for the required users, not required at all). The mobility management shall also be able to enable location privacy protection when to users who require this privacy service, and in this case local breakout and route optimization support might be disabled.”
This requires the mobility management mechanism in the SAE shall have the capability to provide the location privacy, thought the actual provision of this functionality depends on the operator choice. This requirement can be summarized as follows for the description in section 7.8.3.3:
“The mobility management shall be able to provide location hiding capabilities without increasing system complexity.”
· Requirement 4
“The mobility management is provided without degrading the current 3G security level. This means both control signaling and user data are securely transported. It is desirable that the mobility management entity is not directly addressable by the UE.”
This requirement mandates the mobility management mechanism in the SAE shall ensure the same level or more security than 3G. From the above text, we can see two requirements as follows.
“The mobility management can securely transport both control signaling and user data.”
“The mobility management entity is not directly addressable by the UE”
3.
Evaluation of the Network-based and Host-based Mobility Managements
The separate contribution S2-063822 and the earlier work on mobility management approaches, S2-061659, clarifies the basic characteristics, pros and cons of the network-based and host-based mobility management mechanisms.
It is helpful to summarize the study by now and describe in the TR. Thus, the detail evaluation table of mobility management approaches are described in the text proposal sections below.
4.
Conclusion

It is proposed to input the requirements discussed in section 2 of this contribution into the section 7.8.3.3 of the TR23.882.
It is also proposed to add the comparison table of the network-based and the host-based mobility management in order to decide the generic mobility management scheme that is necessary to complete the SAE architecture without spending further lingering discussion on the detail protocols.

The reference of NETLMM as [25] is also updated reflecting the progress of the NETLMM WG in IETF.

Beginning of 1st Change

2
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End of 1st Change

Beginning of 2nd Change

7.8.3.3
Comparison of different mobility management schemes
The following alternatives are currently considered for mobility between 3GPP and Non-3GPP systems:
Host-based Mobility Management Solutions
1. MIPv4 with FA-CoA [23]

2. MIPv4 with Co-CoA [23]

3. MIPv6 [24]
4. DSMIPv6 [27]
Network-based Mobility Management Solutions
5. NetLMM [25]

6. Proxy MIP (Note: There are two kinds of PMIP, i.e. PMIPv4 [26] and PMIPv6 [17]).
7. 
The main SAE requirements listed in section 5 for the evolved 3GPP Mobility Management are as follows:

Requirement 1: The Evolved 3GPP Mobility Management solution shall be able to accommodate terminals with different mobility requirements (e.g.: fixed, nomadic and mobile terminals).

Requirement 2: The Evolved 3GPP Mobility Management should allow optimized routing for user-to-user traffic (including communication towards Internet and PSTN users, e.g.: via local break-out) and in all roaming scenarios (e.g.: when both users are in a visited network).

Requirement 3: The Evolved 3GPP System shall support IPv4 and IPv6 connectivity. Interworking between IPv4 and IPv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions should be supported.
Requirement 4: The Evolved 3GPP mobility management shall provide seamless operations of both real-time (e.g. VoIP) and non real-time applications and services by, for example, minimizing the packet loss and interruption time
Requirement 5: The mobility management shall be able to provide location hiding capabilities without increasing system complexity
Requirement 6: The mobility management entity is not directly addressable by the UE
Requirement 7: The mobility management can securely transport both control signaling and user data.
Additional SAE requirements listed (not specific to mobility management) in section 5 that should be considered: 

Requirement 8: Transport overhead needs optimization, especially for the last mile and radio interfaces.
Requirement 9: Signalling overhead on the radio interface should be minimised
Editor’s Note: The above list is not complete and further requirements can be added.
In light of the above requirements, the characteristics of the host-based and network-based mobility approaches are evaluated as follows.
	Mobility Management Approach
	Description

	Requirements natively satisfied 

	Requirements

possibly satisfied but depending on the protocol

	Requirements not natively satisfied


	Host-based Mobility Management
	- Routing path management is done based on signalling sent from UE

- Network only authorizes the UE to send the signalling messages
- Network can trigger routing path management

- UE handles two IP addresses, one from the PDN and the other from the local network where the UE is currently connected
	Requirement 1

Requirement 7 (only signaling)
	Requirement 2      

Requirement 3
Requirement 8
	Requirement 4 : requires additional signallings and mechanisms 
Requirement 5 : cannot be met together with location privacy
Requirement 6: mobility anchor address need to be known to the UE
Requirement 9: signaling over the air for handover is mandatory

	Network-based Mobility Management
	- Routing path management is done based on network initiated signalling 

- UE is not aware of the network internal routing path change
- Network decides when to perform routing path update
- UE handles only an IP address allocated from PDN and does not change regardless of UE mobility
	Requirement 1
Requirement 4

Requirement 5

Requirement 6
Requirement 7 (only signaling)
Requirement 8

Requirement 9
	Requirement 2
Requirement 3
	


7.8.3.4
Mobility Management Protocol Comparison
The advantages and disadvantages of different protocols are tabulated below:
Editor’s Note: 
The following table will be further discussed after the benefits and drawbacks of the host-based and the network-based mobility has been clarified in order to help the efficient progress of the overall SAE architecture discussion.

	Scheme
	Advantages
	Disadvantages
	Requirements Satisfied
	Requirements Not Satisfied Natively

	MIPv4 FA-CoA
	· Mature mobility management protocol (in IETF)
· Need to allocate only one CoA for all UE

	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 
· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminal need to necessarily implement MIPv4 stack

· Inefficient routing (triangular routing)

· Core network elements need to support FA functionality
	Requirement 1 

Requirement 8
	Requirement 2 

Requirement 3

	MIPv4 Co-CoA
	· Mature mobility management protocol (in IETF)
· Lesser impact on core network terminals as FA functionality need not be implemented

· Need to allocate one CoA for each UE leading to limitation in availability of IP address


	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 
· Additional overhead in the air due to tunnel between HA and UE

· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminals that desire IASA mobility need to necessarily implement MIPv4 stack

· Inefficient routing (triangular routing)
	Requirement 1
	Requirement 2 

Requirement 3

Requirement 8 Note: This can be achieved based on additional mechanisms

	MIPv6
	· Mature mobility management protocol (in IETF)
· Can support route optimization

· Supports optimizations like FMIP and HMIP

· Less impact on core network terminals since FA functionality need not be implemented

	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 

Note: Optimizations such as FMIP and HMIP can be used, to enable fast handover
· Additional overhead in the air due to tunnel between HA and UE or Home Address Option

· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminals that desire inter access mobility need to necessarily implement MIPv6 stack
	Requirement 1 

Requirement 2
	Requirement 3

Requirement 8 Note: This can be achieved based on additional mechanisms

	DS-MIPv6
	· Supports mobility of IPv6 terminals in IPv4 networks

· Supports both private and public IPv4 visited access networks
	· Cannot support IPv4 only terminal

· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows
	Requirement 1 

Requirement 2 

Requirement 3 (for IPv6 capable terminals)
	Requirement 8 Note: This can be achieved based on additional mechanisms

	NetLMM    


	· Little mobility signaling over the air interface for inter-access mobility 

· Since mobility signaling is handled locally (only involving network entities), the HO interruption time is potentially smaller

· UE does not need to implement MIP stack
	· Impact on core network elements as they need to implement NetLMM stack 

· Cannot support IPv4 only core network in initial release
	Requirement 1

Requirement 2 

Requirement 8
	Requirement 3 

	Proxy MIP
	· Little mobility signaling over the air for inter-access mobility 

· Since mobility signaling is handled locally (only involving network entities), the HO interruption time is potentially smaller

· UE does not need to implement MIP stack
	· Impact on core network elements as they need to implement proxy mobility agent is needed

· Specification status for IPv6 unclear (solution not accepted by IETF NetLMM WG)

· Proxy agent needs to run at least as many instances of MN client as the number of UE’s.
	Requirement 1 

Requirement 2 (for PMIPv6 alone)

Requirement 8
	Requirement 3 

	
	· 
· 
	· 
· 
	


	


Editor’s Note: The above table is not complete and more requirements and mobility management options can be added.

End of 2nd Change
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