Page 1



3GPP TSG-SA2 Meeting #55 
(
S2-063767

Busan, South Korea, 23 – 27 October 2006

	CR-Form-v9.2

	CHANGE REQUEST

	

	(

	23.167
	CR
	0031
	(

rev
	1
	(

Current version:
	7.2.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Role of E-CSCF in Emergency Registration

	
	

	Source to WG:
(

	Lucent Technologies

	Source to TSG:
(

	SA2

	
	

	Work item code:
(

	EMC1
	
	Date: (

	23/10/2006

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	REL-7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)

	
	

	Reason for change:
(

	The current specification for handling emergency calls is inconsistent with the handling of normal calls by the P-CSCF. It is desirable to minimize the changes to session handling to accommodate emergency sessions. By adding the registrar function to an E-CSCF, the P-CSCF can use normal procedures for routing emergency invites.

	
	

	Summary of change:
(

	This change adds the role of registrar to the E-CSCF when an emergency registration is required. It also allows a network-detected emergency session to have the session upgraded to emergency status.

	
	

	Consequences if 
(

not approved:
	There will be increased complexity for P-CSCFs due to the inconsistent routing requirements caused by registering in the home system and routing the invite to the visited system.

	
	

	Clauses affected:
(

	4.1, 6.2.1, 6.2.2, 7.1.1, 7.1.2

	
	

	
	Y
	N
	
	

	Other specs
(

	X
	
	 Other core specifications
(

	24.229

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


***** 1st Change *****

4.1
Architectural Principles

The solution for emergency sessions in the IMS fulfils the following architectural requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access, I-WLAN access and a nomadic access.

3.
Any kind of emergency numbers, and emergency SIP and TEL URIs as specified in TS 22.101 [8], and special indications for emergency sessions within the SIP signalling shall be supported.

4.
Emergency sessions should be prioritized over non-emergency sessions by the system.

5.
The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. The cases where the UE can't detect an emergency session shall also be supported.

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS. The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported where regulations allow. This requirement applies to both roaming and non-roaming scenarios.


Editor's Note:
The scenario and conditions for which the UE is not required to perform IMS emergency registration is FFS. It needs to take the emergency session related IP-CAN procedures (e.g. possible change of contact address) into consideration. The modifications in other sections shall be aligned with this later.

Editor's Note:
The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.


If the UE does not have sufficient credentials to authenticate with the IMS it shall be possible to perform session establishment without an existing security association between UE and P-CSCF, and the UE shall include an equipment identifier (the specific details of the equipment identifier to use may depend upon the IP-CAN) in the request to establish an emergency session.

8.
It shall be possible to reject emergency service requests from an UE, without sufficient credentials to authenticate with the IMS in networks where emergency services from UEs with sufficient credentials to authenticate with the IMS are required.

9.
Emergency Service is not a subscription service and therefore will mainly be supported in the roamed-to network. In the case that a UE has not previously registered, it shall initiate an emergency registration with the network. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services. In the case that the registration fails, the UE may attempt an anonymous emergency call.

10.
If an emergency session establishment request is routed to a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user for an emergency session from a UE that has registered (i.e. containing valid credentials).

13.
The IMS core network shall be able to transport information on the location of the subscriber.

14.
The support of emergency calls on media other than voice shall be possible.

15.
The network shall be able to retrieve the caller's location;

16.
As a regional option, the network shall be capable of assigning a routable location key (i.e. Emergency Services Query Key, a.k.a. ESQK, which has the same properties as the existing ESRK in wireless 911 services) to an IMS emergency session, and releasing the ESQK when the emergency session is terminated.

17.
The network shall provide the caller's location information to the PSAP upon query from the PSAP.

18.
The network shall provide the possibility to route to a default answering point given the scenario where the local PSAP can not be determined.

19.
The network may provide a capability to enable a UE to obtain local emergency numbers.

20
A UE should support a capability to obtain local emergency numbers from the network once such a capability has been defined and agreed.

NOTE:
TS 24.008 [13] contains a procedure to provide local emergency numbers for UMTS and GPRS access but the procedure is not applicable to I-WLAN and contains a limited number of emergency service categories. Therefore, an improved capability may need to be developed for IMS Emergency calls.

In addition to the architectural requirements, the following architectural principles apply to IMS emergency sessions:

-
The IMS network shall be able to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

-
If a visited network can support PS emergency service, the emergency session shall be established in the visited network whether or not UE is registered in IMS in the home network.
-
The P-CSCF is the IMS network entity, which is responsible to detect the request for emergency session and forwards the request to E-CSCF in the same network.

-
The P-CSCF serving the emergency call is the IMS network entity which may retrieve the location identifier from the IP-CAN.

-
The E-CSCF is the IMS network entity, which shall be able to retrieve geographical location information from the LRF in the case that the geographical location information is not available and is required.

-
If required, the E-CSCF shall be able to forward the location information to the LRF for validation of geographical location information in the case that the geographical location information is included by the UE over any access network type.

-
The E-CSCF is the IMS network entity, which is responsible to route the request to an emergency centre/PSAP or BGCF based on location information and additionally other information such as type of emergency service in the request.

***** 2nd Change *****

6.2.1
Proxy-CSCF

-
Handle emergency registration requests with an emergency Public User Identifier like any other registration requests and forward the request to the E-CSCF chosen as the registrar.

-
Detect an emergency session establishment request.

-
Reject/allow unmarked emergency requests.

-
Reject/allow anonymous emergency requests.

-
May query IP-CAN for location identifier.

-
Select an Emergency CSCF in the same network to handle the emergency session registration request. The selection method is not standardized in the present document.

-
Prioritize the emergency session.

-
Check the validity of the caller Tel URI if provided by the UE and shall provide the Tel URI in the session establishment request if it is aware about the Tel URI associated with the emergency Public User Identifier.

6.2.2
Emergency-CSCF

-
Act as a registrar for an emergency caller if the UE makes an emergency registration. As a national requirement, the E-CSCF may allow the registration without requiring security association from the UE.

-
Receive an emergency session establishment request from a P-CSCF.

-
If location information is not included in the emergency request or additional location information is required, the E-CSCF may request the LRF to retrieve location information as described in subclause 7.6 Retrieving Location information for Emergency Session.

-
If required, the E-CSCF requests the LRF to validate the location information if included by the UE.

-
Determines or queries the LRF for the proper routing information/PSAP destination.

-
Route emergency session establishment requests to an appropriate destination including anonymous session establishment requests.

-
Subject to national requirements, the E-CSCF may send the contents of the P-asserted ID or UE identification to the LRF.

-
Based on local policy, the E-CSCF may route the emergency IMS call to ECS for further call process.

-
The E-CSCF should update the session (including signalling back to the UE) in case the UE did not detect that the session should be treated as an emergency.

***** 3rd Change *****

7.1
High Level Procedures for IMS Emergency Services

7.1.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 7.1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN. If the UE is already bearer registered, then the bearer registration procedures are not required to be performed.

NOTE 1:
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

NOTE 2:
The exact means for the P-CSCF discovery is dependant upon the IP-CAN.

6.
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS emergency registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4. The IMS registration request shall include an Emergency Public User Identity.


If the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS emergency registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7.

In the case that the UE is already IMS registered and is roaming, it may, instead, perform a registration for the support of emergency services (emergency registration) by requesting a new proxy contact in the visited network and then emergency registering. The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI that is used to call back the user from the PSTN.


In the case that a UE is already IMS registered and is not roaming, the UE may skip the additional emergency registration.
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and emergency Public User Identifiers.

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE's configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.

7.1.2
Non UE detectable Emergency Session

As the UE could not detect the emergency session, the session establishment request will be sent to a P-CSCF in the visited PLMN or a P‑CSCF in the home PLMN as per a normal session establishment procedure. The former is only applicable to a roaming situation whereas the latter can apply to both a roaming and non-roaming situation. Prior to sending the session establishment request the UE must be registered in the IMS as per the normal registration procedure.

In the case that the P-CSCF detects that this is a request to establish an emergency session, based upon local policy (e.g., checking access type):

-
the P-CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection then the UE shall either attempt to initiate an emergency call in the CS domain or follow the procedure in 7.1.1.

-
Alternatively, the P-CSCF in the visited PLMN or the P‑CSCF in the home PLMN for a non-roaming UE may allow the session initiation request to continue by inserting the explicit emergency indication in the session request and forward that request to an Emergency CSCF in the same network.  Although the IMS network may detect an emergency session and signal it back to the UE, there is no requirement for the UE to re-request an emergency context from the IP-CAN.
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