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1
Introduction

During the SAE discussions at the Sophia Antipolis SA2#54 meeting, the existence and use of S9 was seen necessary in order to transfer dynamic gating policies to the visited network. However, it seems that if this is the main driver for the S9 reference point, then the same functionality can be easily provided over the other available roaming reference points S6 and S8, and the Rx+ reference point without standardizing the interworking between the PCRF functions of the respective networks.

2
Discussion

The roaming reference points are needed to authenticate and authorize the subscriber, to handle the transport of home routed traffic between VPLMN and HPLMN, and to exchange policy and charging information required for controlling the subscriber in the visited network.
In considering the above functionalities distinction should be made between “Rx services”, which require interaction between an AF and a PCRF, and “Gx-only services”, which also utilise PCC but do not involve AF-PCRF interaction (i.e. Gx-only services involve the activation of predefined rules in either the PCEF or PCRF).

In addition to the reference points discussed in the SAE architecture, there are interfaces between the offline and online charging systems of the home and visited operators. These are out of scope for this contribution.

2.1
Authentication and authorization

Authentication and authorisation enables the usage of basics bearer services in the VPLMN, as a prerequisite for both ‘Rx’ and ‘Gx-only’ services. This satisfies the question of whether, in general, the user may access VPLMN services and, additionally provides information such as the maximum bandwidth assignable to the user’s bearer sessions, and the applicable charging method (offline or online) for the subscriber.
Authentication and authorization of subscribers accessing 3GPP networks is handled over S6a between HSS in HPLMN and MME in VPLMN.
Authentication and authorization of subscriber accessing non-3GPP networks is handled over S6b between HSS in HPLMN and an entity trusted by the home operator in HPLMN or VPLMN, with or without intermediate relays in between.

2.2
QoS control relating to the transport of home routed traffic between VPLMN and HPLMN
Predefined QoS policies controlling the SAE bearers providing the default IP access for a visiting subscriber are separately agreed between the home and visited operators. These policies are enforced in the PCEF of the VPLMN  and will take into account subscriber-specific information (e.g. maximum bandwidth) provided over the S6a or S6b reference points, as outlined in section 2.1, above). 

In the scenario where traffic is routed from the VPLMN to the HPLMN, service-flow specific PCC is handled in the PCEF of the HPLMN (as described in section 2.3, below). In this context bearer QoS control information is signalled between the user plane entities of the HPLMN and the VPLMN via the S8 reference point, ensuring that the bearer level QoS is synchronised during the lifetime of the bearer session. 
The user plane entities in the HPLMN and the VPLMN are connected via the S8 reference point. S8 should be based on GTP in order to avoid mandating significant changes to the current roaming agreements of the operators. The evolution of S8 from Gp should allow migration towards the SAE/LTE architecture with only limited and gradual modifications to the roaming agreements.
2.3 Policy and charging control in the visited network
For ‘Gx-only’ VPLMN services policy and charging control is primarily performed via the configuration and activation of predefined policies within the PCEF and PCRF within the VPLMN. Such policies may be specific to the HPLMN identity, reflecting the roaming agreements existing between the operators. The use of subscription based PCC authorisation of service data flows cannot be assumed since service information (service id, rating group, rule identifiers, etc.) are not globally standardised and may not be mutually understood between the networks. Accordingly the PCC architecture relating to the usage of VPLMN services does not require roaming interfaces.
For ‘Gx-only’ HPLMN services (where traffic is routed from the VPLMN to the HPLMN) policy and charging control is performed towards the PCEF of the HPLMN, and enables subscription-specific service data flow based QoS and charging control. Service data flow based PCC in the VPLMN is not required in this scenario; however, control of the QoS of the SAE bearer is needed. This is satisfied via the S8 reference point, as described in section 2.2 above. 

For ‘Rx’ services provided via the VPLMN PCEF dynamically enforced QoS policies, charging control and gating are essential. Such policies can be based entirely on information provided over the Rx+ interface (as currently described in TS 29.214). Subscription specific information is not applicable (subscription based control already occurs on the IMS session control level; additionally, for previously stated reasons it may not be possible to mutually recognise the service identities). In this scenario an interface between PCRF entities in the HPLMN and VPLMN provides no functional benefit, since all the HPLMN PCRF will be doing is forwarding the Rx+ information without modification. In this context it is more appropriate to utilize the existing Rx+ as the roaming interface between the AF in the HPLMN and the PCRF in the VPLMN. (If the AF is situated in the VPLMN then no roaming interface is needed). [Note: it is recognised that some functionalities related to e.g. discovery and topology hiding are required between the AF and PCRF in different networks. However, this is not PCC functionality, and does not justify the definition of a PCRF-PCRF reference point.]

2.4 Charging control
Charging control for usage of the bearer resources in the visited PCEF is based on predefined policies which reflect the roaming agreement between the operators, as indicated in section 2.3, above.
The visited operator does not need to perform charging control for dedicated SAE bearer resources in VPLMN for home routed traffic. 
3
Conclusion

As described above, the control of services provided via the visited PCEF can be completely supported using simplified mechanisms involving the S6, S8 and Rx+ reference points. The S9 reference point between the home and visited PCRFs is not the only solution. It is not necessary to define any solution as since this can be done later, once the issue has been concluded based on studies performed as part of the Rel-7 PCC work. The issue can be handled independently of the overall architecture without delaying the conclusion of TR 23.882.
4
Proposal

It is proposed to make the following corrections in section 7.12 of TR 23.882:

**** Start of changes ****

4.3
Architecture for the evolved system –roaming cases

Editor's note: It is not the finalized architecture model for the evolved system. I.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
Editor's note: The protocol assumed in each interfaces in the roaming cases shall be inline with the protocol assumption in the non-roaming case.
4.3.1
Scenario 1: Evolved packet core in the Visited network – Evolved packet core in the Home network

In this section it is considered the high level target roaming architecture in case both the visited and the home networks are evolved Packet Core networks. Migration routes to this target roaming architecture are FFS. Two alternative architectures are shown, depending on whether UE traffic has to be routed to the HPLMN or not. It is FFS whether the two alternatives can be used in parallel by a UE, e.g. when only a part of the user's traffic has to be routed to the HPLMN.

In case UE traffic is routed to the home network, the SAE architecture is depicted in figure 4.3‑1.

Editor's note: The update in Section 4.2 at SA2#52 on showing the split of the IASA into two functional entities, namely a 3GPP anchor and SAE anchor, requires the following figure to be updated. Whether the anchors are going to be separated is FFS. In particular, although the Home IASA is illustrated in the HPLMN, it is still an open issue whether the SAE anchor is located in the VPLMN. It is FFS how the above changes impact the SAE roaming architecture depicted below. 
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Figure 4.3-1: SAE Roaming architecture – Home routed traffic

For home routed user traffic the Inter AS Anchor is located in the HPLMN. Due to this reason, an interface between the Visited 3GPP Anchor and Home EPC is needed. This interface is referred to as S8.

The vPCRF is located in the VPLMN, while hPCRF is in the HPLMN. 
Usage of S6, S8, S9 and/or Rx+ as roaming reference points for providing visited network with static/dynamic policies is FFS.
The 3GPP anchor, which anchors user plane for mobility between the 2G/3G access system and the LTE access system, is located in the VPLMN. 

Note: It is FFS what is the functionality of the Home Inter AS anchor.

Note: It is FFS what is other functionalities of the 3GPP anchor in VPLMN besides user plane anchoring between 2G/3G access systems and LTE system.

It is FFS whether the Mobility anchor between 3GPP and non-3GPP access systems is provided by entities in the visited network or by the Home Inter AS Anchor.

The IASA in the home network remains the entity that terminates the IP Access Service.

In case UE traffic is not routed to the HPLMN, the SAE architecture is depicted in the following figure 4.3-2.

Editor's note: The update in Section 4.2 at SA2#52 that the split of the IASA into two functional entities, namely a 3GPP anchor and SAE anchor, requires the following figure to be updated. The decision to split the anchors is FFS.
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Figure 4.3-2: SAE Roaming architecture – Local Breakout

Usage of S6, S9, or neither for providing visited network with static/dynamic policies is FFS.
In the case it is decided that PCRF in the visited network is used, one alternative solution is that the enforcement of the Home PLMN policies (e.g.: QoS and charging policies) by the visited Inter AS Anchor is performed through the interaction of Home and Visited PCRF. Possibly, the Visited PCRF may add/modify policies according to those defined in the VPLMN. The related reference point between PCRFs is referred as S9. 
An alternative solution is the configuration and activation of predefined policies within the PCEF and PCRF within the VPLMN. Such policies may be specific to the HPLMN identity, reflecting the roaming agreements existing between the operators. Accordingly, no roaming interfaces are required in the PCC architecture for the usage of VPLMN services.
Additional reference points for roaming scenarios (in addition to those described in section 4.2)

S8:
indicates the roaming variant of S5 reference point when the Inter AS Anchor point is located in the HPLMN.

S9:
indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN. 

NOTE:
S2 and S4 reference points could be interoperator when the GGSN/PDG and the Inter AS anchor belong to different PLMNs.
**** End of changes ****
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