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1
Introduction

The SAE architecture seems to be in a deadlock, since companies have different interpretations of the Evolved Packet Core (EPC) entities and the resulting node implementations and network deployments. It is therefore necessary to clarify the definitions of the entities, and show how they are grouped in actual implementations and then deployed in actual networks.

2
Discussion

2.1
Functions of EPC entities
The current architecture contains the entities MME/UPE and Inter AS Anchor, the latter of which has been further defined as consisting of a 3GPP Anchor and SAE Anchor. The grouping of functions in the EPC cannot be efficiently discussed based on these entities, and therefore a more detailed description of their functionalities is needed, as follows:
User Plane Entity
User Plane Entity (UPE) provides functionality for anchoring the mobility between eNodeBs, including ciphering and header compression termination point for LTE access. It also terminates downlink data and triggers paging for IDLE mode UEs.
3GPP Anchor

3GPP Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems, and includes GTP interface to SGSN in the GPRS Core. Two types of additional functionality are closely associated with the 3GPP Anchor:
a) Functionality for handling 3GPP access bearers, by terminating the bearers or by associating them with the user data traffic.
b) Functionality for IP connectivity with PDNs/Service Domains (IP address allocation for user data traffic, PCEF and LI for user plane traffic, interfacing with the PCC and charging systems).

Note: In the home routed traffic roaming case the associated functionalities a) and b) are provided in the HPLMN, not by the 3GPP Anchor in the visited network (i.e. similar to proposed proxy or relay One Tunnel solutions for Rel-7). In the case of user data traffic for UEs that attach to non-3GPP accesses, the functionality b) is provided via the SAE anchor.
SAE Anchor

SAE Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems and non-3GPP access systems. One type of additional functionality is closely associated with the SAE Anchor:

a) Functionality for IP connectivity with PDNs/Service Domains (IP address allocation for user data traffic, PCEF and LI for user plane traffic, interfacing with the PCC and charging systems) in the case of multi-access/non-3GPP access user data traffic.
Note: Due to the strict definition of 3GPP Anchor and SAE Anchor as mobility anchors, they both require this additional functionality in order to provide the UE with connectivity to Services. This is a common functionality serving both anchors, i.e. it is not duplicated for the two anchors.

Mobility Management Entity

Mobility Management Entity (MME) contains:
· LTE access specific control plane functionality for mobility management, including management of temporary user IDs. 

· Interface with the HSS for authentication and authorization purposes.
· LTE access specific control plane functionality for session management and for handling other UE context except mobility.
Evolved Packet Data Gateway

Evolved Packet Data Gateway (ePDG) contains functionality for securely providing connectivity to the Evolved Packet Core from a 3GPP WLAN access network.

2.2       Grouping of EPC entities in the implementation scenario
Extensive argumentation has already been presented for the following architecture principles:

· Separation of the MME and the UPE.
· Co-location of the Inter-Access System anchoring functionality.

· Minimization of entities on the user data path.

As a result, it is proposed to group the EPC entities in two node types:
1. MME.
2. SAE GW, which includes all user plane functionality i.e. UPE, 3GPP anchor and SAE Anchor and the functionality associated with the Inter-AS mobility anchors.
Furthermore, the ePDG that interfaces with the SAE Anchor can be either a separate node or co-located with the SAE GW.
2.3       Deployment scenarios with the two node types
An operator can deploy the two node types in two main scenarios:
1. Non-roaming scenario and roaming scenario with local breakout or services in the VPLMN, with MME and one SAE GW in the same network.
2. Home routed traffic roaming scenario with MME and one SAE GW in the visited network, and a second SAE GW in the home network. Only the UPE and the visited 3GPP Anchor are in the visited SAE GW. The SAE Anchor and functionalities associated with the Inter-AS mobility anchors, including handling of 3GPP access bearers, are in the home SAE GW.

In addition to these two main scenarios, some operators may have deployments where there is no full mesh connectivity between eNodeBs and UPEs, or where the PDNs/Service Domains cannot be accessed from a single SAE GW. Therefore, a third deployment scenario supporting UPE relocation in non-roaming case is provided with two SAE GWs on the user data path: only UPE functionality is used in the first SAE GW, whereas the rest is handled by the second SAE GW (which is the default original SAE GW prior to UPE relocation). The MME is only linked to the first SAE GW. The architecture need not be optimized for this scenario due to its low occurrence, and therefore it is sufficient for the UPE to relay signaling between the MME and the 3GPP Anchor.
3
Proposal

It is proposed to add these scenarios and clarify the reference points in section 4 of TR 23.882 as follows.
**** Start of changes ****

4.x.1 Implementation scenario with MME node and SAE GW node
4.x.1.1 Conditions and principles
The MME as an entity with LTE access specific control plane functionality is separated from the user plane functionality in accordance to the following reasoning:

· It provides better flexibility in designing, sourcing and deploying the network.

· It provides better performance due to independent MME and UPE scalability, independent CP and UP handling, improved load sharing options, and independent design and product evolution.

· It allows reduction of UP latency without restricting the placement of the CP functionality (similar to the GPRS One Tunnel approach).

· It allows implementations with SAE and pre-SAE inter-working with co-located entities (e.g. MME and SGSN), resulting in reduced implementation effort and performance improvements.

· It expands the options in providing redundancy, failure and recovery management in the network.
The user plane entities UPE, 3GPP Anchor and SAE Anchor including their associated functionality are parts of a single entity called SAE GW. The reasons are as follows:
· It provides better performance due to minimal number of UP nodes in the EPC and user plane functions in the user data path and the resulting reduction of latencies for most traffic cases.
· It allows the standardization of the architecture without specifying in detail the coordination between Inter-AS mobility anchor functionalities, including synchronization of policy and charging rules.
· It allows the implementation of IP connectivity with PDNs, PCEF and LI for user plane traffic, and interfacing with the PCC and charging systems in a single node type.
The Evolved Packet Data Gateway (ePDG) that interfaces with the SAE Anchor can be a separate node, or co-located with the SAE GW.
4.x.1.2 Proposed deployment scenarios
The figures in this section show deployments with minimal functionality required to support PCC, connectivity to non-3GPP networks, or UPE relocation. The operator may provide further functionality by e.g. using S8 as a non-roaming reference point, or S2b as a roaming reference point, depending on its deployment targets and contractual relationships. The details of policy control for the roaming subscriber in the visited network can be solved independently of the deployment scenarios, but should be based on studies and mechanisms developed for the Rel-7 PCC.
An operator can deploy the two node types in two main scenarios:
1. Non-roaming scenario, with MME and one SAE GW in the same network. The same deployment is also used in the visited services roaming scenario with local breakout or services in the VPLMN, except that the HSS is in the HPLMN.
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Figure 4.x.1-1: Deployment in non-roaming or visited services roaming scenario
2. Home routed traffic roaming scenario with MME and one SAE GW in the visited network, and a second SAE GW in the home network. Only the UPE and the visited 3GPP Anchor are in the visited SAE GW. The SAE Anchor and functionalities associated with the Inter-AS mobility anchors, including handling of 3GPP access bearers (home 3GPP Anchor), are in the home SAE GW. The home operator can allow the use of ePDG in the VPLMN if a sufficient contractual relationship exists between the home operator and the WLAN Access NW provider. Any additional reference points, such as S9, that may be required for policy control in the visited network are not shown in the figure. The operator may choose to use this deployment as an alternative to the UPE relocation scenario, but that does not require relocation of the 3GPP Anchor.
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Figure 4.x.1-2: Deployment in home routed traffic roaming scenario
In addition to these two main scenarios, some operators may have deployments where there is no full mesh connectivity between eNodeBs and UPEs, or where the PDNs/Service Domains cannot be accessed from a single SAE GW. Therefore, a third deployment scenario supporting UPE relocation in non-roaming case is provided with two SAE GWs on the user data path: only UPE functionality is used in the first SAE GW, whereas the rest is handled by the second SAE GW (which is the default original SAE GW prior to UPE relocation). The MME is only linked to the first SAE GW. The architecture need not be optimized for this scenario due to its low occurrence, and therefore it is sufficient for the UPE to relay signaling between the MME and the 3GPP Anchor.
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Figure 4.x.1-3: Deployment in UPE relocation scenario
4.x.1.3 Interfaces for the proposed deployment scenarios
The MME and UPE are redefined as follows.
MME

MME is a functional entity that provides control plane anchoring for LTE including NAS signaling termination, and control for inter 3GPP access system mobility.
UPE
UPE is a functionality entity for anchoring the mobility between eNodeBs, including ciphering and header compression termination point for LTE access.
The following reference points for the non-roaming and roaming scenarios are redefined:
S1-MME:
It provides access to Evolved RAN radio resources for the transport of control plane traffic.
S1-UPE:
It provides access to Evolved RAN radio resources for the transport of user plane traffic.
S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Anchor. Use of S2b as inter-PLMN reference point is optional.
S5:
It provides the user plane with related control and mobility support after UPE relocation between the UPE and the 3GPP Anchor in the deployment scenario where they are separated. It provides the required S10 functionality by serving as a relay between the MME and the 3GPP Anchor.
S8:
Indicates the inter-PLMN reference point providing user and control plane between the 3GPP mobility anchor in the VPLMN and 3GPP access bearer handling in the HPLMN. Use of S8 as intra-PLMN reference point is optional.
S9:
Indicates the inter-PLMN reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN. It is FFS whether operator should use S9 or alternative mechanisms to perform policy control of roaming subscriber in the visited network.
S10:
It enables the exchange of subscriber, security parameter, IP access context and bearer context information between the MME, and the co-located UPE and 3GPP Anchor.
**** End of changes ****
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