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Introduction

Note:
This is an update of document S2-062723 however the conclusion is no longer to use the V3 interface but to use standard SIP signalling.
IMS allows multiple registrations of the same Public User ID from different UEs and one to many of these UE's could be VCC capable.  Any of these UEs could be engaged in Voice based UE originated sessions.   The only thing that identifies that these Public User IDs are in fact from different UEs is the Private User ID that was registered initially before a session was initiated with that Public User ID.

Use Case

A family has been offered VCC service, so we have user A with UE A (father) and user B with UE B (mum).  The service has been configured such that each UE has 2 public ID’s.  One is a business number and the other a common one, the house number.  

UE A (Dad)

Private ID (Dad)

Public User ID X

Public User ID Z (House number)

UE B (Mum)

Private ID (Mum)

Public User ID Y

Public User ID Z (House number)

Given both UE's registered from the same AP, lets assume they both use the same P-CSCF and S-CSCF.  And the S-CSCF has registered them in the same VCC Application.  
UE B is using the WLAN in the house to make a phone call to her friend and for her public user ID has provided ID Z (P-Preferred User ID).  The call has been anchored in the VCC application as mum can VCC out if needed.  Now dad needs to call the plumber on the way to work so he then makes a call from UE A (using public ID Z) to the plumber.  So the network has the following information:

	VCC Application
	UE A
	UE B

	Private ID
	Dad
	Mum

	R-URI
	Tel URI - Plumber
	Tel URI - Friend

	Asserted ID
	IMPU Z
	IMPU Z

	From
	IMPU Z
	IMPU Z

	To
	E.164 Number (Plumber)
	E.164 Number (Friend)

	Contact Header
	IP address K, Port Y – behind a home NAT
	IP address K, Port Z – behind a home NAT

	Other information

	Public User IDs
	IMPU X
	IMPU Y


Now dad moves out the house and needs to VCC into the Cellular network, so we send a set-up with a VDN, caller ID set to IMPU X (E.164 format).  The Initial DP will send the VDN, CallerID (IMPU E.164), IMSI to gsmSCF.  Now there is need to correlate this VCC request with UE A’s ongoing call and not UE’B. 
Solutions to problem

a) The IMPU used from UE A (Dad) in the CS domain is set to IMPU E1.64 X and ISUP is used to convey this to the MGCF which subsequently routes to the VCC application where correlation takes place.

b) Void.

Note 1
In a)- b) When the VCC subscriber registers with IMS, the S-CSCF stores the registered public user identity and its associated set of implicitly registered public user identities; then the S-CSCF sends a 3rd-party REGISTER towards the VCC Application. According to TS 24.229, section 5.4.1.7 (Notification of Application Servers about registration status), "the To header shall contain a non-barred public user identity belonging to the service profile of the processed Filter Criteria. It may be either a public user identity as contained in the REGISTER request received from the UE or one of the implicitly registered public user identities in the service profile, as configured by the operator.".
There is a NOTE in this section; it says: "For the whole implicit registration set only one public user identity per service profile appears in the third-party REGISTER requests. Thus, based on third-party REGISTER requests only, the ASs will not have complete information on the registration state of each public user identity in the implicit registration set. The only way to have a complete and continuously updated  information (even upon administrative change in subscriber's profile) is to subscribe to the reg event package.".
Moving to section 5.7.1.1 (Notification about registration status) the TS 24.229 states "Upon receipt of a third-party REGISTER request, the AS may subscribe to the reg event package for the public user identity registered at the user's registrar (S-CSCF) as described in RFC 3680 [43]."
Therefore, if the VCC Application subscribes the reg event package it is able to know all the VCC subscriber's registered public IDs (provided that the user profile has been provisioned in the appropriate way, i.e. it  contains both shared and not shared public IDs).
Note 2
In a)  - b) assuming a static VDN is used for all users if the CLI is lost in the corresponding ISUP IAM to MGCF, there is no way to correlate the incoming call from the MGCF to VCC application to any ongoing call.

c) You could send the instance identifier of the device in User to User Signalling from the ME, this would then be passed to the MGCF.  The MGCF then needs to send this additional information in a SIP Invite to VCC application (see RFC 3033 for support of User – User Signalling).

d) You could assign every UE with a unique VDN.  This then identifies the originator of the call.  However if VCC is successful service this would require an operator to assign multiple E.164 numbers to every subscriber.  Number resource is finite.

e) Same as d) but you assign the VDN at IMS call set-up time, this has similar issues to d) in that a large pool of E.164 numbers needs to be assigned with no guarantee that it would ever be used.  However the pool is not as great as d)
]

f) The  gsmSCF is to communicate all the Initial DP information to CSAF and then to DTF.  The operator needs to correlate the IMSI with the IMPI.  A dynamic VDN is needed so that this correlation can be looked up when the CS call hits the VCC application.  It must be noted that to involve CAMEL in the VCC invocation will add significant overhead to the call processing time. 
g) CAMEL Phase 4 or a subset of Phase 4 can be used, this will allow the IMEI to be sent to the VCC application.  This used in conjunction with the Release 7 feature GRUU will allow the VCC application to correlate the incoming call with an existing ongoing IMS session.  There is no need to correlate the IMSI with the IMPI however there is still a need to communicate the Initial DP information to FE-C and then to FE-B.   A dynamic VDN is needed so that this correlation can be looked up when the CS call hits the VCC application..

h) You have a V3 interface, thus when you want to request domain transfer you provide your contact details to the VCC application.  The VCC application assigns a dynamic VDN that then identifies the exact ongoing call.  This would remove the need for any CAMEL to be invoked when the CS origination attempt is made at the VMSC.  Furthermore there is no need to rely on CLI in ISUP and no interaction required between gsmSCF and FE's of the VCC application.
i) You could send a SIP Invite to a R-URI that will terminate on the VCC application server, where the VCC application server, after inspection, will send back a 380 Alternative Service.  This concept is similar to how emergency call is redirect from IMS to CS
.  The 380 Alternative Service, as the contact header, will contain an E.164 number that is a dynamic VDN.  This would remove the need for any CAMEL to be invoked when the CS origination attempt is made at the VMSC.  Furthermore there is no need to rely on CLI in ISUP and no interaction required between gsmSCF and FE's of the VCC application.  And no V3 interface is required.

Conclusion

There needs to be a decision taken on how this problem needs to be resolved.  Increasing the number of options in a standard just leads interoperability problems.
3 CRs are proposed to address the above problem

S2-063606 – use of V3 interface

S2-063604 – use of SIP 380 Alternative Service

S2-063607 - Use of dynamic VDNs across closed gsmSCF FE-C interface



























� See TS 24.229 V7.4.0 section 4.2 items 4) and 6) " If the tel URI is a shared public user identity, then the associated alias SIP URI is also a shared public user identity".


� TS 24.229 Section 5.1.6.8	Emergency session setup
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