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Abstract of the contribution: This contribution discusses the benefits to provide a common solution to perform Policy and Charging for all non-3GPP Access. Some of these benefits are firstly that allows operators to offer the same applications to the same subscribers using several non-3GPP accesses with a uniform way to perform Policy and Charging Control, secondly it is simpler since there is no need transfer the user context at inter access mobility. These benefits justify the need to have a common PCEF located in SAE Gw..
1 Introduction

There are requirements to enable subscribers that have a subscription with a SAE operator to be able to connect to operator’s provided services using a non-3GPP access networks. The operator may want to offer the same application to the same subscribers throughout different non-3GPP accesses and at the same time guarantee that service experience is kept so that the SAE bearer maintains allocated QoS. Besides the operator may want to apply charging depending on the type of access. 

In order to maintain the control on the service that is delivered, user plane functions such as Policy enforcement and Charging enforcement needs to be implemented within the EPC in the SAE Anchor. This solution allows the operator to implement policy and charging functions when the non 3GPP access network does not implement it.
It is also interesting to provide a common solution for all accesses (both 3GPP and non-3GPP access), this can be achieved implementing Policy and Charging Functions as a common function in the co-located 3GPP anchor and SAE anchor.

The discussion also addresses the home routed traffic roaming case, when the visited domain processes the user plane traffic of subscribers roaming in the non-3GPP network so that the visited domain is aware of the QoS flows of a roaming user and may enforce policies to this traffic. Note that if the visited PLMN only transfer signalling and the user plane traffic goes directly to the home domain, no policies are enforced. This scenario is described in contribution S2-063584.
The discussion is focused on the PCEF location in the EPC. 
2 Discussion

The ‘non-roaming’ scenario when a SAE operator provides access to operator services using non-3GPP access has two separate domains, the Access Domain and the Home Operator Domain. Both domains may apply policies to control QoS, gating and/or charging.

The Home Operator Domain provides IP connectivity and access to operator services, therefore this domain is responsible to apply policies to the user plane traffic, for QoS enforcement, gating enforcement and charging control. It is also responsible to manage QoS flows in the access networks, so that first a QoS flow is reserved in the access network, then when a user change access network Home Operator Domain requests QoS flows in the new access network and releases QoS flows in the previous access network. Therefore the home operator domain needs to implement PCC functions in their network. 
Policy functions in the Access Network are for further study.
In this basic scenario, dynamic negotiation of service sessions that requires allocation of resources is performed, then the service session requirements are delivered to the PCRF that obtains PCC rules, these PCC rules are obtained based on subscription information (from SPR) and access information then PCC rules are installed in PCEF. The next step is to request access network to establish QoS flows. The Access Network performs admission control before new QoS flows are allocated or existing QoS flows are updated.

The following figure shows a non roaming scenario, PCEF is located in SAE Anchor. Note that, relation with PCEF in PDG is FFS.
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Figure 1. PCEF location for non 3GPP access
In a roaming scenario for ‘home routed traffic’ there are three separate domains, the Access Domain, the Visited Domain and the Home Operator Domain. Any of these three domains may apply policies to control QoS, gating and/or charging. If the visited domain processes user plane traffic, a Roaming Proxy is defined; contribution S2-063584 shows the Roaming Proxy. If the user plane does not transverse the visited domain, there is no Policy and Charging functions to be applied to user plane traffic in the visited domain, but the Home Operator Domain applies policy and charging functions.
As in ‘non-roaming’ scenario, the Home Operator Domain provides IP connectivity and access to operator services, therefore this domain is responsible to apply policies to the user plane traffic, for QoS enforcement, gating enforcement and charging control. It is also responsible to manage QoS flows in the Visited Operator Domain and in the Access Networks. Therefore the Home Operator Domain needs to implement PCC functions in their network. The Visited Operator Domain may also implement PCC functions in order to increase control of roaming traffic, gating enforcement, QoS enforcement, charging control or reporting can be achieved. 
The roaming scenario for home routed traffic includes a hPCEF is located in SAE Anchor in home domain. In addition, if a roaming proxy is present in the visited network domain; further control may be achieved by introducing a vPCEF in the roaming proxy. 
A mechanism to provide PCC rules to vPCEF in roaming proxy is required. Use of a PCRF-PCRF interface over the roaming interface is FFS.
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Figure 2. PCEF location. Home routed traffic (with a Roaming Proxy)
3 Conclusion
It has been discussed where PCEF is located in EPC for non-3GPP access. 

For the ‘non-roaming’ scenario, PCEF is located in the SAE Anchor. 
For the ‘home routed traffic’ roaming scenario, hPCEF is located in SAE Anchor in the Home Operator Domain. In addition, in architecture with a roaming proxy, a vPCEF is located in the Roaming Proxy.
Policy Enforcement Functions in the Access Network Domain are FFS.
The mechanism to provide static or dynamic policies to vPCEF is FFS.

4 Proposal
The proposal is to update 23.882 to include the following:

************
1st change
************

7.1.2
Solution for key issue Policy control and Charging

-
It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF.

-
The PCC interfaces already defined in Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements.

Editors Note:
In a B1 context, cf. Annex B, the enforcement point of the mobility anchor that resides in the core network shall be controlled by a PCRF. In a B2 context, it is FFS if the Inter AS-MM shall contain an enforcement point that is controlled by a PCRF. Alternatively in a B2 context, it is FFS how the interaction between the PCRF(s) and IP Gateways is performed in Inter Access System Handover.

· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA.

· PCEF is located in SAE GW. PCEF is common to co-located 3GPP anchor and SAE Anchor.
· Relation with PCEF in PDG is FFS.
· PCC functionality shall be supported in roaming scenarios. When non-3GPP access is used, the following applies:

· Home routed traffic. hPCEF is located in home domain for home routed traffic. Visited domain may also decide to inspect traffic from roaming subscribers; in this case a vPCEF is located in the VPLMN. Mechanism to provide static and dynamic policies to vPCEF is FFS. 
· Access Network Policy enforcement functions are FFS.
************
End of 1st change 
************
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