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The current specification works around this missing information for two scenarios: bi-directional media flow (for which downlink and uplink packets shall travel on the same PDP context, thus making the TFT filter for the downlink traffic to be sufficient for determining what PDP context will carry the uplink traffic) and unidirectional media flow combined with RTCP (for which the media flow shall travel on the same PDP context as the RTCP flows, thus making the TFT filter for the downlink RTCP flow to be sufficient for determining what PDP context will carry the uplink RTCP and media traffic). However, this does not cover the case of unidirectional media with direction send only, especially when RTCP is not used. Therefore, a general solution is required.

The general solution is based on the transfer of uplink IP filter information from the UE to the GGSN. This uplink IP filter information can then be used as input for the binding mechanism similar to the traffic mapping information for the downlink direction. Two possibilities exist: a) the re-use of the exisiting TFT packet filter or b) a new encoding of the TFT packet identifier.

The difference between solution a) and b) is the impact on the GPRS CN, especially on the SGSN (the UE and the GGSN have to be updated anyway). While solution a) does not require any update of the SGSN because of the reuse of the existing encoding (although with a slightly different meaning), solution b) would require an update as it changes the encoding of the packet filter identifier. Solution b) would also require additional logic at the GGSN to identify and separate the two sets of packet filters. We therefore propose to apply solution a).
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Start of 1st modified section

6.1.1
Binding mechanism

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to the IP-CAN bearer deemed to transport the service data flow. Thus, the binding mechanism shall associate the AF session information with the IP-CAN bearer that is intended to carry the service data flow.

NOTE:
The relation between AF sessions and PCC rules depends only on the operator configuration. An AF session can be covered by one or more PCC rules (e.g. one PCC rule per media component of an IMS session). Alternatively, a PCC rule could comprise multiple AF sessions. 

The binding mechanism creates bindings. The algorithm, employed by the binding mechanism, may contain elements specific for the kind of IP-CAN.

The binding mechanism includes three steps:

1.
Session binding, i.e. the association of the AF session information and applicable PCC rules to an IP-CAN session. 


The PCRF shall perform the session binding, which shall take the following IP-CAN parameters into account:

a)
The UE IP address;

b)
The UE identity (of the same kind), if present.

NOTE 1:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

c)
The information about the packet data network (PDN) the user is accessing.

2.
PCC Rule authorization, i.e. the selection of an QoS class identifier for the PCC rule.


The PCRF shall perform the PCC rule authorization for the dynamic PCC rules that have been selected in step 1, taking into account the IP-CAN specific restrictions and other information available to the PCRF. Each PCC rule receives a QoS class that can be supported by the IP-CAN.

3.
Bearer binding, i.e. the association of the PCC rule to an IP-CAN bearer within that IP-CAN session.


The PCEF performs the bearer binding, unless specified differently in Annex A (e.g. for GPRS running UE only IP-CAN bearer establishment mode).

NOTE 2:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful binding.

For an IP-CAN which allows for multiple IP-CAN bearers for each IP-CAN session, the binding mechanism shall use  the following parameters to create the bearer binding for a service data flow:

a)
The session binding result;

b)
The QoS class of the IP-CAN bearer, if available;

c)
The traffic mapping information, if available.

The bearer binding mechanism works in the following way:

-
If the PCEF performs the bearer binding, then the QoS class assigned in step 2 above to the service data flow is the main input for this mapping. The PCEF shall evaluate whether it is possible to use one of the existing bearers or not. If none of the existing bearers are possible to use, the PCEF should initiate the establishment of a suitable bearer. The binding is created between service data flow(s) and the IP-CAN bearer which have the same QoS class.

-
If the PCRF performs the bearer binding, then the binding mechanism shall associate the PCC rule with the IP-CAN bearer that is intended to carry the service data flow, as indicated by the traffic mapping information synchronized between the PCEF and UE. The PCRF shall compare the available traffic mapping information of all IP-CAN bearers, for the same IP-CAN session, with the existing service data flow filter information. Each part of the traffic mapping information shall be evaluated separately in the order of their related precedence. Any matching service data flow filter creates the binding of its corresponding service data flow with the IP-CAN bearer to which the traffic mapping information belongs. Since a PCC rule can contain multiple service data flow filters it shall be ensured by the PCRF that a service data flow is only bound to a single IP-CAN bearer, i.e. the same PCC rule may not be established on multiple IP-CAN bearers. 
NOTE 3:
For example, a PCC rule containing multiple service data flow filters that match traffic mapping information of more than one IP-CAN bearer could be segmented by the PCRF according to the different matching traffic mapping information. Afterwards, the PCRF can bind the generated PCC rules individually.

Requirements, specific for each type of IP-CAN, are defined in Annex A.

If the transfer of UE traffic mapping information, from the UE to the PCEF, is supported by the IP-CAN (e.g. for GPRS running UE only IP-CAN bearer establishment mode), the UE shall provide the uplink and downlink traffic mapping information to the PCEF according to the available IP filter information at the UE. 
For an IP-CAN, where the PCEF gains no information on what IP-CAN bearer the UE selects to send an uplink IP flow, the binding mechanism shall assume that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP-CAN bearer. If the service data flow consists of uplink IP flows only, the PCRF shall bind a corresponding PCC rule to each of the IP-CAN bearers. These PCC rules shall contain identical service data flow filters but may differ in the charging key.
PCC shall re-evaluate existing bindings, i.e. perform the binding mechanism, whenever the service data flow template, the QoS authorization or the negotiated traffic mapping information changes. The re-evaluation may, for a service data flow, require a new binding with another IP-CAN bearer.
End of 1st modified section

Start of 2nd modified section

A.1.3.1.1
Binding mechanism

As explained in clause 6.1.1, the binding mechanism is performed in three different steps: session binding, PCC rule authorization and bearer binding.  Session binding has no GPRS specifics. For the GPRS case bearer binding is performed by:

-
PCRF, when the selected operation mode is UE-only, see [12], either due to PCRF decision or network/UE capability;

-
PCEF, when the selected operation mode is NW-only.

In order to identify the candidate PDP context the bearer binding shall compare:

-
the PCC rule service data flow template with the TFT filters; and

-
the PCC rule QoS parameters with the PDP context QoS parameters.

The binding mechanism shall comply with the established traffic flow template (TFT) packet filters (for the whole IP-CAN session).

The bearer binding shall bind a PCC rule:

-
to a candidate PDP context with a matching QoS class;

-
to a candidate PDP context with a matching QoS class that, after modification of the bitrate, fulfils the PCC rule QoS demands;

-
to a new PDP context with a matching QoS class, if there is no suitable candidate PDP context present.
The bearer binding mechanism associates the PCC rule with the PDP context to carry the service data flow. The association shall:

-
cause the downlink part of the service data flow to be directed to the PDP context in the association, and

-
assume that the UE directs the uplink part of the service data flow to the PDP context in the association.

Thus, the detection of the uplink part of a service data flow shall be active on the PDP context, which the downlink packets of the same service data flow is directed to or which was associated by the binding mechanism. 
End of 2nd modified section

Start of 3rd modified section

A.1.3.2.2.3
Packet Routeing and Transfer Function

The PCEF performs the packet routeing and transfer functions as specified in TS 23.060 [12], with the differences specified in this clause.

For the PDP address of an UE, the PCEF routes downlink packets to the different PDP contexts based on the downlink parts of the service data flow templates, in the active PCC rules and their routeing associations to the PDP contexts. The association between an active PCC rule and a PDP context shall correspond to the downlink TFT received from the UE. Each active PCC rule shall have a single routeing association to a PDP context. Upon reception of a packet, the PCEF evaluates the downlink part of the service data flow templates of the PCC rules activated for the PDP address in order of precedence to find a match. When the first match is found, the packet is tunnelled to the SGSN via the PDP context, for which the PCC rule has the routeing association. If no match is found, the PCEF shall silently discard the packet.

The UE shall define TFTs that enable successful binding at the PCRF for service data flows requiring a binding to occur.

For each uplink packet of a bi-directional service, the UE should choose the PDP context that is used for the downlink direction of the same service, as declared in the TFT information.  If the UE has declared uplink TFT information, for each uplink packet of an uplink only service, the UE shall choose the PDP context as declared in the TFT information.
Editor's note:
The encoding of the TFT shall be backwards compatible. The decision about which parameter of the TFT packet filter is used to indicate that this TFT packet filter provides mapping information for the uplink is left for stage 3.
The packet filters, to be applied on dedicated signalling PDP contexts, shall form PCC rules, which shall be granted higher precedence than any other PCC rule and be active on the dedicated signalling context.
End of 3rd modified section
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