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************ Change Start ************

Annex D (Informative):

WiMAX IP-CAN

D.1
General
In the WiMAX IP-CAN, the UE (also referenced as Mobile Station or MS in IEEE 802.16e-2005) connects to the WiMAX Access Service Network (ASN) which consists of one or more Base Stations (BS) and ASN Gateways (ASN GW). The BS and ASN GW functions may be physically co-located or separated via an IP cloud employing standard tunneling protocols such as Generic Record Encapsulation (GRE). The ASN GW logically communicates with a Connectivity Service Network (CSN) which is a collection of core networking functions (e.g. Mobile IP HA, AAA Server, DHCP, DNS etc.). The ASN manages traffic admission and scheduling, enforces QoS for an authorized UE and performs accounting functions for the UE (per session, flow, or UE); hence, AS includes PCEF functionalities for the WiMAX IP-CAN. However, during the lifetime of a Service Data Flow, UE can move among ASNs. Since relocation of PCEFs is not supported in 3GPP PCC Release 7, a distributed policy enforcement architecture is required. The WiMAX CSN includes PCRF-Proxy to relay relevant decisions to PCEF function in the ASN over the WiMAX R3 reference point. The WiMAX CSN may also include PCEF functionality. The PCRF-Proxy in the CSN terminates the Gx reference point from the PCRF. 

The PCC functional mapping to WiMAX IP-CAN is shown in the following figure where PCC Gx and Rx are applied.
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Figure D.1: WiMAX IP-CAN and 3GPP PCC
D.1.1 
High level requirements

The WiMAX IP-CAN manages IP sessions for the WiMAX UE, including service flow management. When a UE is admitted and registered in the WiMAX IP-CAN, it is assigned an IP address. One or more unidirectional service flows (upstream or downstream) are created by/for the UE. A Service Flow Management (SFM) logical entity in the WiMAX BS is responsible for the creation, admission, activation, modification and deletion of IEEE 802.16 (over-the-air) service flows. Service flows may be pre-provisioned or dynamically created based on policies. It consists of an Admission Control (AC) function, and associated local radio and resources information. The AC is used to decide whether a new service flow can be admitted based on existing radio and the local resource usage. The Service Flow Authorization (SFA) logical entity located in the ASN is responsible for evaluating any service request against user service profile. SFA is connected to SFM over WiMAX R6 reference point.

D.1.2 
Charging related requirements

D.1.3 
Policy control requirements

D.2 
Architecture model and reference points

D.2.1 
Reference points 

D.2.1.1
Rx reference point

WiMAX Network imposes no new requirements to the RX reference point.

D.2.1.2


Gx reference point

WiMAX Network imposes no new requirements to the Gx reference point other than WiMAX specific attributes (e.g., RAT type).

D.2.1.3



Sp reference point

WiMAX Network imposes no new requirements to the Sp reference point.

D.3 
Funcitonal description

D.3.1
Overall description 

The WiMAX IP-CAN employs for an IP-CAN bearer, the concept of a WiMAX service flow, in order to provide a data path between the UE and the WiMAX CSN via the ASN. When a UE is registered in the WiMAX IP-CAN, it is associated with one or more IP data service flows. Based on session information provided by the AF via the Rx reference point, the PCRF determines the QoS requirements for each IP flow. The PCRF requests the WiMAX CSN via Gx interface to enforce the authorized PCC rules on the packet data flows. The PCRF-Proxy function in the WiMAX CSN, in turn, communicates with PCEF to request enforcement of the PCC rules received from the PCRF. Provided that resources are available, the ASN creates and configures logical bearers and enforces creation of appropriate traffic classes associated with service flows compliant with IEEE 802.16 standards for the air interface and IP-CAN bearer capabilities in the ASN (e.g. DiffServ).

D.3.1.1
Binding mechanism 

As explained in clause 6.1.1, the binding mechanism is performed in three different steps: session binding, PCC rule authorization and bearer binding. For WiMAX IP-CAN, session binding and PCC rule authorization are performed by PCRF, and bearer binding is performed by PCEF. 

D.3.1.2
Credit management

For WiMAX IP-CAN the credit re-authorization triggers in Table D.1 shall apply in addition to the ones in Table 6.1.
Table D.1: WiMAX IP-CAN specific credit re-authorization triggers

	Credit re-authorization trigger
	Description

	WiMAX SFA change
	The WiMAX UE has moved to a new WiMAX SFA.


D.3.1.3
Event triggers

For WiMAX IP-CAN the triggers in Table D.2 shall apply in addition to the ones in Table 6.2.

Table D.2: WiMAX IP-CAN specific event triggers

	Event trigger
	Description

	WiMAX SFA change
	The WiMAX UE has moved to a new WiMAX SFA.


D.3.2
Functional entities

D.3.2.1
Policy Control and Charging Rules Function (PCRF) 

The 3GPP PCRF is used for the WiMAX IP-CAN. The PCRF interacts with WiMAX CSN using 3GPP Gx interface. 

D.3.2.2
Policy and Charging Enforcement Function (PCEF) 

For WiMAX IP-CAN, PCEF functions exist in ASN and possibly in CSN. In addition CSN has the following PCC related enhancement:

· Includes a PCRF-Proxy function that

· Translates the Gx protocol messages from the PCRF and relays rules that need to be executed n the ASN and/or CSN.

· Translates the messages received from ASN and relays them on Gx to the PCRF.

· Handles the PCEF relocation in ASN in a way that is transparent to the PCRF.

Charging control may be jointly performed in the CSN and/or ASN and is an implementation choice.
D.3.2.3      Application Function (AF)

WiMAX Network imposes no requirements to the AF functionalities. 

D.3.3      Policy and charging control rule

D.3.3.1      General

D.3.3.1      Policy and charging control rule operations

************ Change End ************
