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*** First change ***
5.10.3.0
Removal of IP-CAN bearers used to transport IMS SIP signalling

It is possible that the IP-CAN removes the IP-CAN bearer used to transport IMS SIP signalling (e.g. due to overload situations).
In this case the UE shall initiate a procedure to re-establish an IP-CAN bearer to transport IMS SIP signalling. If re-establishment fails then the UE shall de-activate all other IMS related IP-CAN bearer(s). 
The deactivation of the IP-CAN bearer(s) results in the P‑CSCF/PDF being informed of the bearer release which may, depending on policy, lead to a network initiated session release (initiated by the P‑CSCF) as described in 5.10.3.1. 
The failure in re-establishing the ability to communicate towards the UE results also in the P‑CSCF/PCRF being informed that the IMS SIP signalling transport to the UE is no longer possible which shall lead to a network initiated session release (initiated by the P‑CSCF) as described in 5.10.3.1 if any IMS related session is still ongoing for that UE. Additionally, the P-CSCF shall reject subsequent incoming session requests towards the remote endpoint indicating that the user is not reachable, until either: 
· the registration timer expires in P-CSCF and the user is de-registered from IMS. 
· a new Register message from the UE is received providing an indication to the P-CSCF that the IMS SIP signalling transport for that user has become available again and session requests can be handled again. 
*** Next change ***
5.10.3.1.1
Network initiated session release - P‑CSCF initiated – after removal of IP-Connectivity Access Network bearer
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Figure 5.26: Network initiated session release - P‑CSCF initiated – after removal of IP-CAN bearer

1.
A bearer related to the session is terminated. The P‑CSCF/PDF receives an indication of IP-CAN bearer release.

2.
The P‑CSCF/PDF removes the authorisation for resources related to the released bearer that had previously been issued for this endpoint for this session. It is optional for the P‑CSCF/PCRF to deactivate additional IP-CAN bearers (e.g. an IP-CAN bearer for chat could still be allowed). For these IP-CAN bearers the P‑CSCF/PDF performs the 'Revoke Authorization for IP-CAN and IP Resources' procedure (see TS 23.207 [9]).

3.
The P‑CSCF decides on the termination of the session. For example, the P‑CSCF may decide to terminate the session if all IP-CAN bearers related to the same IMS session are deleted. In the event of the notification that the signalling transport to the UE is no longer possible, the P-CSCF shall terminate any ongoing session with that specific UE. 
If the P‑CSCF decides to terminate the session then the P‑CSCF/PDF removes the authorisation for resources that has previously been issued for this endpoint for this session. The P‑CSCF/PDF shall perform the 'Revoke Authorization for IP-CAN and IP Resources' procedure (see TS 23.207 [9]) in case that all IP-CAN bearers associated with the session have not been deleted yet.

The following steps are only performed in case the P‑CSCF/PDF has decided to terminate the session.

4.
The P‑CSCF generates a Hangup (Bye message in SIP) to the S‑CSCF of the releasing party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

7.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

9.
The P‑CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P‑CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

12.
Steps 12 and 13 may be done in parallel with step 11. The UE initiates the release of the IP-CAN bearer .

13.
The IP-CAN releases the IP-CAN bearer. The IP network resources that had been reserved for the message receive path to the UE for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S‑CSCF.

15.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

16.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.
  *** Next change ***
E.2.1a.2
Deletion of PDP Context used to transport IMS SIP signalling

In case the GPRS subsystem deletes the PDP Context used to transport IMS SIP signalling, then according to clause 5.10.3.0 the UE shall initiate a procedure to re-establish a PDP Context for IMS signalling transport. If there are any IMS related PDP contexts active, the re-establishment of the PDP context to transport IMS signalling shall be performed by using the Secondary PDP Context Activation Procedure as defined in TS 23.060 [23].
The failure in re-establishing the ability to communicate towards the UE results also in the P‑CSCF/PCRF being informed that the IMS SIP signalling transport to the UE is no longer possible which shall lead to a network initiated session release (initiated by the P‑CSCF) as described in 5.10.3.1 if any IMS related session is still ongoing for that UE. Additionally, the P-CSCF shall reject subsequent incoming session requests towards the remote endpoint indicating that the user is not reachable, until either: 

· the registration timer expires in P-CSCF and the user is de-registered from IMS. 

· a new Register message from the UE is received providing an indication to the P-CSCF that the PDP Context used for IMS SIP Signalling transport for that user has become available again and session requests can be handled again. 

  *** Next change ***
E.2.4
Network initiated session release - P‑CSCF initiated
E.2.4.0
General

In the event of loss of coverage, TS 23.060 [23] defines the Iu or RAB Release procedures. In case of PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s in up- and downlink direction. This is indicated to the P‑CSCF / PDF by performing the 'Indication of PDP Context Modification' procedure (see TS 23.207 [9]) as shown in Figure E.2. This procedure also applies to PDP Contexts used for IMS SIP Signalling transport. For loss of coverage in case of other PDP contexts (background or interactive traffic class), the PDP context is preserved with no modifications and therefore no indication to the P‑CSCF/PDF.

E.2.4.1
Network initiated session release - P‑CSCF initiated after loss of radio coverage
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Figure E.2: Network initiated session release - P‑CSCF initiated after loss of radio coverage

1.
In the event of loss of radio coverage for a PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s in up- and downlink direction. The P‑CSCF/PDF receives an indication of PDP context modification. This also applies to PDP Contexts used for IMS SIP Signalling transport.
2.
It is optional for the P‑CSCF/PDF to deactivate the affected bearer and additional IP bearers (e.g. an IP bearer for chat could still be allowed). For these IP bearers the P‑CSCF/PDF performs the 'Revoke Authorization for UMTS and IP Resources' procedure (see TS 23.207 [9]). If the P‑CSCF decides to terminate the session then the P‑CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session.

3.
The P‑CSCF decides on the termination of the session. . In the event of the notification that the signalling transport to the UE is no longer possible, the P-CSCF shall terminate any ongoing session with that specific UE. If the P‑CSCF decides to terminate the session then the P‑CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. The P‑CSCF/PDF shall perform the 'Revoke Authorization for UMTS and IP Resources' procedure (see TS 23.207 [9]) in case that all IP bearers associated with the session have not been deleted yet.
The following steps are only performed in case the P‑CSCF/PDF has decided to terminate the session.

4.
The P‑CSCF generates a Hangup (Bye message in SIP) to the S‑CSCF of the releasing party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

7.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

9.
The P‑CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P‑CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

12.
Steps 12 and 13 may be done in parallel with step 11. The UE initiates the release of the bearer PDP context.

13.
The GPRS subsystem releases the PDP context. The IP network resources that had been reserved for the message receive path to the UE for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S‑CSCF.

15.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

16.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.

*** End of changes ***
