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Abstract of the contribution: This contribution proposes a functional allocation for MME & UPE split where RB management is performed by the MME.
1. Introduction

In this document we discuss the keys issues in choosing between the two allocation schemes, Option-B or Option-C in Annex H of the TR 23.882. Figure 1 from S2-062296 shows the proposed functional split between MME and UPE for Option-C. Figure 2 shows a proposed functional split that corresponds to Option-B. PCRF interfaces are removed for this discussion, since PCRF interfacing is being discussed under another topic. The placement of functions that are different in the two options are highlighted in red.
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Figure 1. Option-C MME/UPE functional split (PCRF interactions removed). [S2-062296]
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Figure 2. Option B. Functional allocation.
The key differences between Option B and C are:

1. Radio bearer (RB) management for both signalling RB and traffic RB is in MME for Option-B as opposed to being Option C where signalling RB is managed by MME and traffic RB is managed by UPE. Access-bearer management is performed between the UPE and eNB in both Options
2. State supervision is split between eNB and MME for Option-B as opposed to being in UPE for Option-C. In Option-B, the eNB is primarily responsible for determining active->idle mode transitions and informing the MME and UPE about such a transition (and updating RB and AB accordingly). Idle to active transitions are managed by the MME. UPE stores idle/active state of UE to determine if paging request should be sent to MME when DL packet arrives for idle UE. UPE does not perform any idle/active  state supervision in Option-B.

The key objective of Option-B is to keep session-management (SM) state out of the MME. In this contribution we argue that it is beneficial to perform traffic RB management in MME and also show that MME will need to be aware of SM information.
2. Discussion

The key points to consider are:

2. Radio-bearer management 
In Option-C there is assumption that Traffic radio-bearer (RB) management is done by the UPE and not the MME. Hence, setup of radio-bearers is signalled directly by the UPE to the eNB. In Option-B, both signalling and traffic RB management is performed by the MME. 
As with GPRS, there are several situations where the traffic RBs will need handle the teardown and re-initiation of RB channels. In Option-B in case RB release by the eNB, the eNB will inform the MME of release of the appropriate RBs and also will modify the existing SAE-bearers based on modification rules for the particular access-bearer, eg may preserve access-bearer for conversational class traffic. The eNB could choose to preserve certain access-bearers (AB) for which it would be efficient for the MME to re-establish the RBs. 
Also setup of RBs have dependency on whether RRC connection is already established with the UE, the knowledge of which is only available at the MME. There could be error conditions at RB setup, such as the state for UE being active in the NW, but the UE having lost its RRC signalling connection which will need interaction with the MME. For these reasons, having the MME perform RB setup would be appropriate. This also centralizes the management of both signalling and traffic RBs in the MME, instead of having it spread between the MME and the UPE.
2. Linking of RB_ID with NSAPI at MME
A pictorial view of some of the key identifiers of bearers and mapping between these bearers is shown in the figure below for SAE. 

[image: image3] Figure 3. Mapping between identifier of bearers for an SAE bearer.
The mapping is for a single SAE bearer for a UE. The terms used here are equivalent of those used for GPRS for explanation purposes. In the signalling for set up of a SAE bearer (equivalent of PDP context) between the UE and the MME, both the MME and UE need to be aware of the mapping between NSAPI and the RBID. In Option-B, the signal flows indicated that MME is not aware of any session-management context including RBID. Also in the flow diagram for setup of dedicated bearers by PCRF for Option-C (figure H.6.3), there is no message transfer indicating that after SAE bearer setup, the UPE informs the MME about the RBID for a session. This is not correct, since this could lead to issues in session-management between UE and MME. 

Hence, there should be a flow from the UPE to the MME after access-bearer setup to inform the MME of the RBID of the RB that has been setup. 
2. Conclusion

Based on the discussion above, we conclude that MME will need to be aware of session-management context and be involved in RB management. The key points from the discussion above are:

1. RB management for both signalling and traffic bearer should be performed by MME to handle situation of RB modifications by eNB, and

2. MME needs to be aware of mapping from NSAPI to RBID for SAE bearer establishment with UE.

Moreover, MME will need to perform admission control and hence will have minimal SM context. 

Based on the discussion above, we propose that Figure 2 indicating functionality split between MME and UPE be accepted for inclusion into TR 23.882.
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