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3.3
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

A-GRUU
Anonymous Globally Routable User Agent URI

AMR
Adaptive Multi-rate

API
Application Program Interface

AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Charging Data Record

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

ENUM
E.164 Number

GGSN
Gateway GPRS Support Node
GLMS
Group and List Management Server
GMLC
Gateway Mobile Location Centre

GRUU
Globally Routable User Agent URI

GUP
Generic User Profile

HSS
Home Subscriber Server

IBCF
Interconnection Border Control Function
I‑CSCF
Interrogating‑CSCF
IETF
Internet Engineering Task Force

IM
IP Multimedia

IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

ISDN
Integrated Services Digital Network

ISIM
IMS SIM

ISP
Internet Service Provider

ISUP
ISDN User Part

IWF
Interworking Function

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

OSA
Open Services Architecture

P‑CSCF
Proxy‑CSCF
PDF
Policy Decision Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

P-GRUU
Public Globally Routable User Agent URI

PLMN
Public Land Mobile Network

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RFC
Request for Comments

SBLP
Service Based Local Policy

SCS
Service Capability Server

S‑CSCF
Serving‑CSCF
SDP
Session Description Protocol

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway

TAS
Telephony Application Server

THIG
Topology Hiding Inter-network Gateway

TrGW
Transition Gateway

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM
4.3.3.2a
Globally Routable User Agent URI (GRUU)

A Globally Routable User Agent URI (GRUU) is an identity that identifies a unique comnbination of Public User Identity and UE instance that allows a UE to address a SIP request to a specific Public User Identity UE combination instance, as opposed to a Public User Identity, in order to ensure that the SIP request is not forked to another registered UE of the same Public User Identity. There are two types of GRUUs; Public GRUUs (P-GRUUs) and Anonymous GRUUs (A-GRUUs). P-GRUUs are GRUUs that reveal the Public User Identity of the user and are very long lived. A-GRUUs are GRUUs that contain a URI that do not reveal the Public User Identity of the user and are valid only for the expiration period of an IMS registration.  It shall be possible for the IM CN subsystem to support the capability for IMS UEs to obtain both A-GRUUs and P-GRUUs when performing IMS registration, exchange GRUUs using SIP requests and responses and use GRUUs to address SIP requests to specific UEs according to draft-ietf-sip-gruu [49].

4.3.3.2a.1
Architecture Requirements

The following architectural requirements shall apply to support of GRUU in the IMS:

1.
A GRUU shall be registered in the IMS network with a unique combination of specific Public User Identity and UE.

2.
If a UE supports GRUU, it shall indicate support for a GRUU that is associated with a specific Public User Identity at the time of registration of the Public User Identity. A single instance ID should be assigned by the UE regardless of the number of IP-CANs interfacing with the UE.

3.
The IMS network shall be able to receive an indication of support for GRUU for a specific Public User Identity at a specific UE instance and be able to generate both an A-GRUUand P-GRUU and return them to the UE that indicated support for GRUU.

NOTE:
The UE may have a registration request that indicates GRUU support, but the GRUUs will not be returned if IMS network does not support generatation of GRUUs.

4.
When the IMS network receives indication of GRUU support for a specific Public User Identity from the UE during a registration request, the IMS network shall also generate A-GRUUs and P-GRUUs for all implicitly registered Public User Identities belonging to the same implicit registration set.  The IMS network shall communicate all these other GRUUs to the UE.

5.
Registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same S-CSCF.

6.
The IMS network will be able to generate GRUUs for any UE registered with a valid SIP URI.

7.
The IMS network shall generate the same P-GRUU for a given Public User Identity and Instance Identifier combination.
8. 
The IMS network shall generate a different A-GRUU for a given Public User Identity and Instance Identifier combination for each registration.
9.
The IMS network shall be able to derive the Public User Identity directly from the P-GRUU.  The public user identity derived from the P-GRUU used to identify the contact address of the sender shall be same as the public user identity used to identify the initiator or an associated Public User Identity. If the URI in the SIP Contact header of the sender carries a parameter indicating that it is a P-GRUU but does not comply with the stated requirement or if there is no registration corresponding to the P-GRUU or the A-GRUU, then the IMS network should reject the request.

10.
The IMS network shall be able to route requests destined to a GRUU to the UE instance registered with that GRUU. 

11.
The IMS network shall not fork SIP requests addressed to a GRUU to UEs other than the UE that obtained the GRUU at registration.

12.
A UE that is capable of supporting GRUUs shall be able to differentiate between a GRUU and a Public User Identity.

13.
A UE shall be able to establish a session or non-session related communication with another UE using a GRUU.

14.
A UE supporting GRUUs shall be able to inter-work with an IMS network not supporting GRUUs.

15.
A UE supporting GRUUs shall be able to inter-work with a UE not supporting GRUUs per draft-ietf-sip-gruu [49].

16.
A UE or network that supports GRUUs shall not negatively affect networks or UEs that do not support GRUUs. 

17.
It shall be possible to define iFCs that match the Public User Identity part of a GRUU.

18.
It shall be possible for iFCs to determine whether the Request URI of a message contains a GRUU, and then trigger to application servers that are only applicable for GRUUs.

19.
It shall be possible to provide terminating services to a GRUU associated with a currently unregistered subscriber.

NOTE:
The network may not be able to validate the unregistered GRUU of a currently unregistered or registered subscriber, such that operator policy might restrict the services available to the GRUU under these conditions.

20
.
It shall be possible to apply same level of privacy irrespective whether GRUU is used or not. When privacy is required the UE shall use an A-GRUU to preserve the anonymity of the user.
4.3.3.5
Relationship of Public User Identities, GRUUs, and UEs

Each Public User Identity may have two or more Globally Routable User Agent URIs (GRUUs). There are two two types of GRUU, P-GRUUs and A-GRUUs which are associated with Public User Identities together in a pair of one P-GRUU and one A-GRUU Each pair of a P-GRUU and an A-GRUU is associated with one Public User Identity and one UE. This relationship is depicted in figure 4.6a. If a UE registers (explicitly or implicitly) with multiple Public User Identities, a separate GRUU pair is associated with each. If different UEs register with the same Public User Identity, a separate GRUU pair is associated with each.
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Figure 4.6a: The relationship of Public User Identities, GRUUs, and UEs
4.6.3
Serving‑CSCF
The Serving‑CSCF (S‑CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator's network, different S‑CSCFs may have different functionalities. The functions performed by the S‑CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (e.g. HSS).

-
When a registration request includes an Instance ID with the contact being registered and indicates support for GRUU, the S-CSCF shall assign a unique P-GRUU and A_GRUU to the combination of Public User Identity and Instance ID.

-
If a registration request indicates support for GRUU, the S-CSCF shall return both the P-GRUU and A-GRUU assigned to each currently registered Instance ID.

-
The S-CSCF shall notify subscribers about registration changes, including the P-GRUUs and A-GRUUs assigned to registered instances.

Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User Identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the entry point for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward the SIP request or response to that entry point.


If a GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity encapsulated in the P-GRUU or associated with the A-GRUU belongs to the same service profile.

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I‑CSCF within the operator's network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
In case the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc…);

-
Process and proceed with the request even if the user on whose behalf the AS had generated the request is unregistered. If the user is unregistered, the S-CSCF shall execute any unregistered origination service logic on behalf of the user before forwarding requests from an AS.
-
Process and proceed with other requests to and from the user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P‑CSCF.
-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in RFC 3312 [41].
NOTE:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be founf in Section 4.14 and Annex I.

Based on local configuration, the S‑CSCF may be provisioned as the contact point within an operator's network for transit IMS scenarios and may perform transit routing functions (see clause 5.19).

Charging and resource utilisation:

-
Generation of CDRs

5.2.1
Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1.
The architecture shall allow for the Serving‑CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.

2.
The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator's network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.

3.
A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).

4.
It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.

5.
It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.

6.
The Serving‑CSCF is able to retrieve a service profile of the user who has IMS subscription. The S‑CSCF shall check the registration request against the filter information and if necessary inform Application Servers about the registration of the user; it shall be possible for the filter information to allow either just the initial registrations of the user or also subsequent re-registrations to be communicated to the Application Servers. The Serving‑CSCF knows how to reach the Proxy‑CSCF currently serving the user who is registered.

7.
The HSS shall support the possibility to bar a Public User Identity from being used for IMS non-registration procedures. The S‑CSCF shall enforce these barring rules for IMS. Examples of use for the barring function are as follows:

-
Currently it is required that at least one Public User Identity shall be stored in the ISIM application. In case the user/operator wants to prevent this Public User Identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application directly.

8.
The HSS shall support the possibility to restrict a user from getting access to IM CN Subsystem from unauthorized visited networks.

9.
It shall be possible to register multiple public identities via single IMS registration procedure from the UE. See subclause 5.2.1a for details.

10.
It shall be possible to register a Public User Identity that is simultaneously shared across multiple contact addresses via IMS registration procedures. However, each registration and each de-registration process always relates to a particular contact address and a particular Private User Identity.

11.
Registration of a Public User Identity shall not affect the status of already registered Public User Identity(s), unless due to requirements by Implicit Registration set defined in subclause 5.2.1a.
12.
When multiple UEs share the same public identity (es), each UE shall be able to register its contact address with IMS.
13.
The UE may indicate its capabilities and characteristics in terms of SIP User Agent capabilities and characteristics described in RFC 3840 [38] during IMS registration. The UE may also update its capabilities by initiating a re-registration when the capabilities are changed on the UE.
14.
If a UE supports GRUU, the UE shall indicate its support for GRUUs and obtain a P-GRUU and an A-GRUU for each registered Public User Identity during IMS registration as described in draft-ietf-sip-gruu [49].

5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered
1.
After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned the I‑CSCF shall perform the new S‑CSCF selection function based on the capabilities returned.
If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.

The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF shall store the P‑CSCF Network ID information.

6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS.
7.
The HSS shall store the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S‑CSCF. The S‑CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S‑CSCF.

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.
9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a P-GRUU, an A-GRUU) to the I‑CSCF. The P-GRUU shall uniquely identify the registered Public User Identity, Instance ID pair and shall be the same P-GRUU as that assigned for all previous registrations of that Public User Identity for the same Instance Identifier The A-GRUU shall uniquely identify the registered Public User Identity, Instance ID pair and shall be different than the A-GRUU assigned for recent registrations of that Public User Identity. 
10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a P-GRUU, an  A-GRUU) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a P-GRUU, an A-GRUU) to the UE.

5.2.2.4
Re-Registration information flow – User currently registered

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. A re-registration procedure can also be initiated when the capabilities of the UE have changed. Re-registration follows the same process as defined in subclause 5.2.2.3 "Registration Information Flow – User not registered". When initiated by the UE, based on the registration time established during the previous registration, the UE shall keep a timer shorter than the registration related timer in the network.

NOTE 1: if the UE does not re-register, any active sessions may be deactivated.
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Figure 5.2: Re-registration - user currently registered

1.
The UE initiates a re-registration. For periodic registration, the UE initiates a re-registration prior to expiry of the agreed registration timer. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, capability information, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query information flow to the HSS (Public User Identity, Private User Identity and P‑CSCF network identifier).
4.
The HSS shall check whether the user is registered already and return an indication indicating that an S‑CSCF is assigned. The Cx-Query Resp (indication of entry contact point, e.g. S‑CSCF) is sent from the HSS to the I‑CSCF.
5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.


The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE.

6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS. Note: Optionally as an optimisation, the S‑CSCF can detect that this is a re-registration and omit the Cx-Put/Cx-Pull request.

7.
The HSS shall stores the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull-Resp (user information) to the S‑CSCF. The S‑CSCF shall store the user information for that indicated user.

8.
Based on the filter criteria, the S‑CSCF shall send re-registration information to the service control platform and perform whatever service control procedures are appropriate.

9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a P-GRUU, an A-GRUU) to the I‑CSCF. The P-GRUU shall uniquely identify the registered Public User Identity, Instance ID pair and shall be the same P-GRUU as that assigned for all previous registrations of that Public User Identity for the same Instance Identifier The A-GRUU shall uniquely identify the registered Public User Identity, Instance ID pair and shall be different than the A-GRUU assigned for recent registrations of that Public User Identity
10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a P-GRUU, an A_GRUU) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a P-GRUU, an A-GRUU) to the UE.
5.2.2.5
Stored information.

Table 5.1 provides an indication of some of the information stored in the indicated nodes during and after the registration process. Note that Table 5.1 is not an exhaustive list of stored information, i.e. there can be additional information stored due to registration.
Table 5.1 Information Storage before, during and after the registration process

	Node
	Before Registration
	During Registration
	After Registration

	UE - in local network
	Credentials

Home Domain

Proxy Name/Address
	Same as before registration
	Credentials

Home Domain

Proxy Name/Address
UE P-GRUU
UE A-GRUU

	Proxy‑CSCF
- in Home or Visited network
	Routing Function


	Initial Network Entry point

UE Address

Public and Private User IDs
	Final Network Entry point

UE Address

Public and Private User IDs

	Interrogating‑CSCF - in Home network
	HSS or SLF Address
	Serving‑CSCF address/name

P‑CSCF Network ID

Home Network contact Information
	No State Information

	HSS
	User Service Profile
	P‑CSCF Network ID
	Serving‑CSCF address/name\

	Serving‑CSCF (Home)
	No state information
	HSS Address/name

User profile (limited – as per network scenario)

Proxy address/name

P‑CSCF Network ID

Public/Private User ID

UE IP Address
UE P-GRUU
UE A-GRUU
	May have session state Information

Same as during registration


5.6.1
(MO#1) Mobile origination, roaming

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, P‑CSCF knows the name/address of the next hop in the signalling path toward the serving‑CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1.
UE sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
The Authorization-Token is generated at this step and stored in the P‑CSCF. P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE.

This next hop is either the S‑CSCF that is serving the visiting UE.

3.
S‑CSCF validates the service profile, if a P-GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity encapsulated in the GRUU belongs to the same service profile, if an A-GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity associated with the GRUU belongs to the same service profile,and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4.
S‑CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF.

7.
P‑CSCF authorises the resources necessary for this session.

8.
The Authorization-Token is included in the Offer Response message. P‑CSCF forwards the message to the originating endpoint

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PDF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PDF) to repeat the Authorization step (Step 7) again.

10.
After determining the needed resources in step 8, UE initiates the reservation procedures for the resources needed for this session.

11.
P‑CSCF forwards the Response Confirmation to S‑CSCF.

12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P‑CSCF validates that the resources are allowed to be used.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

22-24.
Terminating end point may generate ringing and it is then forwarded via the session path to the UE.

25.
UE indicates to the originating user that the destination is ringing

26.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

27.
S‑CSCF sends a SIP 200-OK final response along the signalling path back to P‑CSCF.

28.
P‑CSCF indicates the resources reserved for this session should now be approved for use.

29.
P‑CSCF sends a SIP 200-OK final response to the session originator

30.
UE starts the media flow(s) for this session

31-33.
UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

5.6.2
(MO#2) Mobile origination, home
This origination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedure described in section 5.1.1. During registration, the home network allocates an S‑CSCF in the home network.
When registration is complete, P‑CSCF knows the name/address of S‑CSCF.
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Figure 5.15: Mobile origination procedure - home

Procedure MO#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
The Authorization-Token is generated at this step and stored in the P‑CSCF. P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S‑CSCF in the home network.

3.
S‑CSCF validates the service profile, if a P-GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity encapsulated in the GRUU belong to the same service profile, if an A-GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity associated with the GRUU belongs to the same service profile,and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4.
S‑CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF
7.
P‑CSCF authorises the resources necessary for this session.

8.
The Authorization-Token is included in the Offer Response message. P‑CSCF forwards the message to the originating endpoint.

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PDF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PDF) to repeat the Authorization step (Step 7) again.

10.
UE initiates resource reservation for the offered media.

11.
P‑CSCF forwards this message to S‑CSCF
12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-14.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the PCSCF authorises the media.

15.
PCSCF forwards the answered media towards the UE.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF again authorizes that the resources are allowed to be used.

22-24.
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S‑CSCF per the S-S procedure. It is sent from there toward the originating end along the signalling path.

25.
UE indicates to the originating user that the destination is ringing.

26-27.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response along the signalling path to the originating end, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

28.
P‑CSCF indicates the resources reserved for this session should now be approved for use.

29.
P‑CSCF passes the 200-OK response back to UE

30.
UE starts the media flow(s) for this session.

31-33.
UE responds to the 200 OK with an ACK message which is sent to P‑CSCF and passed along the signalling path to the terminating end.

5.20
Procedures for Assigning, Using, and Processing GRUUs

5.20.1
UE

5.20.1.1
Obtaining a GRUU during registration

A UE shall indicate its support for the GRUU mechanism in the registration request and retain the P-GRUU and A-GRUU in the registration response. The UE shall generate an instance identifier that is a unique identifier for that UE. The UE shall include an instance identifier in all registration requests. Instance identifiers shall conform to the mandatory requirements for Instance identifiers specified in draft-ietf-sip-gruu [49] and draft-ietf-sip-outbound-04 [48].

If the registered Public User Identity is part of an implicit registration set, the UE shall obtain and retain the P-GRUU and A-GRUU for each implicitly registered SIP URI sent by the S-CSCF in accordance to draft-ietf-sipping-gruu-reg-event [50].

5.20.1.2
Using a GRUU

When sending SIP requests from an explicitly or implicitly registered Public User Identity for which a UE obtained a P-GRUU and an A_GRUU, the UE should use the either the corresponding retained P-GRUUor A-GRUU as a Contact address.

When responding to SIP requests where the identification of the called party is a registered Public User Identity for which a UE obtained GRUUs, the UE shall use either the corresponding retained P-GRUU or A-GRUU as the Contact address when addressing that UE.
If the UE has obtained GRUUs for its Public User Identity being used in a request or response and the user does not require privacy the UE should use the P-GRUU as the Contact address.
A UE may learn a GRUU of another UE using mechanisms that are outside the scope of this specification, (e.g a UE may learn a GRUU from the contact header of a request, from presence information, or by other mechanisms).

If a UE that receives a notification from the S-CSCF indicating that an implicit registration has occurred for a contact the UE has registered, then the UE shall retain the GRUUs included in the notification for future use.

5.20.1.3
Using a GRUU while requesting Privacy

When a UE sends a request or response containing a GRUU, and it wishes to block the delivery of its Public User Identity to an untrusted destination the UE shall use the A-GRUU as the Contact address. 

.

5.20.2
Serving-CSCF

5.20.2.1
Allocating a GRUU during registration

The S-CSCF, when receiving a registration request from a UE that includes an instance id, shall allocate a P-GRUU and an A-GRUU. If the UE indicates support of GRUU in the REGISTER request, then the S-CSCF shall return the P-GRUU and the A-GRUU  in the registration response and associate those GRUUs with the registered contact information for that UE.

NOTE:
As long as the instance id provided in the register request is the same, the resulting P-GRUU will always be the same for a given public user identity but the A-GRUU will be different from those returned during recent registrations.

If there are implicitly registered public user identities, the S-CSCF shall generate a GRUU for each implicitly registered public user identity and include the corresponding GRUU with the notification of each implicitly registered public user identity

5.20.2.2
Using a GRUU

The filter criteria in the service profile may check for the presence of a GRUU in the Request URI or related parameters of a request.

For orginations, the S-CSCF shall validate the GRUU conveyed in the contact header of the SIP request and pass the SIP request with the validated GRUU to Application Servers based on the filter criteria.

For terminations, the S-CSCF may validate the GRUU conveyed in the Request URI header of the SIP request and pass the SIP requrest with the validated GRUU to Application Servers based on filter criteria.

Application servers may then apply services to the GRUU.

If the SIP message is destined to a GRUU, then the S-CSCF shall associate the request with the corresponding public user identity. The S-CSCF will not fork this request, but will direct the call to the identified instance.

When the S-CSCF forwards a SIP request to the UE that SIP request shall provide an indication that the request was targeted to a GRUU.

5.20.3
Interrogating-CSCF

When routing requests addressed to a GRUU to the terminating S-CSCF, the I-CSCF uses only the Public User Identity associated with the GRUU when querying the HSS. Requests routed to the terminating S-CSCF are addressed to the GRUU without changing the Request-URI.

5.20.4
Elements other than UE acting as a UA

5.20.4.1
Using a GRUU

It shall be possible for other IMS elements other than UEs, that act as UAs (e.g. MGCF, Application Server) to use a GRUU referring to itself when inserting a contact address in a SIP message. The MGCF and MRF are not required to store GRUUs beyond a session. If the incoming contact address that is being replaced by the B2BUA functionality contains a GRUU, then the replacement URI in the outgoing SIP message should also contain the same GRUU.

If an element so uses a GRUU, it shall handle requests received outside of the session in which the contact was provided.

Routing procedures amongst IMS elements other than UEs that act as UAs are unchanged when GRUUs are in use.

5.20.4.2
Assigning a GRUU

The GRUUs shall either be provisioned by the operator or obtained by any other mechanism. The GRUU shall remain valid for the time period in which features addressed to this URI remains meaningful.

Annex F (informative):
Routing subsequent requests through the S‑CSCF
This annex provides some background information related to subclause 5.4.5.3.

The S‑CSCF is the focal point of home control. It guarantees operator control over sessions. Therefore IMS has been designed to guarantee that all initial session signalling requests goes through the Home S‑CSCF on both terminating and originating side. A number of tasks performed by the S‑CSCF are performed either at registration time or immediately during session set-up, e.g. evaluation of initial filter criteria. However, there are tasks of the S‑CSCF, which require the presence of the S‑CSCF in the signalling path afterwards:

-
Media parameter control: If the S‑CSCF finds media parameters that local policy or the user's subscriber profile does not allow to be used within an IMS session, it informs the originator. This requires record-routing in the S‑CSCF. For example, change of media parameters using UPDATE would by-pass a S‑CSCF, which does not record-route.

-
CDR generation: The S‑CSCF generates CDRs, which are used for offline charging and for statistical purposes. A S‑CSCF, which does not record-route, would not even be aware of session termination. If the CDRs at the S‑CSCF are needed, then the S‑CSCF must record-route.

-
Network initiated session release: The S‑CSCF may generate a network-initiated session release, e.g. for administrative reasons. For that purpose a S‑CSCF needs to be aware of ongoing sessions. In particular it must be aware of hard state dialogs that are required to be terminated by an explicit SIP request.
-
If a UE registered to the S-CSCF uses a Globally Routable User Agent URI (GRUU) assigned by the S-CSCF as a contact address when establishing a dialog, then the S-CSCF needs to remain in the signaling path in order to translate mid-dialog requests addressed to that contact address.

The above criteria are particularly important for "multimedia telephony" type peer-to-peer communication.

-
Media parameter control guarantees that the user does not use services he or she did not pay for.

-
For telephony type services the session charging component is the most important one.

-
If a subscriber is administratively blocked, the network shall have the possibility to terminate ongoing communication.

More generally, all the tasks are needed; thus they need to be provided elsewhere if the S‑CSCF does not record-route.

On the other hand there are client-server based services, which may be offered by the home operator. An example of such service available today where the no record route principle is applied, is Presence, where notifications need not go through the S‑CSCF. Another example could be where the UE initiates a session to an Application Server (AS) in the home operator's domain, e.g. video download. In such cases:

-
The server implementation (or the server's knowledge of user subscription data) may limit the allowed media parameters.

-
Charging will be mostly event-based charging (content charging) and depends on the information provided from the AS.

-
The AS can terminate sessions. And the dialogs may be soft state dialogs, which are not required to be terminated by an explicit SIP request (e.g. SUBSCRIBE dialogs).
However not in all cases the AS would receive the necessary information, which usually triggers session release (e.g. for administrative reasons).

Thus, for some client-server based services, it might not be necessary to keep the S‑CSCF in the path. It may be desirable for an operator to avoid the load in the S‑CSCF and control the service from the AS. For such services "no record-routing in S‑CSCF" may be configured together with the initial filter criteria, as defined in subclause 5.4.5.3.
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