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6
Information Flows and Procedures

6.1
Registration

Editor's note:
It is FFS whether the network is required to know the UE's capability to support VCC in order to facilitate handling of calls from a VCC subscriber.

Editor's note:
It is FFS whether the UE is required to know whether VCC has been enabled for a given call in order to facilitate handling of calls from a VCC subscriber.

6.1.1
CS domain registration
The VCC UE may register (attach) in the CS domain whenever there is CS coverage. The existing mobility management mechanisms are used in both the UE and the network.

6.1.2
IMS registration

Whenever the VCC UE acquires IP connectivity via an IP-CAN, the UE may register in the IMS. Registration with IMS is in accordance with the procedure as defined in TS 23.228 [2]. The filter criteria shall contain a condition that a 3rd-party registration should be performed via the ISC interface. IMS registration is performed independently of the UE's CS state.

1.
The UE registers in the IMS as described in clause 5.2.2.3 of TS 23.228 [2].

2.
The S-CSCF informs the DSF (Domain Selection Function) about the registration, using the procedures defined in clause 6.3 of TS 23.218 [10].

6.2
Origination

6.2.1 General

VCC user initiated voice calls from a VCC UE (in the CS domain or IMS are anchored with the functionality provided by the VCC Application in order to facilitate control of the bearer path upon domain transfer.  
6.2.2
VCC UE origination from CS domain

6.2.2.1
General

The CS originating voice calls of a VCC UE are anchored at DTF, which behaves as a SIP-AS as described in TS 23.228 [2] to set up a 3pcc to control the bearer path of the call. The original called party number along with other information required to complete the call is made available to the VCC Application such that its functional elements can originate a call to the remote party on behalf of the VCC user using the third party call control function (3GPP TS23.228 [2], section 4.2.4).

Figure 6.4.1.1-1 in clause 6.4.1.1 shows 3pcc at the DTF when the Access Leg is established for CS voice sessions to show how it is used.during Domain Transfer procedures. Figure 6.2.2.1-1 shows an optimization which may be possible when anchoring CS originating sessions at the DTF. The figure only shows the signalling and bearer components relevant to the precondition of Domain Transfers.
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Figure 6.2.2.1-1: 3pcc at DTF for CS Originations

6.2.2.2
UE Origination from CS Domain using CAMEL

VCC UE originated voice calls are re-routed using CAMEL to the user's home IMS network for anchoring in IMS. The UE establishes the call using standard call origination procedures; CAMEL origination triggers at the VMSC then invoke signalling towards the VCC Application's gsmSCF. The gsmSCF instructs the VMSC to route the call towards the IMS or to continue with normal call origination procedures.

If the network configuration cannot reliably convey the ISUP information (i.e. Calling party number, original called party number, redirecting number, redirecting information) to complete the call, then the CSAF shall be required to use the IMRN to determine the necessary information to complete the call.

Note: In order to determine the necessary information to complete the call, an interaction between the CSAF and CAMEL Service could be required. This interaction is outside the scope of this specification . 

Figure 6.2.2.2-1 describes the initial session setup of Mobile Originated Call processing for a VCC user initiated call from CS domain.  CAMEL is used to redirect the call to IMS. Calls shall not be re-routed to the home IMS network if there is no means to translate the called party number (e.g., local number) into routable format.
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Figure 6.2.2.2-1: CS Call Origination from the VCC User

1.
The VCC user originates a voice call in the CS domain using a VCC UE to party-B.

2.
Origination triggers at the VMSC are detected; VMSC sends an Initial DP message towards the gsmSCF.

3.
The gsmSCF invokes the VCC Application’s CAMEL Service which determines that the call needs to be rerouted to IMS for VCC; thus, the CAMEL Service reroutes the call to the IMS by allocating an IMRN and returning it to the gsmSCF; otherwise it responds with a CAP Continue.

NOTE:
How the information available to the CAMEL Service is used to decide whether the call should be routed through the IMS is implementation specific and not standardized in this specification. The interface between the gsmSCF and the CAMEL Service is unspecified.

4.
The gsmSCF responds with a CAP Connect message containing the Original Called party ID and Destination Routing Address. Destination Routing Address contains the IMRN to route the call to the CSAF. Handling of Destination Routing Address and Original Called party ID is as defined in TS 23.078 [4].

5.
The VMSC routes the call towards the user's home IMS network using the IMRN via an MGCF in the home network.

6.
The MGCF initiates an INVITE towards the I-CSCF in the home IMS of the originating VCC user. The calling party number and/or original called number are included in the INVITE if they are received from the PSTN call setup signalling (e.g., ISUP).
7.
The I-CSCF routes the INVITE based on one of the following standard procedures specified in "PSI based Application Server termination - direct and PSI based Application Server termination – indirect" procedures in TS 23.228 [2].

7a.
The I-CSCF forwards the INVITE to the CSAF via the S-CSCF that is assigned to the IMRN.

7b.
The I-CSCF forwards the INVITE directly to the CSAF.
8.
When the INVITE arrives at the VCC Application, it is processed by the CSAF of the VCC Application.  The CSAF may use the IMRN to retrieve the original called party number and the calling party number from the CAMEL Service. The CSAF then uses the original called number and the calling party number to setup the outgoing call leg to party-B in accordance with the AS origination procedure defined in clause 5.6.5 of TS 23.228 [2]

9.
The DTF of the VCC Application anchors the originating session for enablement of domain transfers for the session as part of this procedure based on operator policy.

Note: Steps 8 and 9 may comprise of a sequence of messages for communication to/from different VCC Functional Elements.

10.
The DTF sends the INVITE back to the S-CSCF for completion of the call toward the remote end.

Standard originating call setup procedures  per TS 23.228 [2] are followed to continue the call setup at the S-CSCF for the VCC user.

6.2.3
VCC UE Origination from IMS Domain

Existing Mobile Origination procedures described in clauses 5.6.1 or 5.6.2 of TS 23.228 [2] are used to establish a session. Originating iFC for the VCC user results in routing of the IMS originating sessions to the DTF in the home IMS network, where the DTF uses 3rd party call control as per TS 23.228 [2] to initiate a call to the remote party on behalf of the user.

Figure 6.4.1.1-1 shows 3pcc at the DTF when the Access Leg is established for IMS voice sessions to illustrate its use as precondition of Domain Transfer procedures. In order to avoid a situation where other SIP Application Servers that will be used for the duration of the session are released upon domain transfer, the DTF should be the first Application Server of any Application Servers that need to remain in the path of the call after domain transfer.

6.3
Termination

Voice calls to VCC subscribers coming from the IMS or the CS domain may be anchored in the IMS according to the rules provided in clause 4.4.2 to facilitate domain transfer and may finally be delivered to the UE via the IMS or the CS domain based on the criteria as described in clause 4.3.
6.3.1
Terminated Call Coming from CS

It is not mandated how to route the call toward the IMS in order to allow for different deployment scenarios, optimisations and operator requirements. Once the call is in the IMS, subsequent processing of the call is as described clause 6.3.2.

NOTE: Annex A contains several call routing techniques, which may be used by current CS networks.
6.3.2 Terminated Call Coming from IMS

Existing Mobile Termination procedures described in 3GPP TS 23.228 [2] sections 5.7.1, 5.7.2, 5.7.2a are used to establish a session towards a VCC UE. The Service Logic invoked for the VCC subscriber results in routing of the IMS terminating sessions to the VCC Application where the DTF uses 3rd party call control to initiate a call to the remote party on behalf of the user. 

Figure 6.4.1.1-1 shows 3pcc at the DTF when the Access Leg is established for IMS voice sessions to illustrate its use as precondition of Domain Transfer procedures
The DTF should be the last Application Server of any Application Servers that need to remain in the path of the call after a domain transfer.  This avoids a situation where other SIP Application Servers used for the duration of the session are released when the call path is switched,
6.3.3
Terminated Call Directed to CS

Figure 6.3.2-1 describes how the signalling path is established toward a VCC user when the user is roaming in the CS Domain and the call is directed to CS.
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Figure 6.3.2-1: Terminated Call Directed to CS Domain
1.
An INVITE arrives at the S-CSCF which includes a Request URI in Tel URI or SIP URI format.

2.
The S‑CSCF invokes the necessary service logic as appropriate.

3.
The S-CSCF forwards the initial INVITE to the VCC Application over the ISC interface..

4.
The DTF of the VCC Application anchors the call depending on operator policy. 

5.
The DSF of the VCC Application selects the CS domain for call routing based on the criteria as described in section 4.3
6.
The DSF of the VCC Application determines the CS domain Routing Number (CSRN), optionally in collaboration with the HSS and the CSAF.
NOTE: Steps 4 thru 6 may comprise of a sequence of messages for communication to/from different VCC Functional Elements.
NOTE: The invocation order of VCC Functional Elements is implementation specific.
7.
Multiple options are possible, two of which are shown:

7a.
The DSF sends an INVITE including the CS domain routing number as the Request URI toward the S-CSCF. The INVITE including the CSRN contains sufficient information to allow the S-CSCF to determine the session is to be routed to the CS domain.

7b.
The DTF sends an INVITE including the CS domain routing number as the Request URI toward the S-CSCF. The INVITE including the CSRN contains sufficient information to allow the S-CSCF to determine that the session is to be routed to the CS domain.
8.
The S-CSCF routes the INVITE toward the CS domain per TS 23.228 [2].

6.3.4
Terminated Call Directed to IMS

Figure 6.3.4-1 below describes how the signalling path is established toward a VCC user when the user is roaming in the IMS Domain and the call is directed to IMS.
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Figure 6.3.4-1: Terminated Call Directed to the IMS Domain
1.
An INVITE is sent to the S-CSCF including a Request URI in Tel URI or SIP URI format.

2.
The S‑CSCF invokes necessary service logic as appropriate.

3.
The S-CSCF forwards the INVITE toward the VCC Application over the ISC interface..

4.
The DTF of the VCC Application anchors the call depending on operator policy.
5.
Based on the criteria as described in Section 4.3, the DSF of the VCC Application selects the IMS for call routing.  The VCC Application may as an option work in collaboration with the HSS. 
NOTE: Steps 4 and 5 may comprise of a sequence of messages for communication to/from different VCC Functional Elements.
NOTE: The invocation order of VCC Functional Elements is implementation specific.
6.
Multiple options are possible, two of which are shown:

6a.
The DSF sends the INVITE containing the unmodified R‑URI toward the S-CSCF.
6b.
The DTF sends the INVITE containing the unmodified R‑URI toward the S-CSCF.

7. 7.
The S-CSCF forwards the INVITE toward the UE in the IMS domain.
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