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1 Introduction

This paper describes the issue of QoS conflicts that may occur when prioritising services on the PCRF.  It is based on recent discussion of PCC priority handling carried out in SA2#54.  

2. Background

QoS conflicts occur when a user accesses multiple real-time services that overrun the subscriber’s allowed bandwidth usage (Subscribed Guaranteed Bandwidth set in the SPR).  SA2 has decided that such conflicts shall be resolved in the PCRF.  However, no methods to resolve them have been discussed.

Currently, the PCRF provides QoS rules based on the following information:

· QoS traffic class, 

· Bandwidth requested and 

· Priority of a service.  

3. QoS Conflict case
Consider the scenario where a user is accessing a streaming service at a rate of 128 kbps and at the same time an incoming voice call is triggered at the PCRF, as depicted in Figure 1.  The voice call requires a GBR of 64 kbps, while the combined streaming and conversational allowed bit rate for that user (obtained from the SPR) is 128 kbps.  The PCRF detects that QoS conflict occurs, assesses the priority of each real-time service the user is accessing and is supposed to provide appropriate PCC rules to the PCEF(GW).  

Given that the resources for the voice call are reserved the moment that the AF detects an SDP offer.  If pre-emption of the lower priority service is used in the network to secure the necessary resources for the higher priority session, then the user will experience service interruption of the ongoing session (e.g. Streaming Service), prior to being informed of such information as the identity of the person calling. Hence, the handling of such QoS conflicts in the network has a direct impact on the user experience.
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Figure 1 – QoS conflict scenario

The PCRF may have the following options to resolve such conflict:

· Drop the lower priority services the user is accessing, through gating at the PCEF

· Enforce a lower GBR for the lower priority services

Option 1 – Disconnecting low priority services

The first option is implemented easily through gating at the PCEF, triggered by rules sent over the Gx interface and ensures that QoS bearers are made available to the higher priority session. However, to ensure acceptable end user experience, this will require the lower priority application to handle loss of connection and re-establishment when resources become available

Option 2 – Downgrade GBR
The second option allows the PCRF to maintain the user’s overall bandwidth usage below the Subscribed Guaranteed Bandwidth level by downgrading the QoS of the lower priority service.  However, this may take the IP flow to a data rate lower than the minimum limit for any flow to be useful.  

4. Proposed solution

We propose a solution based on option1.  The PCRF shall block the traffic flow of the lower priority service by applying gating procedures to the ports that are used to transfer the RTP information for the low priority session.  The PCRF shall send new Policy/QoS rules for the higher priority session to the gateway.  At the same time, the PCRF shall notify the AF that the lower priority session had certain ports blocked due to pre-emption.  

The gateway may initiate a secondary PDP context activation request for the higher QoS Session and may release the secondary PDP context for the lower priority session to free up resources.  When the higher priority session is released the PCRF shall remove the rule for the closed gate for the lower priority session procedures of the streaming session notifying the AF and gateway.  Flows between the AF, PCRF, GW(PCEF) and UE are depicted in Figure 2.
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Figure 2 – Proposed Solution

1. Assuming that a lower priority real-time service is already active between UE1 and an application server, an incoming high priority real-time service (e.g. voice call) is initiated from another UE.  The AF receives an SDP answer through an INVITE message.
2. The AF sends session related information to the PCRF, which may include, bandwidth, priority and TFT filter information.

3. The PCRF stores the new session information and detects QoS conflict for subscriber UE1.  The PCRF applies gating procedures for the lower priority session(s), by blocking the ports used for traffic flow.

4. New PCC rules to pre-empt the lower priority service and QoS information for the high priority service are sent to the PCEF(GW).
5. The PCEF(GW) enforces the PCC rules and may initiate IP-CAN bearer establishment procedures to UE1 (5a).
6. The PCRF informs the AF that certain ports for the lower priority session(s) have been blocked due to QoS conflict.

NOTE:
The operator may wish to designate that any session identified as a voice service, with QoS traffic class A, to always have a “pre-empt” priority over other services.  
5. Conclusion

This paper presented possible options that the PCRF may take in order to resolve QoS conflicts which would lead to a breach of Subscribed GBR limits.  The options identified are either to pre-empt the lower priority session flow through gating procedures at the GW (PCEF) or downgrade the lower priority session’s QoS. Since downgrading the bearer may result in an unusable level of QoS then it is proposed to use gating procedures in order to free up resources for the higher priority service. In addition the Application Function would be informed via the Rx interface of the loss of bearer resources for the lower priority session, so it may take appropriate action.  If there is agreement in principle to follow this approach then an appropriate CR will be created to 23.203 introducing the new information elements/procedures.
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