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With the adoption at SA2#52 of changes that allow normal registration prior to an Emergency Call, a number of anomalies in TS 23.167 have arisen. This contribution is a resubmission of S2-062339 and S2-062963 with some additions. It outlines problems in 23.167 and proposes a relatively straightforward solution.

Discussion

Registration Issues

Problem 1

In 4.1, TS 23.167 states:

“In the case that a UE is already IMS registered and is roaming, it shall, in addition, perform a registration for the support of emergency services (emergency registration). The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI that is used to call back the user from the PSTN.

In the case a UE is already IMS registered and is not roaming, the UE may skip the additional emergency registration.”

The problem is this: even if the user is roaming and re-registers, it will be with the existing P-CSCF, which may be in the home network. Thus, the re-registration serves no useful purpose unless the UE reverts all the way to the GPRS procedure to request an emergency PDP context (which then identifies the E-APN to send the emergency registration to), but this isn’t what is mandated.

Problem 2

If the user is normally registered with a proxy in the visited network, and makes an emergency call, the standard seems to allow the proxy to refuse the call, and cause the UE to re-register. Assuming that it uses the same APN, it emergency re-registers at the same node, which seems to cause unnecessary delay.

Call Delivery Issues

Problem 3

If the UE does not recognize the emergency session, 7.1.2 allows the receiving P-CSCF to forward the call to an E-CSCF in the same network. However, for a registered user whose P-CSCF s in the home network, the E-CSCF would be in the home network as well, which means that the wrong network’s E-CSCF handles the call.

Problem 4

In 4.1, the following architectural principles are found:

“-
If a visited network can support PS emergency service, the emergency session shall be established in the visited network whether or not UE is registered in IMS in the home network.
-
The P-CSCF is the IMS network entity, which is responsible to detect the request for emergency session and forwards the request to E-CSCF in the same network.”

As noted, these principles seem not to be enforced.

Problem 5

In addition, the following architectural requirement seems to conflict with these principles:

“10.
If an emergency session establishment request is routed to a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).”

Notwithstanding the fact that principle #1 seems to indicate that if the scenario in #10 occurs, it is because the UE could not use the CS domain (as #10 suggests), the P-CSCF should complete the emergency call if possible.

Problem 6

The architectural principles state:

“-
The P-CSCF is the IMS network entity, which is responsible to detect the request for emergency session and forwards the request to E-CSCF in the same network.”

In the case that a normally registered UE does not recognize the emergency session, and presents a normal session, this requires the P-CSCF to perform an analysis of the R-URI of every invite that is UE originated (per 5.2.10 of 24.229). This not only duplicates functions elsewhere in the IMS, it severely impacts performance of the entire system.

Problem 7

Perhaps the severest problem is the fact that, even for an emergency call from a registered user, it is necessary to create special procedures that depart considerably from regular session flows.

Conclusion

We believe that it will be far easier to align emergency calls with normal session procedures to the greatest degree possible, thus minimizing the complexity associated with special handling, as opposed to trying to solve the problems described. To accomplish this, we offer the following general principles.

Registration

If a registered user makes an emergency call, it is handled (except for priority) as a normal session with respect to delivering the call to the registered user’s S-CSCF.

If an unregistered user makes an emergency call, it must establish an emergency session in the visited network, and forward the emergency registration to the P-CSCF assigned by the IP-CAN. The P-CSCF delivers the registration to the I-CSCF, and the I-CSCF selects an S-CSCF to be the registrar for the emergency Public User Identifier. This S-CSCF may be an E-CSCF for that system. Alternatively, the P-CSCF may forward the emergency register directly to the E-CSCF (which has the role of an S-CSCF).

Call Delivery

When the emergency call arrives at the S-CSCF for the user (home system for the registered user, visited system for the unregistered user), that node shall determine the address of the destination E-CSCF by using the emergency number and the network identity from the P-Access-Network-Info, and route the call there. This function may be implemented as an AS.

The destination E-CSCF, acting generally as a rerouting proxy that will always be in the serving network, will perform the location function and translation to the PSAP address.

The major departure of this proposed method from the current 23.167 method is that the call, for registered users, may no longer be handled exclusively in a visited system, although the visited system remains responsible for routing to the local PSAP.

Proposal

If these principles are agreed in principle, interested companies will bring in CRs to align 23.167 with the above principles, and to address any additional issues associated with them.
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