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Abstract of the contribution: This document analyses two possible solutions to overcome the potential problems arising from the interaction between Call Barring and VCC.
1. 
Introduction

At SA2 #54 text identifying issues relating to the provision of Call Barring services to VCC subscribers was agreed in document S2-063076. Four issues were identified in particular, which require resolution if VCC is to work satisfactorily in release 7 with respect to provision and invocation of Supplementary Services. These were:

1. BAoC active in the CS domain may result in domain transfer to CS failing for calls established in the IMS.

2. BoIC active in the CS domain may result in the unexpected failure of CS originated calls from roaming subscribers to local numbers if IMRN is considered at the VMSC to be an international number.

3. BoIC active in the CS domain may result in the unexpected failure of domain transfer to CS for roaming subscribers having an IMS session to a local number if VDN is considered at the VMSC to be an international number.

4. BoIC active in the CS domain may result in the unexpected success of a CS originated call to an international number if IMRN is considered at the VMSC to be a local number. 

Not explicitly mentioned, but also a potential problem could be Operator Determined Barring of all outgoing calls when roaming. This is checked and invoked before CAMEL processing, and could lead to unexpected failure of domain transfer as in point “1” above.

An editor’s note was added to the effect that it was FFS how the above could be avoided taking into consideration the possibility for selective anchoring and roaming of VCC subscribers to non-CAMEL networks.

This document analyses two approaches to overcome the problems in 1-4 above and assesses their relative merits before proposing a way forward for release 7 VCC and beyond. 
2
Potential solutions
2.1 
Solution 1. A centralised approach
In document S2-062727 presented at VCC ad hoc #3, a solution was presented that involved centralising control of Call Barring for VCC subscribers in the IMS and disabling Call Barring in the CS domain for those subscribers. That solution assumed by default that all CS calls from VCC subscribers would be anchored in the IMS so that IMS Call Barring services could apply. To cater for the requirement for selective anchoring based on location, it was proposed that: 

a. if it is decided not to anchor a call on a call-by-call basis (with assumption that originating calls are normally anchored), the HSS shall mark Call Barring data and ODB data with the "Notification-to-CSE" flag, so that the gsmSCF stores the current settings received from the HSS using the Notify Subscriber Data Change and implements itself the activated outgoing call barring services for the non-anchored calls;
b. if it is decided not to anchor originating calls for a period of time (e.g. as long as the user is roaming), the HSS shall selectively insert or update the user’s subscription data in the VLR via the D-interface for all outgoing call barring services, until the decision is revoked.
This solution would overcome the potential problem in 1, 2 & 3 above by having Call Barring disabled in the CS domain. Further, Call Barring checking in the IMS would be based on the dialled (rather than re-routing) number and so would not conflict with user/operator expectations in the case of 4.  
To cater for the case where CAMEL was not available in the network it was proposed that the HSS could identify such networks using registration location information and that “b” above could be used to enable Call Barring in the CS domain until such time that the UE registered in a CAMEL capable network when call barring would again be disabled in the CS domain.  

To facilitate centralisation of Call Barring in the IMS and to cater for the case where a VCC subscription is placed in a non-VCC UE, Call Barring settings between the CS domain and the IMS should be synchronised. This would require an interface between the gsmSCF and the SIP TAS providing the Call Barring services. Further it would have to remain possible to configure Call Barring settings via either the CS domain or the IMS.  
2.2
Solution 2. A distributed approach
An alternative solution would be to use a distributed approach. In this case, ODB and Call Barring services would be checked and invoked in the domain in which the call/session was originated. There is no assumption about whether calls from VCC subscribers are anchored in the IMS. Rather, in the exceptional cases for which problems can arise, specific solutions would be implemented as follows:

a. In the case of 1 above, it may be that operators wish to charge differently for CS and IMS originated calls/sessions and that domain transfer will lead to a different tariff for that portion of the call as a result. As such,  subscribers/operators may wish to maintain different settings for call barring in each domain. In that case, it may be considered proper that BAoC set in the CS domain will result in failure of a domain transfer request to that domain for an originally MO session from the IMS. However, in the originally MT case, the Domain Transfer request should work regardless of BAoC settings i.e. it is not reasonable to apply outgoing call barring to what should be considered an incoming call. Some sort of mechanism is therefore required to ensure that domain transfer requests to CS for originally MT IMS sessions are not barred unnecessarily. One way to ensure this would be for the UE to include an explicit indication in the SETUP message for a domain transfer request of an MT call. In that case, the VMSC noting a “TDTR” (Terminated Domain Transfer Request) flag could bypass Call Barring checking and invocation for the call (e.g. in the same way that it might for a network specific number). This solution would overcome the problem in 1 & 3 (and the barring of all outgoing calls when roaming scenario).
b. The HSS shall mark Call Barring data and ODB data with the "Notification-to-CSE" flag as in 2.1a above. 
i. The gsmSCF would identify using information provided in InitialDP, whether the call was from a roaming subscriber to a local number. If this were the case, and BoIC were set, the gsmSCF can use Any Time Modification to deactivate BoIC for the subscriber. HLR would use Stand Alone operation to update subscriber data in the VLR. gsmSCF would await Any Time Modification ack confirming that BoIC had been deactivated before sending CONNECT message containing IMRN. When the call was finished (gsmSCF receives Event Report BCSM) gsmSCF would reactivate BoIC. This would overcome the problem in 2 (and the problem of 3 if VDN were resolved using CAMEL triggers).

ii. The gsmSCF would identify using information provided in InitialDP, whether a call in the home network was to a an international number. If this were the case, and BoIC were set, the gsmSCF would implement the Call Barring itself and return a RELEASE CALL message to the VMSC. This would overcome the problem in 4.
2.3 
Comparison

Both the above potential solutions have advantages and disadvantages and both require CAMEL 3 to be available in the network. 
	
	Solution 1 – Centralised
	Solution 2 – Distributed

	Advantages
	· Not signalling intensive. Messages exchanged between gsmSCF and HSS and between HSS and VLR are done so outside of call establishment so do not add latency. 
· Service is centralised. This is in line with future intentions.
	· Service is distributed so does not require synchronisation between domains.

· Does not require defined interface between gsmSCF and IMS
· Service is distributed so not dependent on Centralised Services work

	Disadvantages
	· Requires that Call Barring settings are synchronised between CS domain and the IMS.

· Requires defined interface between gsmSCF and IMS.

· Requires that centralised Call Barring settings can still be configured via either CS or IMS (to cater for non-VCC UE having VCC subscription).

· Service is centralised, so should depend on Centralised Services work. This could delay agreement of solution. 
	· Requires modification to CS call handling in UE and VMSC, but would be minor change if mechanisms already exist to bypass Call Barring for certain types of number so identified within the Called party BCD number IE of the SETUP message.

· Can be signalling intensive during call establishment phase so would add latency (but only in rare exceptional case of roaming call to local number with BoIC active).

· Service is distributed. This is not in line with future intentions.


3.
Conclusion

Both the above solutions have advantages and disadvantages, but only solution 2 appears to properly meet the requirements for VCC in release 7 in 21.101 clause 21.2 which states:
“With regard to supplementary services, the general principle is that CS-based supplementary services only apply whilst a VCC subscriber is in the CS domain and equivalent services over IMS only apply whilst a VCC subscriber is in the IMS domain…It is not required to synchronise the supplementary service settings of the  CS domain with the related service settings of the IMS…”.

Further, from the above analysis it appears that to overcome most exceptional problem cases, with the one exception of BAoC handling in the case of domain transfer for MT sessions, Solution 2 requires no additional normative specification. Solution 1 on the other would require more significant additional normative specification and would seem to prejudge the conclusion of ICS work or at least be  dependent on the ICS work, and thus would be unlikely to yield a workable solution in the release 7 timeframe.

It is therefore proposed to allow operators to overcome the foreseen Call Barring problems using solution 2 in release 7, and to specify that the UE explicitly indicate a Domain Transfer request for an MT session to transfer to the CS domain to avoid having to undergo normal MO procedures for what is effectively an MT call.  
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