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Abstract of the contribution:

The paper proposes means to maintain bearer and security contexts synchronised in 2G/3G and SAE entities while minimising impact on 2G/3G entities.

1. Introduction

The mechanisms for reducing idle state signaling list some FFS items. This paper aims at clarifying issues related to uplink data transfer and context synchronization.  An approach that maintains bearer and security contexts synchronized in 2G/3G and SAE entities is proposed.
2. Discussion
The currently shown uplink transfer procedures include RA/TA update procedures in case the used RAT is different than the last used RAT. This prolongs idle to active transition time. Furthermore, synchronizing contexts between MME and SGSN at uplink data transfer may be too late for downlink transfers as the S4 data path may be not yet available for the downlink data that trigger paging in 2G/3G, when dedicated bearers have been activated via LTE.
It is proposed to keep bearer and/or security contexts in 2G/3G and SAE always synchronous. This can be accomplished by deleting the UE’s internal MM update status for 2G/3G when changing bearer or security parameters via LTE and deleting the UE’s internal MM update status for LTE when changing bearer or security parameters via 2G/3G. At the next selection of 2G/3G or LTE, respectively, the UE starts RA/TA updating, which synchronizes contexts.  This approach avoids specific procedures for synchronization as the normal RA/TA update procedures are used for this. The impact on 2G/3G SGSNs is minimized.
4. Proposed Modifications

D.3.3
Uplink Data Transfer
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Note: any assumption on the collocation of entities cannot be derived from this figure. Implementations separating IASA and MME/UPE are not excluded.

The information flow assumes that the UE has registered to both SAE network and UMTS network for signalling free. And it is assumed that SAE and UMTS network elements have up-to-date bearer and security context information as well as appropriate bearer plane paths between SAE and UMTS network elements.




D.3.x
Bearer or Security Context Modifications
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When bearer or security context parameters are modified via LTE access the UE sets its GMM status to “not updated”. At the next selection of 2G/3G access the UE starts an RA update procedure, which synchronizes contexts and also bearer plane paths between SAE and UMTS network elements.
When bearer or security context parameters are modified via 2G/3G access the UE sets its SAE MM status to “not updated”. At the next selection of LTE access the UE starts a TA update procedure, which synchronizes contexts in SAE and UMTS network elements.
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 3. Uplink User Data























UE











 Uplink data on 3G







 Uplink data on LTE











MME/UPE











 Uplink data on 2G











 2. RAB Establishment











 3. Uplink User Data







eNodeB







SGSN







RNC







 2. RAB Establishment















 1. Service Request







 1. Uplink User Data







 1. Service Request
















_1220780884.doc


































UE











 Context modification via 2G/3G







 Context modification via LTE











MME/UPE































eNodeB







SGSN







RNC







SAE MM status



set to “not updated”















 bearer or security parameter modification







GMM status



set to “not updated”







 bearer or security parameter modification
















_1212230602.doc














 8. Uplink User Data











 3. SGSN Context Response (contexts and keys)
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4. Security Mode Command (keys)
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