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1 Introduction

It has been agreed as a working assumption in [1] that the “label” concept will identify the traffic handling behavior of the SAE bearer and is supposed to link the QoS provided across the multiple QoS domains throughout the SAE architecture (i.e. E-UTRAN, Access Network, Core Network). 

This contribution aims to identify some different embodiments that the “label” approach might take and tries to highlight the impacts of the different approaches.

2 The meaning of QoS label (how we understand it)
The “label” is foreseen as a semantic-free (most probably) numerical tag that will be carried/signaled across the S1 and/or S5
 to identify the QoS treatment that the traffic aggregate of a particular service class will experience throughout the network elements. The “label” is going to be mapped to a set of pre-defined parameters that will determine the traffic handling behavior that the particular labelled traffic aggregate will experience. Given the diverse nature of the network elements of the SAE architecture these parameters will vary across the different network elements. For example it can map to the use of RLC acknowledged or unacknowledged, certain values for the target BLER and scheduling priorities in the eNodeB and to the use of certain scheduling priorities in UPE and admission control parameters. 

In simple terms we foresee the label as a shortcut to potentially large number of parameters that will be used to enforce the required traffic handling behavior for the particular traffic aggregate that will differ across the elements of the SAE architecture.

3 Standardization Consequences

With respect to that we see the “label” having lots of similarities to the DSCP field in IP [3] and its usage for the enforcement of IP QoS as defined in [4],[5]and [6]. In terms of standardization there are two different approaches that 3GPP SA2 might choose to take to handle the interoperability and guarantee QoS interoperation across different network domains and different vendor equipment.
3.1 Pre-SAE 3GPP-like approach
In previous releases (i.e. rel.99) 3GPP has chosen to standardize (at least as recommendation) both the mapping of different applications and services to the different QoS classes [7]and also a large number of QoS parameters that were used to determine the QoS treatment of the different QoS classes. In addition to that some value ranges were defined for a number of parameters for a number of traffic classes (e.g. maximum delay for conversational and streaming). 
One approach is that 3GPP continues to follow the same paradigm for the SAE QoS. Following that approach: 
· SA1 will need to standardize/recommend the service that is foreseen to be used in SAE and define their QoS class.
· SA2 will define the necessary “label” that needs to map to a number of standardized values and parameters. 
· Each vendor then will need to map these parameters to a number of “proprietary” parameters that depend on their respective implementations used for example for air-interface scheduling and/or core network nodes PHB treatment.
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Figure 1: 3GPP-like QoS approach

Unfortunately judging from previous experience we see that this approach has proven to fail in practice for a number of reasons, to name a few:

· Each new application developed was required to choose a QoS class and use usually loosely defined APIs in the terminals

· The traditional CS notion of services cannot be applied in the PS domain since new services are being defined/used/installed not necessarily following standardized protocols/interfaces (e.g. gaming, IM, P2P)

· The number of parameters seemed to be very complex to be implemented in an interoperable manner by different vendors

· It is unscalable since the network lifetime is expected to extend beyond the existing services

In practice very few terminals used the standardized QoS mechanisms and very few network implementations actually used them.

3.2 IETF DiffServ-like approach

IETF DiffServ architecture has chosen a different approach for QoS in IP networks. The DSCP field of the IP header has been used to determine different per-hop behaviors (PHBs) and number of defined PHBs has been defined for some specific DSCP values (e.g. EF, AF). The PHBs do not give strict performance requirements they just determine some guidelines to the relative treatment of the different traffic aggregates by the nodes of the QoS domain. 
In addition to that the recently defined [2] provides some configuration requirements for the DiffServ traffic classes. This RFC defines three performance metrics to categorise the different applications in different PHB classes. Those are tolerance to:
· Delay

· Packet Loss

· And Jitter
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Figure 2: IETF-like approach

This allows more flexibility in the definition of the QoS requirements and leaves more freedom to determine QoS requirements for both standardized but also proprietary applications. In addition to that it allows specific QoS labels to be used when roaming between different operator’s networks.
4 Label over the S1 interface
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Figure 3: Label over the S1 interface
It is a common practice that the Iu-PS/Gn and Gp interfaces are normally using a meshed IP network as a transport. In order to preserve the QoS over those interfaces a mapping between the 3GPP QoS classes and the IP DiffServ classes is normally required. Since it is foreseen that the same deployment scenarios are going to be preserved over the S1 interface for SAE we propose the S1 tunneling protocol to use a QoS field of the same and re-use the existing DSCP patterns with IETF for the service classes that will require the same treatment. 

For example for the telephony service according to [2] the packets should follow the EF PHB the value used in DSCP is 101110. 3GPP should also preserve the same value over the tunneling protocol of the S1 in the relevant “label” field, regardless of the choice of tunneling protocol over the S1 interface (this issue is FFS in RAN3). Hence it is required that the “label” field of the S1 interface to have the same size as the DSCP field of IP (8 bits, 6 used at the moment and 2 for future use).

With this direct mapping the QoS mapping between the “label” and IP DSCP for IP routed S1 interface will be much faster and easier. In addition to that QoS interoperability with non-3GPP access systems and core networks will be facilitated.

In addition to that the same field should be used in case 3GPP requires defining and standardising new PHBs not yet defined by IETF.
5 Proposal

It is proposed that 3GPP SA2 adopts the aforementioned proposals and endorses and IETF Diffserv like approach for the QoS architecture. It should also define the “label” field of the S1 tunneling protocol to be equal in size with the DSCP field of IP, it should also re-use the label marking for the services already defined by [2] in IETF.
It is proposed that the following text is accepted in 3GPP TR 23.882.
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>>>>>>>>>>>>>>>>>>>>Start of changes<<<<<<<<<<<<<<<<<<<<

7.12.6
The "Label Approach" to Signalling of QoS Parameters on S1

With the "Label Approach" only the following QoS parameters are signaled from the MME/UPE to the eNB across S1:

· Label

· GBR (Guaranteed Bit Rate – UL + DL)

· MBR (Maximum Bit Rate – UL + DL)

· FFS: ARP (Allocation and Retention Priority)

These parameters are associated with an SAE bearer, and are provided to the eNB at SAE bearer establishment / modification. 

In the following we use the terms ‘GBR bearer’ and ‘Non-GBR bearer’ as defined in section 7.12.1.

The Label identifies a ‘traffic handling behavior’ required from the eNB. It is understood that operators require consistent traffic handling for specific services; in particular in a multi-vendor scenario and in a roaming scenario. For that reason a number of traffic handling behaviors need to be standardized (similar to the way that the so-called Per-Hop Behaviors are standardized for DiffServ, e.g. see IETF RFC 2597 [21] and  IETF RFC 3246 [22]). It is recommended that the already standardized PHBs in [21] and [22] should be reused in addition to the mapping of the different service types to PHBs defined in IETF RFC 4594 [XX]. In addition to that if required by 3GPP additional PHBs can be defined using the same protocol field.
It is understood that as part of a particular traffic handling behavior it needs to be specified which Label value should be used to index that traffic handling behavior at SAE bearer establishment / modification. 
The S1 tunneling shall use a header field for the label which is equal in size with the IP DSCP field (8 bits) to allow easy mapping between the two. It shall also re-use the bit patterns of DSCP as labels for the traffic classes that are defined in IETF RFC 4594 [xx] and re-used by 3GPP.Additional bit patterns can be defined by 3GPP if required.
NOTE:
The specification of a traffic handling behavior provides sufficient information that allows  – together with the other above mentioned signaled QoS parameters GBR, MBR (FFS: ARP) – the realization of a particular SAE Radio Bearer in an eNB. For example, such information may include a reference SAE Radio Bearer configuration (e.g. à la 34.108, e.g., including RLC mode); scheduling policy; queue management policy; packet discard timers, etc., etc.

Furthermore, it is understood that the mentioned traffic handling behaviors shall be specified in 3GPP specifications.

The GBR applies only to GBR bearers. 

The MBR applies to both GBR and Non-GBR bearers.

NOTE: 
Whether the ARP should be signaled from the MME/UPE to the eNB across S1 or whether it can be pre-configured as part of a traffic handling behavior is FFS. If signaled then the ARP applies to both GBR and Non-GBR bearers. 

NOTE: 
A precise and clear definition of the meaning of the QoS parameters GBR, MBR, and ARP is left FFS.

NOTE: 
The term, Label, is a working name chosen for the time being. It may get replaced at a later stage with a more appropriate term.
>>>>>>>>>>>>>>>>>>>>End of changes<<<<<<<<<<<<<<<<<<<<

























� Whether S5 will need to carry the “label” as well will depend on the decision of collocated or separated UPE with 3GPP and SAE Anchor. 
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