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1
Introduction

The need for UE initiated QoS has been considered for supporting business models, where unknown and bitpipe services are utilized.  In this contribution we first discuss as background the different levels of meaning of UE initiated QoS in the 3G/SAE/LTE framework and then go on to analyse the specific use case of unknown and bitpipe services also analysing impacts on QoS deployment within the network.
2
Discussion on UE Initiated QoS
It should be noted that the “UE initiated QoS” can take on different meanings depending on the terminal layer in question. QoS differentiation intelligence within a 3G terminal requires the support for UE initiated QoS on three different layers: 

1) The terminal application must be aware of the 3G PDP context structure and be able to request for a secondary PDP context. For session based services, the PDP context request is based on application level negotiations; 

2) The operating system within the terminal must be able to mediate QoS requests to the telecom layers within the terminal; and 

3) The session management layer within the terminal must be able to request for a secondary PDP context and negotiate on the appropriate QoS.

Within the SAE bearer model, when we talk about the minimum dependence on UE QoS differentiation intelligence, we are, to be precise, saying that the NAS layer (which manages the end to end SAE bearer) does not need to request for a dedicated SAE bearer. We also believe that in order to simplify the SAE bearer model, the terminal should not even be allowed to request for a dedicated SAE bearer, but it should only simply accept a dedicated SAE bearer with attached UL TFTs, which is assigned by the network.

However, it is important to note that the removal of UE initiated QoS from the SAE bearer model does not mean that the terminal applications will not be able to make application level QoS negotiations in the SAE/LTE network. The difference in SAE/LTE is that application layer negotiations will trigger a dedicated SAE bearer establishment from the NW side instead of from the UE.  But, importantly, in the SAE bearer model the application level QoS negotiations or any other application level QoS requests will not be the pre-requisite to granting differentiated QoS levels for services, which are known in the network. 

Within the current 3G framework, there is a small number of QoS aware applications which are already being used. Also, some 3G terminals already have operating systems which are able to mediate QoS requests to the session management layers. This means that it should not be excluded that these QoS aware applications will also be utilized within 3G/LTE dual-mode terminals. In our analysis, it will be possible to support QoS aware legacy applications within SAE bearer management signalling with modest additions (information signalling within SAE bearer management procedures) for backwards compatibility.  UE applications will not need to be aware of whether they are using the 3G or LTE radio stack. So in effect, some legacy applications will be requesting for a secondary PDP context from the LTE stack, and they will get the appropriate response once a NW initiated dedicated SAE bearer has been established. The UE trigger for establishing the SAE bearer will have come from application layer negotiations or simply from initiating a service data flow on the default SAE bearer, which is detected in the aGW.

3
Supporting Unknown and Bitpipe Services
When the need for UE initiated QoS requests have been evaluated, several potential use cases have been presented.  One requirement has been that for “unknown” applications, a subscriber may wish to utilize a “bit pipe” service providing better than default QoS.

3.1
Unknown Applications

The solution to this use case can be designed in two different ways: 

1)
The UE maps applications unknown to the NW to SAE bearers locally within the UE;  or 

2)
The UE triggers a change in default SAE bearer QoS within the aGW. 

The first option utilizing a local mapping mechanism within the UE has been presented in [2]. This approach has the benefit of clearly separating unknown services to a specific bearer.

The second option is to let the unknown applications use the default SAE bearer, and to build mechanisms in the application layer where the subscriber can trigger a temporary QoS upgrade of the bearer from the application layer within the operator portal. This can trigger a QoS upgrade of the default bearer, where the Label of the bearer can be modified so that the relative scheduling priority of the default bearer (in relation to other users’ default bearers and potentially in relation to the user’s other non-GBR bearers) is increased. It is also possible to augment the user’s subscribed aggregate MBR temporarily if so desired. This option of handling unknown services is very simplistic, but importantly, it will keep the SAE bearer model simple and intact.
3.2
Known Applications Using a Bitpipe Bearer

In the context of discussing bitpipe services it is also important to note that dynamic PCC rules are not required to apply premium QoS to non-session based services, which are identified in the aGW. The aGW can detect applications running on the default SAE bearer by packet inspection. Pre-configured rules will then be applied to assign the service data flow to a dedicated SAE bearer with better than default QoS.

· The NW controlled SAE bearer model allows the QoS upgrades of pre-defined services initiated on the default bearer according to the operator’s policy. 

When considering deployment impacts of UE controlled application to bearer mapping, it needs to be considered that the terminal will not always have the full knowledge, which “unknown” applications can be, in effect, identified in the aGW. This means that UE controlled application to bearer mapping may end up conflicting with the bearer assignment given from the aGW. 

· If UE controlled application to bearer mapping is allowed, mechanisms to handle mismatching/colliding bearer assignments must be specified to the SAE bearer model.
4
Deployment of QoS for Unknown and Bitpipe Services

For business scenarios where bitpipe services are offered, the NW controlled SAE bearer model shall include the following building blocks:

· The identification of certain services by packet inspection and the assignment of a SAE bearer with better than default QoS for this service.

· The pre-establishment of dedicated bearers with better than default QoS for services which are known in the network.

· The flexible sharing of the subscribed aggregate maximum bit rate (AMBR) in such a manner that any application running on any one of the non-GBR bearers may potentially receive up to the full AMBR allocation in the event of no congestion.  

· The temporary upgrade of the default bearer QoS as triggered by the UE application layer for services, which are unknown in the network.

Specifically thinking of DSCP-based mechanisms to offer precisely segmented mapping for the unknown services by allowing service to bearer mapping within the UE, one of the risks is that some applications could use dedicated DSCP values accidentally or intentionally without subscriber action. From deployment perspective in the NW side, it is not easy to verify that the terminal application layers are using dedicated DSCPs correctly.  

A fully NW controlled service to bearer mapping model thus increases the probability for uniform bearer implementations within the terminals. Another benefit of handling service to bearer mapping within the NW is that terminals will not need to be aware of different operators’ QoS policies, as has been the case problematically in 3G.

In consequence of fully NW controlled service to bearer mapping, QoS schemes deployed in the operator network will become much easier to design and productize than is the case in e.g. the 3G framework. In this context it should once again be noted that the NW initiated SAE QoS model is significantly easier to implement and deploy than the Rel99 PDP context model and therefore, the support for a mandatory minimum number of parallel SAE bearers will be a realistic goal from the earliest terminal and NW element implementations on.

When the need for UE initiated QoS requests have been evaluated, several potential use cases have been presented.  One requirement has been that for “unknown” applications, a subscriber may wish to utilize a “bit pipe” service providing better than default QoS.

5
Conclusion
The NW controlled SAE bearer model includes mechanisms to support different types of business models including those, where unknown and bitpipe services are utilized, without the necessity of adding QoS requests to the LTE terminal NAS layer. Our proposal is to refrain from these additions in order to simplify QoS deployment within the SAE/LTE networks.

6
Proposal

It is proposed to make the following additions in section 7.12 of TR 23.882:

**** Start of changes ****

7.12.7
Resource Establishment and QoS Signalling

Resource Establishment and QoS Signalling handle the provisioning of QoS/policy information to the network entities that control radio/network resources. Radio/network resources are controlled applying information about the users' subscription, the UE's and the radio/network capabilities, the availability of radio/network resources, certain operator policies, and what services are being used.

It is assumed that resources can always be granted even though the requested QoS may not, i.e. the QoS can be downgraded by the network/radio. It is FFS to which extent a negotiation/re-negotiation of requested network resources shall be possible.

Resource Establishment and QoS Signalling assume a preceding signalling of QoS requirements. This could be either by application signalling (e.g. IMS) or by IP bearer signalling. It is FFS if this will lead to the establishment of additional IP bearers (comparable to UMTS PS bearers).The application signalling takes place on the already established resources of the default IP access bearer. An application function performs the negotiation with the UE on media components and their characteristics and provides the relevant information to the PCRF.

For operator-controlled services (e.g. IMS) SAE/LTE supports Network-Initiated SAE Bearer establishment and Network-Initiated SAE Bearer modification, i.e., the network controls the SAE Bearer signalling and is thus responsible for requesting the appropriate bearer QoS parameters. 
For non-operator controlled services, network control of the SAE bearers shall be retained. However, the terminal application layers can be allowed to trigger temporary upgrades of the default SAE bearer QoS.

UE initiated SAE bearer establishment or modification will not be supported within the SAE/LTE protocol layers. However, this will not preclude the UE application layers from requesting for QoS, which may trigger the establishment or modification of NW initiated bearers.


The Resource Establishment is triggered by a resource request from the PCRF which translates the media information into the necessary Policy/QoS information or by IP bearer signalling which contains the Policy/QoS information. In the latter case it is assumed that the network performs a QoS authorization beforehand which adds the Policy information to the bearer signalling. It is FFS whether triggering of the Resource Establishment by the PCRF should be also supported for non-IMS services.

The Resource Establishment function contains both, the functions that are needed to setup network and radio resources and the respective signalling towards the UE to bind the radio resources to the application layer and provide it with the authorised QoS.

The MME/UPE checks whether the granted resources correspond to the limits defined in the subscription profile of the user and initiates a resource assignment towards the radio part of the network.

The responsible LTE-RAN function checks the availability of resources and sets up the required resources and finally informs the UE on the radio resources configuration for the service and which resources are linked to which IP or session flows.

NOTE:
Allocation of LTE-RAN functions to logical entities is FFS in RAN WGs.
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Figure 7.12-3: Information flow for Resource Establishment in the Radio Network

1)
The UE has a signalling relation established with the network which performs on the default IP access bearer.

2)
The MME/UPE is triggered by a resource request which contains Policy/QoS Information corresponding to the requested service.

3)
The MME/UPE checks the UE's subscription, performs admission control according to the received QoS information and available resources and applies the received policy information.

NOTE:
The location of the policy enforcement point is FFS, it might be located in the (inter-access-) mobility anchor).

4)
MME/UPE initiates the Resource Establishment towards the responsible LTE-RAN functions.

5)
The responsible LTE-RAN functions perform admission control. Translation of the received QoS information into radio QoS information is expected to be necessary. The allocation of radio resources and the appropriate configuration of the scheduler are performed according to the translated QoS information.

6)
The UE is provided with information about the radio configuration necessary for the service and related information to link radio resources with IP or session flows.

7)
The MME/UPE is informed about the successful outcome of the resource establishment.

8)
The MME/UPE reports the outcome of the resource establishment together with the negotiated QoS.

**** End of changes ****
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