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******** Start of 1st set of changes ********

6.1.3
Credit management

The credit management applies for online charging only and shall operate on a per charging key basis. The PCEF shall support credit management on a per IP-CAN bearer basis.

NOTE 1:
Independent credit control for an individual service data flow may be achieved by assigning a unique charging key value for the service data flow in the PCC rule.

The PCEF may request a credit for each charging key occurring in a PCC rule that is active for a IP-CAN bearer. The OCS may either grant or deny the request for credit. The OCS shall strictly control the rating decisions.

NOTE 2:
The term 'credit' as used here does not imply actual monetary credit, but an abstract measure of resources available to the user. The relationship between this abstract measure, actual money, and actual network resources or data transfer, is controlled by the OCS.
NOTE 3: It shall be up to operator configuration whether credit is requested for each charging key in initial credit control request or later on need basis when corresponding service is started to be used. 
It shall be possible for the OCS to form a credit pool for multiple (one or more) charging keys, applied at the PCEF, e.g. with the objective of avoiding credit fragmentation. Multiple pools of credit shall be allowed per IP-CAN bearer. The OCS shall control the credit pooling decisions. The OCS shall, when credit authorization is sought, either grant a new pool of credit, together with a new credit limit, or give a reference to a pool of credit that is already granted for that IP-CAN bearer. The grouping of charging keys into pools shall not restrict the ability of the OCS to do credit authorisation and provide termination action individually for each charging key of the pool. It shall be possible for the OCS to group service data flows charged at different rates or in different units (e.g. time/volume/event) into the same pool.

For each charging key, the PCEF may receive credit re-authorisation trigger information from the OCS, which shall cause the PCEF to perform a credit re-authorisation when the event occurs. The credit re-authorisation trigger detection shall cause the PCEF to request re-authorisation of the credit in the OCS. It shall be possible for the OCS to instruct the PCEF to seek re-authorisation of credit in case of the events listed in table 6.1.

Table 6.1: Credit re-authorization triggers

	Credit re-authorization trigger
	Description

	Credit authorisation lifetime expiry
	The OCS has limited the validity of the credit to expire at a certain time.

	Idle timeout
	The service data flow has been empty for a certain time.

	PLMN change
	The UE has moved to another operators' domain.

	QoS changes
	The QoS of the IP-CAN bearer has changed.

	NOTE:
This list is not exhaustive. Events specific for each IP-CAN are specified in clause A, and the protocol description may support additional events.


Some of the re-authorization triggers are related to IP-CAN bearer modifications. IP-CAN bearer modifications, which do not match any credit re-authorization trigger (received from the OCS for the bearer) shall not cause any credit re-authorization interaction with the OCS.

******** End of 1st set of changes ********

******** Start of 2nd set of changes ********

7.2
IP-CAN Session Establishment

This clause describes the signalling flow for IP-CAN Session establishment and IP address assignment to the UE. The AF is not involved.
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Figure 7.1: IP-CAN Session Establishment

1.
The GW(PCEF) receives a request for IP-CAN Bearer establishment. The GW(PCEF) accepts the request and assigns an IP address for the user. 

2.
The PCEF determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The PCEF includes the following information; IP-CAN type and, if available, the IP-CAN bearer establishment modes supported.

3.
If the PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information related to the IP-CAN session. The PCRF provides the subscriber ID and, if applicable, the PDN identifier to the SPR. The PCRF may request notifications from the SPR on changes in the subscription information.
4.
The PCRF stores the subscription related information containing the information about the allowed service(s) and PCC Rules information.

5.
The PCRF makes the authorization and policy decision.

6.
The PCRF sends the decision(s) , including the chosen IP-CAN bearer establishment mode, to the PCEF. The GW(PCEF) enforces the decision.

7.
If online charging is applicable, and at least one PCC rule was activated, the PCEF shall activate the online charging session, and provide relevant input information for the OCS decision.

8.
If online charging is applicable the OCS provides the possible credit information to the PCEF and may provide re-authorisation triggers for each of the credits. 
9.
If network control applies the GW may initiate the establishment of additional IP-CAN bearers. See Annex A for details.

10.
If at least one PCC rule was successfully activated and when online charging is applicable IP CAN bearer was not denied by the OCS, the GW(PCEF) acknowledges the IP-CAN Bearer Establishment Request. 

******** End of 2nd set of changes ********

******** Start of 3rd set of changes ********

7.4.1
IP-CAN Session Modification; GW(PCEF) initiated

This sub-clause describes the signalling flow for the IP-CAN Session modification initiated by the GW(PCEF). These modifications include IP-CAN bearer establishment and termination as well as modification if the triggering conditions given to the PCEF are fulfilled. The AF may be involved. An example of the scenario is authorization of a session-based service for which an IP-CAN Session is also modified. 
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Figure 7.4: IP-CAN Session Modification; GW(PCEF) initiated

1.
Optionally, the AF provides service information to the PCRF due to AF session signalling..

2.
The PCRF stores the service information and responds with the Acknowledgement to the AF.

3.
The GW(PCEF) makes an internal decision or receives a request for IP-CAN Bearer establishment, modification or termination.

4.
The PCEF determines that the PCC interaction is required and sends the PCC Rules request to the PCRF. If there is a limitation or termination of the transmission resources for a PCC Rule, the PCEF reports this to the PCRF.

5.
The PCRF correlates the request for PCC Rules with the IP-CAN session and service information available at the PCEF. 

6.
The PCRF may need to report to the AF an event related to the transmission resources and/or if the AF requested it at initial authorisation or if the PCRF requires more information from the AF before authorising the network resources modification..

7. 
The AF acknowledges the event report and/or responds with the requested information.
8.
The PCRF makes the authorization and policy decision.

9.
The PCRF sends the decision(s) to the PCEF. The GW(PCEF) enforces the decision.

10.
If online charging is applicable, the PCEF may request credit from and/or issue final reports and return remaining credit to the OCS.

11. If  OCS was contacted, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report. 
Editor's note:
The sequence of resource authorization and OCS interaction is FFS.

12
The GW(PCEF) acknowledges or rejects any IP-CAN bearer signalling received in step 3. The IP-CAN bearer establishment is accepted if at least one PCC rule is active for the IP-CAN bearer and in case of online charging  IP CAN bearer establishment was not denied by the OCS. Otherwise, the IP-CAN bearer establishment is rejected. An IP-CAN bearer termination is always acknowledged by the GW(PCEF). If after the IP-CAN bearer modification no active PCC rules exist for certain IP-CAN bearer it shall be terminated.
13.
In case of a GW(PCEF) internal decision the GW(PCEF) initiates any IP-CAN bearer signalling required for completion of the IP-CAN Session modification.

******** End of 3rd set of changes ********

******** Start of 4th set of changes ********

7.4.2
IP-CAN Session Modification; PCRF initiated

This clause describes the signalling flow for the IP-CAN Session modification initiated by the PCRF. The AF may be involved. An example of the scenario is initiation and authorization of a session-based service for which an IP-CAN Session is modified. IP-CAN Session handling and handling of PCC rules for non-session based services, and also general handling of PCC rules that are not subject to AF-interaction is also applicable here.
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Figure 7.5: IP-CAN Session Modification; PCRF initiated

1.
Optionally, the AF provides service information to the PCRF due to AF session signalling.

Editor's note:
Optionally, without AF interaction, a trigger event in the PCRF may cause the PCRF to determine that the PCC rules require updating at the PCEF, e.g. change to configured policy. 

2.
The PCRF makes the authorization and policy decision.

3.
The PCRF sends the decision(s) to the PCEF. 

4.
The PCEF enforces the decision. 

5.
If online charging is applicable, the PCEF may request credit from and/or returns the remaining credit to the OCS.

6.
If OCS was involved, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report

Editor's note:
The sequence of resource authorization and OCS interaction is FFS.
7.
The GW(PCEF) may send an IP-CAN Bearer establishment, modification or termination request. 
An IP-CAN bearer modification is sent by the GW(PCEF) if the QoS of the IP-CAN bearer exceeds the authorized QoS provided by the PCRF in step 3. 

An IP-CAN bearer termination request is sent by the GW(PCEF) if all PCC rules for an IP-CAN bearer have been removed.

8.
The GW(PCEF) receives the response for the IP-CAN Bearer modification or termination request.
9.
The PCEF sends ACK (accept or reject of the PCC decision(s)) to the PCRF.

10.
The PCRF stores the service information and responds with an Acknowledgement to the AF.

******** End of 4th set of changes ********

******** Start of 5th set of changes ********

B.2.2 
V-PCEF to H-PCRF communication link establishment

This clause describes the establishment of the communication link between a V-PCEF and H-PCRF. The signalling flow for IP-CAN Session establishment when the PCEF is in the VPLMN is used. The AF is not involved.
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Figure B.2: V-PCEF to H-PCRF communications link establishment

1.
The GW receives a request for IP-CAN Bearer establishment. The GW accepts the request and assigns an IP address for the user.

2.
The GW determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The GW includes sufficient information in the request in order for the V-PCRF to determine that the user is roaming and to identify the user’s home network.

3.
The V-PCRF determines that PCC Authorization is required for a roaming user. 

4.
The V-PCRF requests the authorization of allowed service(s) and PCC Rules information from the H-PCRF. The V-PCRF includes information on whether on-line charging and/or support of network initiated procedures for IP-CAN bearer establishment for roaming subscribers is/are supported. The identification of the H-PCRF shall be derived from the identity of the user's home network. 

5.
If the H-PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information.

6.
The SPR responds with the subscription related information containing the information about the allowed service(s), PCC Rules information and information whether the on-line charging is necessary.

7.
The H-PCRF determines that authorization is being requested from a visited network. The H-PCRF makes the authorization and policy decision. This may include denying the establishment of IP-CAN bearers for users of an on-line charging service if the VPLMN does not support on-line charging for roaming users.

8.
The H-PCRF sends the decision(s) to the V-PCRF and charging keys and optionally, the service identifier value of the charging rule. If on-line charging is required to be supported, the identity of the OCS in the HPLMN is additionally provided.

9.
The V-PCRF ensures that the decision(s) sent by the H-PCRF meet(s) local policy requirements. For example, based on the roaming agreement between the visited network and the user’s home network, the V-PCRF may reject the authorized QoS received from the H-PCRF.

10.
The V-PCRF sends the decision(s) to the GW including home OCS identity when included. The GW enforces the decision.

11.
If online charging is applicable, and at least one PCC rule was activated, the GW shall activate the online charging session towards proxy OCS, and provide relevant input information for OCS decision. The GW shall additionally include the OCS identity in the credit request.

12.
If online charging is applicable the proxy OCS shall activate online charging session towards HPLMN OCS, and provide relevant input information for the OCS decision. The proxy OCS shall derive the identity of the OCS from information provided by the GW. 

13.
If online charging is applicable the OCS provides the credit information to the proxy OCS and may provide re-authorisation triggers for each of the credits.

14. 
If online charging is applicable the proxy OCS provides the credit information to the GW and may provide re-authorisation triggers for each of the credits.

15.
If credit is available for at least one charging key and at least one PCC rule was activated, the GW acknowledges the IP-CAN Bearer Establishment Request. When online charging is not applicable the IP-CAN bearer establishment is accepted if at least one PCC rule was activated.

******** End of changes ********
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