SA WG2 Temporary Document

Page 2
-


3GPP TSG SA WG2 Architecture — SA2#55
S2-063655
23 - 27 October 2006

Busan, Korea

Source:
NEC
Title:
Deployment Scenarios with two Node Types
Document for:
Approval

Agenda Item:
8.2-c / 8.2-d
Work Item / Release:
SAE / Rel-7
Abstract of the contribution: This contribution clarifies architecture entities and reference points, and proposes an implementation based on two nodes in various deployment scenarios. It gratefully borrows from the contributions that have been submitted to the SA2 mailing list.


1
Introduction

The SAE architecture seems to be in a deadlock, since companies have different interpretations of the Evolved Packet Core (EPC) entities and the resulting node implementations and network deployments. 
In order to progress the discussions on the SAE architecture in SA2, it is critical to further clarify the definitions of the entities, and show how they can be grouped in actual implementations and then deployed in the network.

2
Discussion

2.1
Functions of EPC entities
The current architecture contains the entities MME/UPE and Inter AS Anchor, the latter of which has been further defined as consisting of a 3GPP Anchor and SAE Anchor. 
The grouping of functions in the EPC cannot be efficiently discussed based on these entities, and therefore a more detailed description of their functionalities is needed, as follows:
User Plane Entity
The User Plane Entity (UPE) provides functionality for anchoring the mobility between eNodeBs, including ciphering and header compression termination point for LTE access. It also terminates downlink data and triggers paging for IDLE mode UEs.
3GPP Anchor

The 3GPP Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems, and includes GTP interface to SGSN in the GPRS Core. 
The 3GPP Anchor also includes functionality to terminate UMTS bearers and to relay the user data traffic between the UMTS bearer and SAE bearer. 
SAE Anchor

The SAE Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems and non-3GPP access systems. 
Another functionality, which is currently associated with the SAE Anchor, is the functionality of providing IP connectivity with PDNs – i.e. the SGi reference point. This includes functionality for IP address allocation and the PCEF that interfaces with the policy control and charging system.
Note: Because of the fact that the SAE Anchor is currently associated with those diverse functionalities, the following terminology is used to differentiate between the different functionalities: SAE-A (MM) denotes the mobility anchoring function, while SAE-A (PDN GW) includes the remaining functionalities. 

Mobility Management Entity

The Mobility Management Entity (MME) contains:
· LTE access specific control plane functionality for mobility management, including management of temporary user IDs. 

· Interface with the HSS for authentication and authorization purposes.
· LTE access specific control plane functionality for session management and for handling other UE context except mobility.
Evolved Packet Data Gateway

The Evolved Packet Data Gateway (ePDG) contains functionality for securely providing connectivity to the Evolved Packet Core from a 3GPP WLAN access network.
2.2       Grouping of EPC entities
The grouping of EPC entities proposed in this document follows the following architectural principles. The main advantages of each of the principles are summarized underneath each principle. 
Co-location of 3GPP Anchor and UPE 

· Maximizes performance advantage for inter-3GPP handoffs

· Allows same functional split for roaming and non-roaming cases

· Advantageous for idle mode signaling free mobility management
Open interfaces between the SAE Anchor and access-specific functional entities 

· Supports 3GA/UPE(/MME) relocation (SAE anchor can serves as static anchor)

· relaxes the requirement that there must be full mesh connectivity between all eNBs and all UPEs (i.e. pool or service areas can be maintained as the relocation procedure allows changing of UPEs in case the target eNB belongs to a different administrative region)

· enables inter-PLMN handoff 

· allows route optimization (i.e. the serving UPE can be changed if there is significant gain on selecting another UPE that is on a more optimal user plane path)

· facilitates load balancing and error handling (i.e. the serving UPE can be changed in cases of high load or failure on the serving UPE)
· Enables application of common mobility scheme across different access systems
· future proof architecture (no access-specific functional entities in the node that terminates SAE bearers and handles inter-access mobility) 

· Increases deployment flexibility for operators (e.g. operators can roll-out SAE Anchor independent from LTE)

· Facilitates handling of multiple PDNs (i.e. different SAE anchors can provide PDN Gateway functionality)
· relaxes requirement that all SAE Anchors must be able to support all PDNs, which could be potentially many considering corporate access
· Increases flexibility on SAE Anchor placement (e.g. SAE Anchor can be placed close to PDN)
Note: The fact that an open interface between the SAE Anchor and the access-specific functional entities exists does not imply that the SAE Anchor has to be deployed on a separate physical node. All functional entities may well be co-located on a single physical node.

Single SGi Interface only from the SAE Anchor
· No need for unnecessary duplication of functions since all UEs (independent of the access system) are handled in the same way
3GPP/non-3GPP mobility anchor in VPLMN
· Allows roaming UEs to use non-3GPP accesses with whom the Home Operator has no direct agreement 

· Maximizes performance of 3GPP/non-3GPP handoffs

· Reduces the signaling load towards the HPLMN as a result of 3GPP/non-3GPP mobility
More comprehensive discussions on each of these architectural principles and their advantages have been provided in several previous contributions, e.g. S2-062923, S2-062618 and S2-062269.
As a result, it is proposed to group the EPC entities into the following two nodes:

1. Access Gateway (AGW), which includes the 3GPP Anchor, the UPE and the MME functional entities. 
Note that this grouping does not preclude the option to separate the MME and UPE if need arises at a later stage. To enable such a split in the future, the S1 interface is separated into S1-MME and S1-UPE according to the agreement reached at SA2#54. 

2. SAE Gateway (SAE-GW), which includes both the anchor functionality for 3GPP/non-3GPP mobility (also referred to as SAE-A MM) and the gateway functionality for PDNs (also referred to as SAE-A PDN-GW).

2.3       Deployment scenarios with the two node types
The following deployment scenarios are considered:

SCENARIO 1:  Non-roaming scenario (with services in the HPLMN)

In this scenario, both nodes (AGW and SAE-GW) are located in the HPLMN. 
Since a significant amount of the user traffic will likely result from the standard services of users that are not very mobile, it is possible to further optimize the network configuration for this user traffic by co-locating the AGW and SAE-GW on a single physical node. This can be considered as an implementation or deployment optimization, but should have no impact on the architectural discussions.

Option A:  Separate AGW and SAE-GW Nodes (2-Box Configuration)
· AGW and SAE-GW are hosted on two physical boxes

Note: This option is needed for operators that want to deploy SAE-GW functionality prior to the roll-out of LTE and/or want to clearly separate access-independent functionality from 3GPP specific functionality (to make their network future proof)
Option B: 
Co-located AGW and SAE-GW Nodes (1-Box Configuration) 

· AGW and SAE-GW are co-located on a single physical box, but an open interface exists that allows interfacing AGW of Box-X with SAE-GW of Box-Y. 
Note: This option is useful for operators that want to optimize their network for 3GPP accesses and want to deploy only a single type of box

SCENARIO 2:  Roaming scenario with home routed traffic (with services in the HPLMN) 

In this scenario, the AGW will be located in the VPLMN, whereas the SAE-GW will be located in the HPLMN.
Depending on whether the visited operator will provide direct access to non-3GPP accesses (e.g. WiMAX, WLAN) that are either owned directly by the VPLMN or provided by 3rd parties with whom only the visited operator has a business relationship, different deployments options need to be considered:

Option A: VPLMN does not provide direct access to non-3GPP accesses for roaming users (i.e. non-3GPP accesses have to be directly accommodated by the HPLMN)
· No mobility functionality to handle mobility between 3GPP and non-3GPP access systems is required in the AGW

Option B: VPLMN provides direct access to non-3GPP accesses for roaming users

· Mobility functionality to handle mobility between 3GPP and non-3GPP access systems (i.e. SAE-A MM) is required in the AGW

SCENARIO 3:  Local breakout scenario (with services in the VPLMN)

In this scenario, both nodes (AGW and SAE-GW) are located in the VPLMN. This scenario is therefore from an architecture point of very similar to scenario 1. The main difference is that in the local breakout scenario the HSS and possibly some PCC functionality that allows the home operator to define access policies for its subscribers are located in the HPLMN.

3
Proposal

It is proposed to add these scenarios and clarify the reference points in section 4 of TR 23.882 as follows.
**** Start of changes ****

4.x.1  Implementation scenario with AGW and SAE-GW nodes
This implementation scenario proposes to group the EPC functional entities into the following two nodes:

1. Access Gateway (AGW), which includes the 3GPP Anchor, the UPE and the MME functional entities. 

Note that this grouping does not preclude the option to separate the MME and UPE if need arises at a later stage. To enable such a split in the future, the S1 interface is separated into S1-MME and S1-UPE. 

2. SAE Gateway (SAE-GW), which includes both the SAE anchor functionality for 3GPP/non-3GPP mobility (also referred to as SAE-A MM) and the gateway functionality for access to PDNs (also referred to as SAE-A PDN-GW).
4.x.1.1  Conditions and principles
The grouping of EPC entities proposed in this section follows the following architectural principles:
Co-location of 3GPP Anchor and UPE 

· Maximizes performance advantage for inter-3GPP handoffs

· Allows same functional split for roaming and non-roaming cases

· Advantageous for idle mode signaling free mobility management
Open interfaces between the SAE Anchor (SAE-GW) and access-specific functional entities 

· Supports 3GA/UPE(/MME) relocation (SAE Anchor node can serves as static anchor)

· Enables application of common mobility scheme across different access systems

· Increases deployment flexibility for operators (e.g. operators can roll-out SAE Anchor independent from LTE)

· Facilitates handling of multiple PDNs (i.e. different SAE Anchors can provide PDN Gateway functionality)

· Increases flexibility on SAE Anchor placement (e.g. SAE anchor can be placed close to PDN)

Note: The fact that an open interface between the SAE anchor and the access-specific functional entities exists does not imply that the SAE anchor has to be deployed on a separate physical node. All functional entities may well be co-located on a single physical node.

Single SGi interface only from the SAE Anchor

· No need for unnecessary duplication of functions since all UEs (independent of the access system) are handled in the same way
3GPP/non-3GPP mobility anchor in VPLMN

· Allows roaming UEs to use non-3GPP accesses with whom the Home Operator has no direct agreement 

· Maximizes performance of 3GPP/non-3GPP handoffs

· Reduces the signaling load towards the HPLMN as a result of 3GPP/non-3GPP mobility
4.x.1.2  Proposed deployment scenarios
The following deployment scenarios are described:

SCENARIO 1:  Non-roaming scenario (with services in the HPLMN)

In this scenario, both nodes (AGW and SAE-GW) are located in the HPLMN. 

Since a significant amount of the user traffic will likely result from the standard services of users that are not very mobile, it is possible to further optimize the network configuration for this user traffic by co-locating the AGW and SAE-GW on a single physical node. This can be considered as an implementation or deployment optimization, but should have no impact on the architectural discussions.

Option A:  Separate AGW and SAE-GW Nodes (2-Box Configuration)

· AGW and SAE-GW are hosted on two separate physical boxes

Note: This option is needed for operators that want to deploy SAE-GW functionality prior to the roll-out of LTE and/or want to clearly separate access-independent functionality from 3GPP specific functionality (to make their network future proof)
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Figure 4.x.1-1: Non-roaming scenario with 2-Box Configuration: AGW and SAE-GW
Option B: 
Co-located AGW and SAE-GW Nodes (1-Box Configuration)

· AGW and SAE-GW are co-located on a single physical box, but an open interface exists that allows interfacing AGW of Box-X with SAE-GW of Box-Y. 

Note: This option is useful for operators that want to optimize their network for 3GPP accesses and want to deploy only a single type of box
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Figure 4.x.1-2: Non-roaming scenario with 1-Box Configuration: Co-located AGW and SAE-GW.
SCENARIO 2:  Roaming scenario with home routed traffic (with services in the HPLMN) 

In this scenario, the AGW will be located in the VPLMN, whereas the SAE-GW will be located in the HPLMN.

Depending on whether the visited operator will provide direct access to non-3GPP accesses (e.g. WiMAX, WLAN) that are either owned directly by the VPLMN or provided by 3rd parties with whom only the visited operator has a business relationship, different deployments options need to be considered:

Option A: VPLMN does not provide direct access to non-3GPP accesses for roaming users (i.e. non-3GPP accesses have to be directly accommodated by the HPLMN)
· No mobility functionality to handle mobility between 3GPP and non-3GPP access systems is required in the AGW
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Figure 4.x.1-3: Roaming case, where Non-3GPP ASes are directly accommodated by HPLMN.
Option B: VPLMN provides direct access to non-3GPP accesses for roaming users

· Mobility functionality to handle mobility between 3GPP and non-3GPP access systems (i.e. SAE-A MM) is required in the AGW
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Figure 4.x.1-4:  Roaming case, where Non-3GPP ASes are provided through the VPLMN.
SCENARIO 3:  Local breakout scenario (with services in the VPLMN)

In this scenario, both nodes (AGW and SAE-GW) are located in the VPLMN. This scenario is therefore from an architecture point of very similar to Scenario 1. The main difference is that in the local breakout scenario the HSS and possibly some PCC functionality that allows the home operator to define access policies for its subscribers are located in the HPLMN.
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Figure 4.x.1-5:  Local breakout scenario with services provided by the VPLMN.
**** End of changes ****
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