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1. Introduction

This paper represents an input to the deployment scenario template proposed over the SA2 email reflector. 
This contribution proposes a deployment scenario where the UPE and parts of the MME functions (“MME*”) are located in the ERAN. The EPC includes only a single type of 3GPP-specific node denoted SAE GW.  This option was briefly outlined in a contribution submitted to the SA2 email reflector as “Deployment option Scenario C”.
A more detailed discussion of various aspects of this SAE concept can be found in the papers referenced below. 

This paper focuses on the actual proposed change to Section 4 of TR 23.882.
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**** Start of changes ****

4.x.1 Implementation scenario with UPE in the ERAN and SAE GW node
This section describes an IP based SAE deployment scenario, having the benefits of IP based SAE approach, not utilizing bearers spanning through the whole SAE system, as outlined in the Tdoc S2-063472.
4.x.1.1 Conditions and principles
4.x.1.1.1 Header Compression and User Data Encryption
The key benefit/idea of IP based SAE is that the user IP flows are directly mapped to the individual transport links / radio bearers between SAE nodes without a need for SAE specific bearers spanning over multiple SAE nodes. 
The SAE network transport service model within SAE network should thus be [IP over SAE transport links], not [IP over SAE bearer, over SAE Access bearer over IP over SAE transport links]. This greatly simplifies the SAE design, reduces the system complexity, enables flexible service deployment for SAE operators and makes SAE design access agnostic. 

To make ERAN IP flow aware the function of User Data IP Header Compression over the LTE radio interface should be placed in ERAN.
Similarly, the User Data Encryption over the air should be located in ERAN. Additional security measures should be studied if deemed necessary.

4.x.1.1.2 Paging & Tracking
The LTE Paging & UE Tracking function is seen as an integral part of LTE/SAE radio so from that point of view a natural location would be the radio specific ERAN.
4.x.1.1.3 AKA Authentication Function
The AKA Authentication Function executes the AKA based authentication signalling towards the accessing UE. This function needs to be connected via the 3GPP roaming infrastructure to the HSS of the accessing subscriber. From the authentication efficiency point of view it is important that the AKA authentication is executed in the local PLMN (i.e. in the visited PLMN in case of roaming). 
To enable user data encryption at local SAE system based on keys derived from a successful authentication, this AKA Authentication function needs to be also connected to the User Data Encryption function now placed at ERAN. 

The AKA Authentication Function could thus be a separate logical entity - or, to limit the discussion to the 3 introduced nodes, it would best be collocated at the local SAE GW node.

4.x.1.1.4  Global Mobility Anchor function
The Global Mobility Anchor function is the global mobility anchor point for mobility between all access systems. The function also provides the user with access to a specific external PDN through SGi interface. This function should be located in the PLMN providing the access to the PDN. 

For different IP flows to/from single UE, different Global Mobility Anchor nodes may be used. Making the location specific to each particular IP flow enables user data breakouts in arbitrary networks, if so allowed by the operator policy for the subscriber.

4.x.1.1.5  Local Mobility Anchor Function

The Local Mobility Anchor function is used to hide the local mobility from the Global Mobility Anchor function. Local Mobility Anchor function typically resides in the local PLMN (i.e. in roaming case the visited PLMN)

The Local Mobility Anchor function acts as an Anchor point for local mobility and executes necessary horizontal mobility signalling towards the new/old local mobility anchor function as well as the vertical mobility signalling towards the mobility anchor function locating lower/higher in the mobility hierarchy.
For backwards compatibility reasons, the SAE Local Mobility Anchor function has to support GTP based procedures towards GPRS core network as described in TS 23.060. To provide IP based mobility towards IP based systems and IP based SAE components, IP based Local Mobility should be supported.

Thus, the Local Mobility Anchor function terminating GPRS access must:

· terminate the S4 interface for anchoring the user data IP flow to/from SGSN based on GTP transport. To support legacy SGSNs, the S4 interface should be very similar to the current Gn interface between SGSN and GGSN.

· terminate the S3 interface for supporting the GPRS inter SGSN type GTP mobility procedures (PDP & Radio context transfers). To support legacy SGSNs, the S3 interface should be very similar to the current Gn interface between two SGSNs.

For IP Based Local Mobility the required horizontal and vertical mobility procedures depend on the choice of protocol to be used for the IP based local mobility. The protocol selection is FFS.

The natural place for all the Local Mobility Functions (both GPRS and IP based) is the local SAE GW. Depending on the utilized access a further Local Mobility function may reside at each access system (e.g. in case of LTE in ERAN). 

4.x.1.1.6  Policy Enforcement


As the SAE in this example is IP based, the Policy Enforcement and resulting IP flow marking may be done at any SAE node through which the IP flow traverses. 

It is assumed that the IP flow policies are distributed from PCRF to the SAE system via the SAE-GW node. Policies may be further distributed to other SAE nodes by proxying the policies further over other SAE interfaces. This proxying is invisible to the PCRF.
4.x.1.2 Proposed deployment scenario

Figure 1 and Figure 2 show the deployment scenarios in the roaming and non-roaming cases, respectively.
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Figure 2. IP based SAE Deployment Scenario (Roaming case).
Notes: 

· The Home Network SAE GW location may be IP flow specific: For one UE there may thus be several SAE GWs in multiple networks (if allowed by operator policy).

· To enable accessing SAE system via legacy SGSN the S3/S4 interfaces should be the same/similar as the Gn interfaces utilized between GPRS GSNs. 

· To enable connecting from SAE access to legacy GGSN the S8 interface interface should be the same/similar as the Gn interface utilized between SGSN and GGSN.
· The S8 and S2a/b between SAE GWs denote two alternatives to realize SAE inter PLMN roaming. S8 is utilized for backwards compatibility with legacy GGSNs while S2a/b enables IP based roaming.

· The roles of inter operator interfaces S2a/b, S8 and S9 for PCC rule distribution are FFS.
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Figure 2. IP based SAE Deployment Scenario (Non Roaming case).

Notes:

· To enable accessing SAE system via legacy SGSN the S3/S4 interfaces should be the same/similar as the Gn interfaces utilized between GPRS GSNs. 

· In the figure, the non 3GPP IP accesses are not connected to any SAE GW function as they may be either subject to local or global Mobility function provided by the SAE GW.

4.x.1.3 Interfaces for the proposed deployment scenarios
The MME and UPE are redefined as follows.

MME*

MME* is a functional entity that provides paging & tracking functionality, LTE air interface specific signalling operations and supports local mobility between eNodeBs. Mobility management functions supporting mobility between 3GPP systems is assigned to the SAE GW. The AKA Authentication Function also is collocated at the local SAE GW.

UPE
UPE is a functional entity that represents the termination point for ciphering and header compression at the network side. It may also provide local mobility anchor functionality.
The following reference points for the non-roaming and roaming scenarios are redefined:
S1-UPE:
Interface between UPE and eNodeB, becomes an evolved RAN internal interface.

S1-MME:
Interface between MME and eNodeB, becomes an evolved RAN internal interface.

S2a:
It provides the user plane with related control and mobility support between a trusted IP access and the SAE GW. Use of S2a as inter-PLMN reference point is optional.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE GW. Use of S2b as inter-PLMN reference point is optional.

S5:
It provides the user plane with related control and mobility support among MME*/UPE and the SAE GW. It supports the exchange of user IP flow related parameters like QoS and the exchange of charging related information like RAT type or location.
S8:
Indicates the inter-PLMN reference point providing between two SAE GWs in the visited PLMN and the home PLMN.
S9:
Indicates the inter-PLMN reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN. It is FFS whether operator should use S9 or alternative mechanisms to perform policy control of roaming subscriber in the visited network.
**** End of changes ****
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