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TS 23.167 v7.2.0 contains an editor’s note saying that it is for further study to define scenario and circumstances where IMS emergency registration is not needed. In SA2 #54 there were a couple of contributions from different companies trying to clarify the criteria for emergency registration. However, those contributions were not handled due to lack of time. This contribution continues the discussion about criteria for emergency registration.
1. Presented arguments supporting emergency registration and emergency IMPU
· Ensure that a call back number E.164 TEL-URI can be provided to PSTN PSAP

· Emergency registration can be used to circumvent roaming restriction

· In GPRS, if the UE cannot get normal access (e.g. limited service state), it may request an emergency APN. In this case the UE must also do the IMS emergency registration.

· Emergency IMPU used in emergency registration preserves existing registration in case emergency registration is to be performed.

· Connecting via emergency APN as part of emergency registration enables UE to discover the correct local P-CSCF (and E-CSCF) that serves the area where the UE is located in VPLMN and in HPLMN with several P-CSCFs

· Prevents any iFC execution for the callback from PSAP.
Although the arguments above are mostly valid, there are ways other than emergency registration to avoid the problems where the arguments refer to. For example a e.164 tel URI may be implicitly registered with the public identity and the callback can include an indication for iFC execution for callback. It can be also doubted that UE should find exactly a certain P-CSCF because P-CSCFs route to E-CSCF and all the E-CSCFs of an IMS can be assumed to have similar capability to find a PSAP corresponding to some location information. It may still be beneficial to perform emergency registration although it may not be needed always as described later in this paper.
2. Presented arguments when emergency registration and emergency IMPU are not needed?
· If the UE would be able to know that the P-CSCF is in the same visited PLMN as the UE, there would be no need to select a new P-CSCF and in principle no need for emergency registration.
· Legacy terminals are not capable of emergency registration. There may still be situations where not even a new terminal can identify emergency call because UE may not notice that the used number is for emergency.
3. When does IMS emergency call succeed?

P-CSCF is the IMS element that notices emergency call attempt and routes the session to E-CSCF, which should be able to route to PSAP. So, the factors that enable successful emergency call are that P-CSCF supports emergency call and that E-CSCF is able to route to correct PSAP either based on the location information received in INVITE or by finding the location information of the UE by itself. 
Current specifications do not provide a way for UE to know if a P-CSCF supports emergency call. However, it is quite likely that all the P-CSCFs support emergency call in case that the IMS has been upgraded to support it. Probably only for a short period of time some P-CSCFs do not support emergency call while others do.
It cannot be always assumed that E-CSCF can route to a PSAP for any given location information. For example if the UE is in China and E-CSCF is in Finland that may not be possible. Therefore UE should use a P-CSCF from a local network, which means that also the E-CSCF is a local one.
The following chapters take a look at the probability that emergency call using an existing IMS registration succeeds. It also proposes a basic approach for the emergency IMS registration.
4. UE in GPRS access

Today over 90% of all CS voice calls are made while in home network. In case of registering to IMS in home network (MCC and MNC of the GPRS network equal to those of home network as stored in the (U)SIM) the GGSN and P-CSCF are both from the home network. Therefore the location of UE would be such that E-CSCF is able to select corresponding PSAP.
In the case of UE in VPLMN, the GGSN and therefore also P-CSCF are nowadays from the HPLMN although the specifications allow GGSN from the VPLMN. However it can be assumed that this starts changing when cellular VoIP is taken into use. This is because it might be very difficult to provide good voice quality if RTP packets always go via GGSN in the home network. Imagine UE calling from China and RTP packets travelling to GGSN in Europe and back again. Still deployments with GGSN by default in HPLMN will exist for a long time and IMS emergency call should take that into account.
It is proposed that UE in HPLMN uses the existing IMS registration for emergency call. A UE in VPLMN when already registered to IMS and a UE without existing registration shall request a PDP context using an emergency APN in the VPLMN and perform emergency registration. If UE in VPLMN cannot connect via an emergency APN, the UE shall try CS domain for emergency service and in the absence of CS domain service the UE may try the existing IMS registration for emergency call.
5. UE in I-WLAN access

In I-WLAN access if a UE cannot find any direct connectivity to its HPLMN via any of the available I-WLANs, it selects a suitable VPLMN as a proxy or broker for authentication exchange with the HPLMN. After it has completed the access authentication successfully, it can then establish a tunnel to a PDG (on the edge of IMS) and registers to IMS. The PDG could be either in the HPLMN or the selected broker VPLMN.
Although other topologies are theoretically possible, it can be assumed that the PLMNs to which the I-WLAN can provide a connection to (for authentication) are local (from the same geographical area) PLMNs. Similarly to GPRS case, it should be ensured that RTP packets are routed in an optimal way, not around the world. Therefore UE should establish a tunnel in the already selected local VPLMN. If UE does so, an emergency call attempt should succeed using the existing registration. Emergency registration with the same IMS would not help if emergency call attempt fails. In such a case UE should check that the PDG is from the locally selected VPLMN and if not, try establishing a tunnel to a PDG in this local VPLMN (using an emergency W-APN) and try emergency call again.
The case that UE uses a direct IP access is similar to generic internet access handled in chapter 7. 
It is proposed that UE tries existing IMS registration for emergency calls if it has PDG in the locally selected PLMN. If not, the UE shall establish a tunnel to PDG in the locally selected PLMN using an emergency W-APN, perform P-CSCF discovery and emergency registration and establish emergency call. If UE cannot establish a tunnel to PDG in the locally selected PLMN, the UE shall try CS domain for emergency service and in the absence of CS domain service the UE may try the existing IMS registration for emergency call.
6. UE in xDSL access
IMS can be accessed also via xDSL. There are different alternatives for the subsystem which connects the xDSL line to IMS. For example ETSI / TISPAN defines so called NASS (Network Access Subsystem) and CableLabs that represents cable TV operators defines DOCSIS interface. No matter what is the subsystem used with xDSL, the most used scenario is that UE uses the one and same xDSL line. Therefore in most cases E-CSCF can route to PSAP based on the location of UE. However, some mobility may be supported by these systems i.e. UE may move from the home location, connect via an xDSL line leading to IP-CAN provided by another operator that also provides IMS and still access the services of home IMS. In such a case the IP-CAN should ensure that UE finds a P-CSCF in the local IMS or that the location information (line ID) can be used by the E-CSCF to route to a PSAP.
TISPAN has defined so called NASS bundled authentication (NBA) where P-CSCF can use the xDSL line ID for access authentication. If NBA is used, then the P-CSCF is always able to find line ID and it should not be difficult to define a PSAP for each used line ID. If some other authentication mechanism is used, the line ID might not be available for P-CSCF and provided location information may not be appropriate for routing to a PSAP.
In DOCSIS case, the UE uses DHCP to receive a list of proxies. Some of the proxies may be from the IMS of the operator providing the DOCSIS access while some may be from another IMS. The UE should select a P-CSCF from the local IMS in order to succeed with an emergency call.
It is poroposed that UE uses existing IMS registration for emergency calls in fixed broadband access. Further clarifications are needed on how UE using fixed broadband access can select P-CSCF from a local IMS. Alternatively the provided location information should be appropriate for routing to PSAP even if the P-CSCF is not from a local IMS.
7. UE with generic internet access

UE may basically have any access to internet and access the IMS using some secure procedures. In such a case the UE may be very far away from IMS and the E-CSCF may not be able route to PSAP. In this case an emergency registration with the same IMS would not help. On the other hand E-CSCF may have access to a database that is able to define the PSAP that should serve the UE in its location. This could be based on the use of ECRIT LOST protocol being defined in the IETF.
8. Summary and proposal

It is proposed that for IMS emergency calls
· If UE does not have an existing IMS registration, it performs emergency registration.

· If UE is in GPRS access and not roaming, it uses existing IMS registration. If UE is roaming, it connects to an emergency APN in the VPLMN, performs P-CSCF discovery and emergency registration.

· If UE is in I-WLAN access and has PDG in the locally selected PLMN, it uses the existing registration. Otherwise UE tries establishing a tunnel to the locally selected PLMN using emergency W-APN and performs emergency registration.

· If UE is in xDSL access, UE shall use the existing IMS registration. Further clarifications are needed how UE can find a P-CSCF from a local IMS.
· If UE uses generic internet access to connect to IMS, it uses the existing IMS registration.

Nokia provides an accompanying CR against TS 23.167 to reflect these principles. 
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