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1. Introduction

This contribution proposes text for an informative Annex to TR 23.882 describing 3GPP-WiMAX Interworking, including IP session continuity based on Mobile IP (MIP). 
3. Proposal

This document discusses specific aspects for 3GPP-WiMAX Interworking. In this contribution only mobility aspects of 3GPP-WiMAX interworking are provided. Other aspects for 3GPP-WiMAX interworking such as network discovery and selection, policy and charging control, QoS enforcement will be provided in later contributions.
It is proposed that the following changes be adopted in TR 23.882:
<<Proposed Change>>
Informative Annex X: SAE/LTE 3GPP - Mobile WiMAX Interworking 
X.1
General

The scope of this Annex is to document specific aspects for 3GPP-WiMAX Interworking as part of the SAE work item to enabling integration of WiMAX access networks with the SAE evolved core network supporting functions such as network discovery and selection, policy and charging control, QoS enforcement, AAA, mobility including IP session continuity etc.

X.2
Description of WiMAX access systems
WiMAX is an example of a non-3GPP system. The WiMAX Forum (http://www.wimaxforum.org ) specifies an end-to-end system architecture, comprising of three major functional aggregations: Mobile Station (MS), Access Service Network (ASN) and Connectivity Service Network (CSN). The figure below depicts the end-to-end Network Reference Model (NRM) 
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Figure X.1: WiMAX Network Reference Model
The ASN is a collection of functions described as Base Station and ASN Gateway (ASN-GW), which can be rendered in one or more ASN configurations. The CSN comprises network elements such as, user databases, AAA proxy/servers and MIP HA. (Please refer to http://www.wimaxforum.org/technology/documents for the latest specification and definition of these entities in more detail)
X.3
Solution for Interworking between SAE/LTE 3GPP and mobile WiMAX system
X.3.1
Solution A

This figure X.2 below shows the interworking solution between the SAE/LTE 3GPP and WiMAX system. This is based on the use of Mobile IP as the mobility management protocol. It is assumed that the same solution applies for both session continuity (a.k.a. Scenario 4) and seamless mobility (a.k.a. Scenario 5), depending on the mobile's capability for simultaneous connections.

In the subsequent text traditional MIP terminology [23] is used i.e. Mobile Node (MN), Foreign Agent (FA) and Home Agent (HA).
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Figure X.2: WiMAX- 3GPP interworking solution model
Figure X.2 proposes that the WiMAX ASN can connect directly to the SAE’s evolved packet core. The FA in the ASN in the VPLMN connects to a MIP HA located in the HPLMN. The S2a reference point is the bearer plane of WiMAX R3 reference point. 
As depicted in figure X.2, MIP FA functionality is incorporated in WiMAX ASN and HA functionality is incorporated in (or transparently accessible via) the SAE Anchor. All MIP related “Home AAA” functions which are required per MIP RFCs are assumed to be provided by 3GPP AAA server. The same architecture applies to both Scenario 4 and Scenario 5.

Listed below are the reference points with their description as adopted for WiMAX access:
S2a:  It provides the user plane with related control and mobility support between WiMAX IP access and the SAE Anchor
 S6a:  It enables transfer of subscription and authentication data for authenticating/authorizing user access to 3GPP evolved system
S6b:  It provides functionality to authenticate mobility control messages from the SAE anchor. It is required for dynamic provisioning of user specific data to the MIP HA.

S6c:  It enables transfer of subscription and authentication data for authenticating/authorizing non-3GPP user and/or device access to 3GPP evolved system.
Wm+: This is an enhancement to the existing Wm reference points as specified in TS 23.234.

Note1: Additional reference points required for 3GPP – WiMAX interworking are FFS

Note2: It is FFS how PCC rules are transferred to the WiMAX ASN, i.e. directly from the PCRF or through the SAE anchor on the S2a interface.
Figure X.3 is a simplified figure describing how the application for MIPv4 works in conjunction with MIPv4 protocol. Depicted is the case where MIPv4 is used with Foreign Agent Care-of-Address (FA-CoA). Here we only discuss the solution for MIPv4 and Proxy MIPv4 which are supported by the WiMAX architecture. In future,  other mobility protocols such as NETLMM may be used for IPv6.

[image: image3.emf]WiMAX ASN UE

Home AAA 

Server

SAE 

Anchor

FA

HA

1a

2

3

7

4

6

S2a

S6c S6b

1b

5

MIP 

Client


Figure X.3: Use of MIPv4 for 3GPP SAE – WiMAX mobility
The following are the subsequent steps described in Figure X.3:

1a)    Initial access authentication - UE tries to establish a connection with WiMAX ASN.
1b)    The ASN interrogates the user's Home AAA server in order to authenticate and authorise the user. In the roaming case, the ASN uses the Proxy AAA to contact the user's Home AAA server. During access level authentication the AAA authentication key is retrieved from the Home AAA Server.
2) The MIP Foreign Agent (MIP FA) function in the ASN sends a FA advertisement.

3) The UE sends a MIPv4 Registration Request (RRQ). If the UE desires dynamic address allocation by HA and dynamic HA assignment, it shall set HoA/HA field to ALL-ZERO-ONE-ADDRESS.

4) The FA forwards the MIPv4 RRQ to the MIP HA.

5) The HA fetches a pre-shared key for MN-HA authentication. This step is required only at session establishment. Specifically, it is not required for MN-HA authentication when the UE subsequently connects to other FAs. If the RRQ included dynamic HA and HoA assignment, HA address and HoA will be respectively returned by 3GPP AAA as well. 

6) The HA accepts the mobile registration by replying with a MIPv4 Registration Response (RRP).

7) MIPv4 RRP is forwarded to the UE containing its Home address.

Figure X.4 is a simplified figure describing how proxy MIPv4 solution works. In the Proxy MIPv4 solution all IP mobility aspects are transparent to UE. As a consequence, the UE uses DHCP to retrieve the home address and IP host configuration.
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Figure X.4: Use of Proxy MIPv4 for 3GPP SAE – WiMAX mobility
The following are the subsequent steps described in Figure X.4:

1a)   Initial access authentication - UE tries to establish a connection with WiMAX ASN.
1b)    The ASN interrogates the user's Home AAA server in order to authenticate and authorise the user. In the roaming case, the ASN uses the Proxy AAA to contact the user's Home AAA server. The HA address and the AAA authentication keys and either the HoA or DHCP server address are retrieved from the Home AAA Server.
2) DHCP client in the UE sends a DHCP Discover message.

3) Triggered by step 2 the FA sends a MIPv4 Registration Request (RRQ) to the HA. The RRQ contains the Care-of Address (CoA) of the FA. The HoA field is set to ALL-ZERO-ONES-ADDRESS.  The RRQ may be protected by MN-HA authorization enabling extension.

4) The HA fetches a pre-shared key for MN-HA authentication. This step is required only at session establishment. Specifically, it is not required for MN-HA authentication when the UE subsequently connects to other FAs.

5) The HA accepts the mobile registration by replying with a MIPv4 Registration Response (RRP).

6) The FA/DHCP-Proxy/Server sends back a DHCP Offer with IPv4 address set to the received HoA.

7) Regular DHCP Request and DHCP Ack message are exchanged and UE’s IP stack is configured with the assigned IPv4 address.
For 3GPP-WiMAX interworking, the WiMAX user authentication shall be based on EAP-SIM or EAP AKA. Currently Device authentication is not supported by 3GPP AAA server.  3GPP AAA server needs to enhance to support combine device/user authentication (using single-EAP) or device only authentication.

<<End of the Proposed Change>>
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