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Abstract of the contribution:

This contribution proposes a set of functions and procedures that define the S6 interface in order to start defining this interface in the SAE architecture. It proposes creating a new annex in TR 23.882 in which to include this information; the annex is also intended to be the placeholder for discussion surrounding the S6 interface and the HSS in the scope of the Evolved Packet Core network as well as their relationship with pre-SAE networks.
1. Introduction
TR 23.882 defines the S6 interface as the interface that “enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface)”. 

Besides the current definition of the S6 interface and sporadic reference to the S6 throughout the different key issues in TR 23.882 as the interface over which registration and registration update occurs and the interface responsible for distributing user subscription, authentication and authorisation data, not much is really mentioned regarding the S6 interface functions and procedures. Given that the S6 interface needs to consider users (whether home or roaming) accessing the Evolved Packet Core via the LTE access as well as users making use of, WLAN 3GPP IP access and other non-3GPP accesses, then defining functions and procedures over the S6 interface becomes a very relevant issue which needs more attention paid to in TR 23.882.
2. S6 Functions and Procedures
Based on the procedures described in different key issues throughout TR 23.882 that involve the S6 interface, that is, MME-HSS interface and IASA-HSS interface, the following set of S6 functions are assumed to be  the minimum set of functions and procedures common for both S6 interfaces. Note that these functions are also based on 3GPP HSS functions that are available in TS 23.002 as well as on definitions of similar pre-SAE 3GPP interfaces such as Gr or Wm.
· User identification handling: provides appropriate relations among all the identifiers uniquely determining the user in Evolved Packet Core as well as in GPRS core, WLAN 3GPP IP Access and non-3GPP IP accesses.

· User Registration Management: this function provides registration and mobility support through and between Evolved Packet Core, GPRS core, WLAN 3GPP IP Access and non-3GPP IP accesses. The registration status is maintained and updated over the S6 interface; it can also be distributed to other entities over this interface. Operator initiated de-registration or purge of user equipments is also performed over the S6. The S6 interface provides the user’s assigned MME or IASA in which they are registered. Note that it should also be able to assign an IASA server over the S6 if no IASA server address is provided by the access network or UE. (Note: S6 registration operations may also result in operations on other pre-SAE HSS interfaces such as the Gr interface and vice versa).
· User and Subscription Profile Management: all user and subscription profile data relevant for Evolved Packet Core is distributed over the S6 interface. User profile is downloaded over the S6 interface to the server and network in which the user is registered at. Updates of previously downloaded user profile data are also performed whenever the user profile is modified. Knowledge of user profile related to 2G/3G, WLAN 3GPP IP Access and non-3GPP IP accesses might also be required to establish relationships with LTE and Evolved Packet Core user profile. 
· User security and authentication support: The S6 interface distributes user authentication, integrity and ciphering data for users making use of the Evolved Packet Core network .It is FFS if additional authentication procedures will be carried out over the S6 interface.
· Access authorisation: The S6 interface provides authorisation information to the Evolved Packet Core network on whether a user can roam to a visited network or if a user can make use of a given access network that interfaces the Evolved Packet Core.
As a result of defining these S6 functions and procedures, the current S6 definition in TR23.882 should be updated to reflect these functions. The following updated S6 definition is provided:
S6:
It enables SAE subscribers to register in the Evolved Packet Core network by transferring subscription, identification and authentication data for authenticating/authorizing a user during registration to the evolved system and keeps track of the registration status via registration updates. Its two variants are S6a (MME-HSS, used for LTE access only) and S6b (SAE GW-HSS, its usage depending on the access type is FFS).
Reference to AAA interface is removed from the end of the definition so that the S6 interface is not limited to AAA and can also include requirements that are SAE-related. Although maintaining AAA interface in the definition in addition to the proposed definition should not conflict. The S6 functions and procedures here listed and described will most likely not be exactly the same for the S6a interface (MME-HSS) and the S6b interface (IASA-HSS), although in essence the functions should be more or less similar and based on the previous list; the specifics of the S6a and S6b are left for further study. 

This contribution believes that it is necessary to include these S6 functions and procedures in TR 23.882 in order to better define the S6 interface and that discussion around these procedures and functions take place in the scope of the technical report. The contribution also acknowledges that the previous list of functions and their descriptions is not exhaustive and neither definite; other functions and procedures are FFS.
The issue can be treated as either a Key Issue chapter or an Annex to the document. The proposal in this contribution shall be to include it as a new Annex although it can be “upgraded” to key issue depending on the number of related S6-interface issues such as relationship between S6 interface and similar pre-SAE interface such as Gr and Wm or relationship between Evolved Packet Core user profile and user profile of existing access networks.
3. Proposal

The proposal is to update the current S6 definition and add a new Annex to TR 23.882 to cover the description and issues of the S6 interface’s functions and procedures.

************
1st change
************
S6:
It enables SAE subscribers to register in the Evolved Packet Core network by transferring subscription, identification and authentication data for authenticating/authorizing a user during registration to the evolved system and keeps track of the registration status via registration updates. Its two variants are S6a (MME-HSS, used for LTE access only) and S6b (SAE GW-HSS, its usage depending on the access type is FFS).
************
End of 1st change
************

************
2nd  change
************
Annex I: S6 Functions and Procedures

The Intent of this Annex is to list and describe the functions and procedures of the S6 interface. It is also intended as an initial placeholder to discuss issues related to the S6 interface and the HSS in the scope of the Evolved Packet Core network as well as their relationship with pre-SAE networks.

The following set of S6 functions are assumed to be the minimum set of functions and procedures common for any S6 interface. Note that these functions are also based on 3GPP HSS functions that are available in TS 23.002 as well as on definitions of similar pre-SAE 3GPP interfaces such as Gr or Wm.

· User identification handling: provides appropriate relations among all the identifiers uniquely determining the user in Evolved Packet Core as well as in GPRS core, WLAN 3GPP IP Access and non-3GPP IP accesses.

· User Registration Management: this function provides registration and mobility support through and between Evolved Packet Core, GPRS core, WLAN 3GPP IP Access and non-3GPP IP accesses. The registration status is maintained and updated over the S6 interface; it can also be distributed to other entities over this interface. Operator initiated de-registration or purge of user equipments is also performed over the S6. The S6 interface provides the user’s assigned MME or IASA in which they are registered. Note that it should also be able to assign an IASA server over the S6 if no IASA server address is provided by the access network or UE. (Note: S6 registration operations may also result in operations on other pre-SAE HSS interfaces such as the Gr interface and vice versa).

· User and Subscription Profile Management: all user and subscription profile data relevant for Evolved Packet Core is distributed over the S6 interface. User profile is downloaded over the S6 interface to the server and network in which the user is registered at. Updates of previously downloaded user profile data are also performed whenever the user profile is modified. Knowledge of user profile related to 2G/3G, WLAN 3GPP IP Access and non-3GPP IP accesses might also be required to establish relationships with LTE and Evolved Packet Core user profile. 

· User security and authentication support: The S6 interface distributes user authentication, integrity and ciphering data for users making use of the Evolved Packet Core network .It is FFS if additional authentication procedures will be carried out over the S6 interface.

· Access authorisation: The S6 interface provides authorisation information to the Evolved Packet Core network on whether a user can roam to a visited network or if a user can make use of a given access network that interfaces the Evolved Packet Core.

The S6 functions and procedures here listed and described will most likely not be exactly the same for the S6a interface (MME-HSS) and the S6b interface (IASA-HSS), although in essence the functions should be more or less similar and based on the previous list; the specifics of the S6a and S6b are left for further study.

The previous list of functions and their descriptions is not exhaustive and neither definite; other functions and procedures are FFS.
************
End of 2nd change
************
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